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VOLUME I

This Final Report of the Public Safety Wireless Advisory Committee is divided
into two volumes.

Volume contains the main body of the report, including summaries of the
various subcommittee reports.

Volumel contains the full text of the subcommittee reports along with their
supporting documents, where available.
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EXECUTIVE SUMMARY

Our Nation’s highways are one of the major conduits for interstate travel and
commerce. Recently, a dramatic, quadruple fatality vehicle accident occurred
on a section of one of these interstate highways. A semi tractor/trailer was
traveling northbound in the middle lane next to a car moving in the same
direction. The car moved out of its lane and became wedged under the
tractor/trailer. Subsequently, the truck lost control, crossed the median, and
struck another vehicle traveling in the opposite direction. This caused a chain
reaction which involved several additional vehicles, and resulted in the closing
of theinterstate. Dueto the severity of the incident, several police agencies, fire
rescue units, ambulances and helicopters were involved in the rescue,
extrication, and management of the incident. The coordination of the incident
was routed through several dispatch facilities and created a major
communications challenge to those involved. Having to close the interstate while
the Situation was cleared resulted in massive traffic jams. Rerouting traffic and
ensuring the safety of the traveling public was a priority of the agencies involved.

These types of situations occur at a moment’s notice in every city and town across the
country. The ability of Public Safety agenciesinvolved in such incidents to communicate is
vital to the safety and welfare of the citizens they represent. In times of emergencies, the
public looks to government, particularly their Public Safety officials, to act swiftly and
correctly and do the things which must be done to save lives, help the injured, and restore
order. Most disasters occur without warning, but people still expect arapid and flawless
response on the part of government. Thereis no room for error. Whether a vehicle accident,
crime, plane crash, specia event, or any other Public Safety activity, one of the mgor
components of responding to and mitigating a disaster is wireless communications. These
wireless communications systems are critical to Public Safety agencies ability to protect lives
and property and the welfare of Public Safety officials.

This report represents the best efforts of the Public Safety community to define and
document its critical need for communications resources and the spectrum which will support
them — now and through the year 2010.

At the most basic level, radio-based voice communications allow dispatchersto direct
mobile units to the scene of a crime and allow firefighters to coordinate and to warn each
other of impending danger at fires. Radio systems are also vita for providing logistics and
command support during major emergencies and disasters such as earthquakes, riots, or plane
crashes. Systems are now being designed to allow transmission of video and broadband data,
enabling paramedics to send pictures of injuries to trauma centers while en route, permitting
the use of remote controlled robotics to defuse explosives, and making viable the tracking of
wildland fires. Thus, radio-based technologies are critical to the effective discharge of Public
Safety agencies obligations, providing alifeline connecting Public Safety officias to
assistance and delivering vital information to help in their critical mission. In an erawhere
technology can bring news, current events, and entertainment such as the Olympicsto the
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farthest reaches of the world, many police officers, firefighters, and emergency medica service
personnel working in the same city cannot communicate with each other. Congested and
fragmented spectral resources, inadequate funding for technology upgrades, and awide
variety of governmenta and institutional obstacles result in a critical situation which, if not
addressed expeditioudy, will ultimately compromise the ability of Public Safety officiasto
protect life and property.

The nation’s Public Safety agencies face severa important problemsin their use of
radio communications:

> First, the radio frequencies allocated for Public Safety use have become highly
congested in many, especially urban, areas. Usable spectrum for mobile
operationsis limited, and Public Safety agencies are not able to meet existing
requirements, much less to plan for future, more advanced communications
needs. Not only does the shortage of spectrum jeopardize the lives and health
of Public Safety officials, it threatens their ability to fully discharge their duty
to protect the lives and property of al Americans.

> Second, the ability of officials from different Public Safety agenciesto
communicate with each other islimited. Y et interoperability is key to success
in day-to-day operations, joint task force and mutual aid operations, and many
other intra- and inter-jurisdictional activities. Interoperability is hampered by
the use of multiple frequency bands, incompatible radio equipment, and a lack
of standardization in repeater spacing and transmission formats.

> Finally, Public Safety agencies have not been able to implement advanced
featuresto aid in their mission. A wide variety of technologies — both existing
and under development — hold substantial promise to reduce danger to Public
Safety personnel and to achieve greater efficiencies in the performance of their
duties. Broadband data systems, for example, offer greater access to databases
and information that can save lives and contribute to keeping criminals “ off the
street.” Video systems promise better surveillance capabilities, increased use
of robotics in toxic and hazardous environments, and better monitoring and
tracking of both personnel and equipment.

The Final Report concludes that, unlessimmediate measures are taken to alleviate
spectrum shortfallsand promote inter oper ability, Public Safety agencies will not be able
to adequately discharge their obligation to protect life and property in a safe, efficient,
and cost effective manner.

To address these and other problems, the Federal Communications Commission (FCC)
and the National Telecommunications and Information Administration (NTIA) established the
Public Safety Wireless Advisory Committee (PSWAC or Advisory Committee) to evaluate the
wireless communications needs of federal, state, and local Public Safety agencies through the
year 2010 and recommend possible solutions. The membership of the PSWAC encompassed
a broad range of Public Safety agencies (federal, state, and local), public service providers,
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equipment manufacturers, commercial service providers, and the public at large.  This Final
Report, drawn from the five attached subcommittee reports on Operational Requirements,
Interoperability, Technology, Spectrum Requirements, and Transition, embodies the findings
and recommendations of the PSWAC developed over the past year.

Implementing the requirements identified in the report, including transitioning to new
bands and meeting minimal interoperability requirements, will require different levels of
commitment from various user groups, and close cooperation and open dialogue with
regulating officials and the manufacturing community. The recommendations made in the
report recognize the substantial embedded infrastructure currently being used by the Public
Safety community, the budgetary constraints Public Safety agencies face, and the critical lack
of additional funding available to most Public Safety entities as a matter of course. To meet
the immediate and future needs of the Public Safety community, the Steering Committee
makes the following observations and recommendations:

> More spectrum is required.

> Immediately, 2.5 MHz of spectrum should be identified for
interoperability from new or existing alocations.

> In the short term (within 5 years), approximately 25 MHz of new
Public Safety allocations are needed. The present shortages can be
addressed by making part of the spectrum presently used for television
broadcast channels 60-69 available as soon as possible.

> Over the next 15 years, as much as an additional 70 MHz of spectrum
will be required to satisfy the mobile communication needs of the
Public Safety community.

> Improved interoperability isrequired. Present limitations can be eased by
establishing bands of frequencies for interoperability purposes, encouraging the
development and use of shared systems, and building gateways between
technically incompatible systems.

> More flexible licensing policies are desirable. The current approach, focused
primarily on continuous narrow banding, does not provide the Public Safety
community the flexibility of selecting or obtaining the most efficient technology
to meet user-defined needs. Policies should encourage the use of the most
gpectrally efficient approaches while remaining technology neutral.

> More sharing and joint use should be encouraged. Some states and regions are
experiencing considerable success in pooling spectral and other resources. In
many instances, perceived losses in terms of independence of operation are
more than offset by improvements in function and efficiency. Policies designed
to streamline cooperative use of federal and non-federa spectrum should be
adopted.
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> The use of commercial services and private contracts should be facilitated,
provided the essential requirements of coverage, priority access and system
restoration, security, and reliability are met. These services must be provided
on a competitive basis.

> A continuing consultative process should be established to permit the Public
Safety community and the FCC and NTIA to adjust to new requirements and
new opportunities. The rapid changes in technology, among other things,
make imperative, timely adjustments in the policies and requirements of the
government agencies managing spectrum. An arrangement that facilitates
continuing consultation between and among ingtitutions responsible for, and
interested in, Public Safety will help assure that opportunities for improvement
are not missed.

> Funding limitations will remain a major obstacle in the adoption of needed
improvements in Public Safety communications systems. At atime when
government budgets are tight, alternative methods of funding future Public
Safety communications systems must be identified. Otherwise, the substantial
benefits afforded by technology will not be realized.

The Steering Committee believes that no single solution will solve the
telecommunications problems confronting Public Safety. Rather, solutions must be tailored to
meet the unique needs of each Public Safety agency and the public they serve. The Public
Safety community must continue to work together to present its views and make its
communications needs known.
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INTRODUCTION AND BACKGROUND

No responsibility is more fundamental and reflective of the nation’s values than that of
its Public Safety agencies. The citizens' legitimate expectation is that when their life
or property is endangered, their government will respond. Vast federal, state, and
local resources are committed to ensure this obligation is met. The effectiveness of
police officers, fire fighters, emergency medical services (EMS) personnel, and other
Public Safety officidsisinextricably tied to communications capability. Today’s
communications environment, however, impedes meeting this responsibility. Rescuing
victims of the World Trade Center bombing, who were caught between floors, was
hindered when police officers could not communicate with fire fighters on the very
next floor. Similarly, the inability to communicate among the agencies that had rushed
to the Oklahoma City bombing site required resorting to runners to relay messages.
The lack of sufficient, quality radio spectrum suitable for Public Safety use deters
technological innovation, diminishes the responsiveness and effectiveness of Public
Safety, and ultimately compromises the safety of the responding officers and of the
very individuals seeking their help.

The importance of radio communications to the Public Safety community cannot be
overestimated. In alarge-scale disaster such as an earthquake, forest fire, or flood,
hundreds of agencies and thousands of individuals come together to provide
emergency medical assistance, fire suppression, rescue operations, infrastructure
repair, crowd control and security, food and shelter, and to begin the process of
rebuilding. At atime when other means of communication are likely to be inoperable,
Public Safety radio communication systems must provide the lifeline that connects
each responder to his or her agency and to each other.

While high profile incidents receive the most attention, even the less dramatic and
routine, day-to-day situations require effective radio communications. A trauma
victim'’s ability to survive depends upon receiving prompt medical attention — usually
within minutes. Emergency medical providers desire the ability to transmit images and
other vital statistics about the injured from the paramedic unit back to trauma centers
or hospitals to aid in diagnosis and pre-arrival treatment. Fire officials desire the
ability to obtain weather forecasts, building blueprints/designs, information as to the
types of hazardous or combustible material that may be on the scene, and other vital
information while en route. Thisinformation is needed by firefighters for the prompt
and safe removal of occupants. Undercover officers must be able to coordinate an
ongoing operation or, more rudimentary, call for immediate assistance. A host of
other government users, public service providers, and utilities operate radio systemsto
maintain the infrastructure and services on which the public depends.

Because of the special nature of their missions, Public Safety officias often have
unique communication needs. Many users, especialy in the Federal government,
require secure or encrypted communications to protect their operations. Coverageis
also important; Public Safety agencies must be able to communicate throughout their
jurisdictions — no matter how remote or congested. Systems must provide immediate
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and reliable communications when lives are at stake and timeis critical. Finally, Public
Safety agencies must be able to communicate with each other. Whether as part of
day-to-day operations or when disasters strike, cooperation is critical to ensuring that
help israpidly and effectively rendered. Interoperable communications systems are an
absolute requirement.

Today, however, the radio systems used by the Public Safety community are laboring
under increasing burdens. Equipment is old and funding for new equipment is often
scarce. The radios used by different local agencies or different jurisdictions often
cannot communicate with each other. The radio frequencies that Public Safety users
rely on are heavily congested in many areas. Asaresult, assistance can be delayed and
response efforts can be inefficient, which ultimately jeopardizes lives, both those of the
officers and of the public at large. In addition to these current problems, as
technology advances, new services, including advanced data and image/video
applications, are becoming available that could enhance the Public Safety community’s
ability to fulfill its mission. The limited radio frequency spectrum allocated to Public
Safety users, however, will make such new services impossible to implement.

To address these problems, the Federal Communications Commission (FCC or
Commission) and the National Telecommunications and Information Administration
(NTIA) of the Department of Commerce established the Public Safety Wireless
Advisory Committee (PSWAC or Advisory Committee).

The Public Safety Wireless Advisory Committee (PSWAC)

History

The establishment of the PSWAC followed along history of efforts by Congress, the
FCC, the NTIA, and Public Safety organizations to address the spectrum requirements
of Public Safety agencies. 1n 1983, Congress included as part of the FCC
Authorization Bill arequirement that the Commission study Public Safety spectrum
needs." The Commission’s Private Radio Bureau subsequently completed a Future
Public Safety Telecommunications Requirements report which included projections of
the amount of additional Public Safety spectrum that would be required in 21
metropolitan areas by the year 2000. The projections ranged from 12.5 MHz in
Pittsburgh to 44.6 MHz in Los Angeles/San Diego. The FCC sought public comment
on the report in PR Docket No. 84-232, but never took any further action in that
docket.? In a separate proceeding, the Commission did allocate 6 MHz for Public

FCC Authorization Act of 1983, H.R. Report NO. 356 , 98th Cong., 1st Sess. 27 (1983).

Notice of Inquiry in PR Docket No. 84-232 , 49 Fed. Reg. 9754 (Mar. 15, 1984).
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Safety in the 800 MHz band.® There have been no further nationwide Public Safety
alocations since that time.*

In 1993, as part of the legidation authorizing the use of spectrum auctions, Congress
required the FCC to complete a study by February 9, 1995 of the current and future
spectrum needs of State and local government Public Safety agencies through the year
2010, and develop a specific plan to ensure that adequate frequencies are made
available to Public Safety licensees. On February 9, 1995, the FCC submitted to
Congress a Report and Plan, Meeting State and Local Government Public Safety
Agency Spectrum Needs Through the Y ear 2010. The Report and Plan did not
contain specific conclusions or recommendations regarding Public Safety spectrum,
but merely indicated that further study was necessary.

On March 22, 1995, during a hearing on FCC and NTIA appropriations, House
Appropriations Subcommittee Chairman Harold Rogers expressed concern asto
whether the Report and Plan was a sufficient response to Congressiona concerns as
expressed in the Omnibus Budget Reconciliation Act.®> He asked the FCC and the
NTIA to develop a plan addressing the issue in much greater detail, which led to a
letter from NTIA Administrator Larry Irving proposing the establishment of ajoint
advisory committee on Public Safety spectrum issues.® As adirect result of that letter,
the FCC and NTIA established the PSWAC on June 25, 1995, to provide advice on
the specific wireless communications requirements of Public Safety agencies through
the year 2010 and make recommendations for meeting those needs.

Charter

The PSWAC is chartered in accordance with the requirements of the Federal Advisory
Committee Act.” Its membership consists of senior members of Public Safety
agencies, representatives of Public Safety organizations, and members of the private
sector. The Advisory Committee is chaired by Philip L. Verveer, a partner with the
firm of Willkie Farr & Gallagher. The members of the Steering Committee of the
Advisory Committee are: the Honorable Louis Freeh, Director, Federal Bureau of

Report and Order in GEN Docket No. 84-1233 , 2 FCC Rcd 1825 (1986).

The only exception to this statement is the fact that ten (10) 5 KHz channels in the 220 MHz band wer e
granted in the mid 1990's as a block alocation of channels for use by Public Safety.

Hearings Before the House Committee on Appropriations, Subcommittee on the Departments of Commerce,
Judtice, and State, the Judiciary, and Related Agencies, 104th Cong., 1st Sess., Part 6, Telecommunications
Issues, at 410 (March 22, 1995)(* Hearings”).

Letter from Larry Irving, Assistant Secretary of Commerce to the Honorable Harold Rogers (Apr. 14, 1995)
(reprinted in Hearings at 417-19).

5U.S.C. Appendix 2.
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Investigation; the Honorable Howard Safir, Police Commissioner of the City of New
Y ork [William Bratton served until his resignation in the Spring of 1996]; the
Honorable Michael Freeman, Fire Chief of Los Angeles County, California; the
Honorable Alan D. Bersin, United States Attorney for the Southern District of
California; Raymond W. Kelly, Undersecretary for Enforcement, Department of the
Treasury [Ronad K. Noble served until his resignation in 1996] ; Harlin McEwen,
Deputy Assistant Director, Federal Bureau of Investigation and senior officia of the
International Association of Chiefs of Police; Cindy Raiford, Deputy Director of
Communications, Department of Defense; Steven Proctor, Technical Manager for
Communications, State of Utah and past president of the Association of Public Safety
Communications Officias International, Inc.; Dennis Connors, Vice President,
Ericsson, Inc.; and Fred Kuznik, Vice President, Motorola, Inc.® The Advisory
Committee was chartered to:

v

Advise the FCC and NTIA of specific operationa wireless needs of the
community including improvement of basic voice, data and E9-1-1 services,
and the implementation of new wide-area, broadband telecommunications
technologies for transmission of mugshots, fingerprints, video, and other high-
speed data.

v

Advisethe NTIA and FCC on options to provide for greater interoperability
among federal, state, and local Public Safety entities.

v

Advise the FCC and NTIA on options to accommodate growth of basic and
emerging services, including bandwidth vs. functiona requirement trade-offs,
technical options, and other options.

v

Advise the NTIA and FCC on the total spectrum requirements for the
operational needs referred to above, including frequency band options,
shared/joint spectrum use options, and other options. ®

Structur e of the Committee

The PSWAC consists of a Steering Committee and five (5) functional subcommittees.
The Steering Committee exercised overall direction of the work of the subcommittees

Several members of the Steering Committee were represented on occasion by aternates. The alternates for
the members of the Steeri ng Committee of the Advisory Committee are: Tyrel W. Hayton, Federal Bureau of
Investigation, for Director Freeh; Michael Amarosa, Deputy Commissioner for Technology and System s
Development, Police Department of the City of New Y ork, for Commissioner Safir; Raymond A. Barnett
United States Secret Service, Department of the Treasury, for Undersecretary Kelly; and Debra A. Gross ,
Commander, USN, Office of the Assistant Secretary of Defense Command, Control, Communications an d
Intelligence, for Deputy Director Raiford.

Charter of the Public Safety Wireless Advisory Committee (filed June 26, 1995).
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and was responsible for reviewing their output. The subcommittees were created to
address specific areas of concern:

Table 1-1

Operational
Requirements
Subcommittee

The Operational Requirements Subcommittee was chaired by Mr. Paul H. Wieck,
Commissioner, lowa Department of Public Safety. The aternate for
Commissioner Wieck was Mr. Craig Allen, Lieutenant, lllinois State Police. This
subcommittee was charged with identifying the communication needs of the

(ORSC) Public Safety community to the year 2010. It focused on requirements that are
currently unmet or suffer from reliability, quality, or coverage deficiencies. The
subcommittee also examined the new services being made available by advances
in both wide- and narrowband technology.

Technology The Technology Subcommittee was chaired by Mr. Alfred Melo, Chairman of

Subcommittee

(TESC)

the Public Safety Communications Council. The dternate for Mr. Melo was Mr.
Richard DeMéllo, Forestry Conservation Communications Association. This
subcommittee reviewed the technologies now used by Public Safety and identified
the emerging technologies that may serve Public Safety agencies needsin the
future. A specia focus was on those technologies that offer advances in spectra
efficiency or new services to meet the community’ s growing needs.

| nteroper ability
Subcommittee

The Interoperability Subcommittee was chaired by Mr. James E. Downes of the
U.S. Department of Treasury. This subcommittee defined “Public Safety” and
“interoperability” for purposes of the Final Report and examined the specific

(1SC) problems of interoperability between Public Safety agencies. The group detailed
the needs for interoperability among and between Public Safety agencies and the
varying circumstances in which it must be available.

Spectrum The Spectrum Requirements Subcommittee was chaired by Mr. Richard N. Allen

Requirements
Subcommittee

of the Federa Bureau of Investigation. Based on the work of the above
subcommittees, this subcommittee was charged with determining the specific
spectrum requirements that will need to be met in order for Public Safety

(SRSC) agenciesto perform their missions in the mogt effective manner. It evaluated
current spectrum alocations and usage, and made recommendations on future
alocations and use.

Transition The Transition Subcommittee was chaired by Mr. James R. Rand, Executive

Subcommittee

(TRSC)

Director of the Association of Public Safety Communications Officias
International, Inc. The alternate for Mr. Rand was Mr. Ali Shahnami,
Association of Public Safety Communications Officials International, Inc. The
assistant to Mr. Rand was Mr John Ramsey, also of the Association of Public
Safety Communications Officials International, Inc. This subcommittee was
charged with examining the mechanisms necessary to improve Public Safety
wireless communications over the next 15 years. The subcommittee addressed
spectrum management practices, funding alternatives, and regulatory changes
necessary to effect the goals of the Advisory Committee.
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The meetings of the Steering Committee and the subcommittees were open to the
public. Steering Committee and subcommittee meetings were held in various locations
around the country to encourage maximum public participation. Over 480 individuals,
representing all areas of the manufacturing, service, the Public Safety user
communities, and the general public participated in the work of the subcommittees.

The drafting of the Final Report was supervised by Michael Amarosa, Deputy
Commissioner for Technology and Systems Development, Police Department of the
City of New Y ork; Raymond A. Barnett, United States Secret Service, Department of
the Treasury; and Steven Proctor, Technical Manager for Communications of the
State of Utah and past president of the Association of Public Safety Communications
Officias International, Inc.

The PSWAC Final Report

This Final Report of PSWAC to the FCC and NTIA represents the views of the
PSWAC Steering Committee. The Final Report is predicated upon the work of the
subcommittees, but departs from the various subcommittee reports in some respects.
It examines the problems confronting the Public Safety community now and identifies
the wireless communication needs of the community to the year 2010. The Final
Report also discusses the technologies available, now and in the future, to meet those
needs, the spectrum and interoperability requirements of the community, and the
transition mechanisms that will be required to bring Public Safety communications up
to expected levels of performance, efficiency, and effectiveness. The
recommendations embodied in this report are advanced with varying degrees of
certitude. Some, especially those susceptible to near term implementation, are quite
specific. Some are more genera. Overal, they represent the Steering Committee’s
collective judgement with respect to changes necessary to maintain and improve Public
Safety communications functions in the United States. The work of each
subcommittee is summarized later in this report, and the full reports from each are
included as appendices.

Federal Regulation of Public Safety Radio Services

Congressional Mandates to Regulate Public Safety Spectrum

By statute, the NTIA manages the Federal government’ s use of the spectrum, while
the FCC manages al non-federal spectrum usage. The two agencies are charged with
jointly developing the National Table of Frequency Allocations and a comprehensive
long-range plan for improved management of all radio spectrum resources. NTIA’s
policies and procedures are described in the Manual of Regulations and Procedures for
Federal Radio Frequency Management (NTIA Manual), with similar guidance for the
FCC contained in Title 47 of the Code of Federal Regulations.
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1.16 NTIA policy and technica anaysis responsihilities include the development of long
range spectrum planning and policy, the review of proposed federal radio
communication systems to make sure that sufficient spectrum is available for their
compatible operation, the analysis and resolution of interference problems involving
federal radiocommunication systems, and the analysis of spectrum use in selected
bands. These responsibilities hold both internationally, through aleadership role in the
preparations for conferences/meetings of the International Telecommunication Union
(ITYU), and domestically, where NTIA chairs, and provides administrative and analytic
support to the Interdepartment Radio Advisory Committee (IRAC). The IRAC,
established in 1922, comprises representatives of the major spectrum-using federal
agencies as well as arepresentative from the FCC to provide liaison with non-federa
users of the spectrum. The IRAC provides the primary adviceto NTIA regarding
issues of concern to the Federal government spectrum-using community.

1.17 Congress has directed both the FCC and NTIA to effectuate reforms in the mobile
services spectrum each manages. Section 332(a) of the Communications Act requires
the FCC to reduce regulatory burdens on spectrum users, improve efficient spectrum
use and overall efficiency, increase interservice sharing opportunities between mobile
providers and other services, encourage competition, and ensure the safety of life and
property.’® The Telecommunications Authorization Act of 1992 imposed similar
obligations on the NTIA to ensure efficient use of Federal government spectrum. **
The recommendations contained in this report paralel these mandates. The Steering
Committee believes that the FCC should avoid regulatory structures that emphasize
service classifications and particular use. The FCC has done so in other aress. *2
Except where a particular objective should be pursued, such as interoperability, Public
Safety agencies should be committed substantial discretion to determine the most
efficient and effective means to transmit information. The Steering Committee’s
recommendations seek to foster an environment where innovation and competition
will respond directly to Public Safety’ s needs, instead of evolving from the regulatory
process. Moreover, the Steering Committee believes that in this environment Public
Safety agencies will more likely undertake efficiency efforts themselves.

Current Public Safety Service Categories

10 47 U.SC. 332 (a). See dso section 1 of the Communications Act, which emphasizes similar polic y
objectives.

n 47 U.S.C. 903 (d)(1)

12 Amendment of the Commission’s Rules to Permit Flexible Service Offerings in the Commercial Mohil e

Services. Firgt Report and Order and Further Notice of Proposed Rulemaking in WT Docket 96-6, FCC 96-
283 (released August 1, 1996).
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1.18 The Public Safety Radio Services (PSRS) of the FCC form the backbone of state and
local Public Safety communications systems, and include the following specific

services:
Table 1-2
Police Radio The PRSis used for mobile communications to handle police operations ( e.g.,
Service (PRS) | dispatching units, coordinating tactical operations, and administrative matters).
Any territory, possession, state, county, city, town, and similar governmental entity
isdigibleinthe PRS.
FireRadio The FRS can be used for emergency dispatch services and administrative functions.
Service (FRS) | Governmental entities and persons or organizations charged with specific fire
protection activities are digible in the FRS to operate radio stations for
transmission of communications essential to these responsibilities. Where afire
department has responsibility for providing rescue squad and ambulance service,
FRS frequencies may be used for the dispatch of ambulances, the communication
of medical information to personnel at the site of an emergency, and the
transmission of information from the emergency site or the ambulance to hospital
emergency personnel.
Highway Communications related to highway activities, such as directing highway crews and
Maintenance vehiclesto meet changing priorities due to road and weather emergencies, may be
Radio Service | transmitted on HMRS frequencies. These frequencies are used for general road
(HMRS) maintenance and paving operations, aswell asin critical situations for
communications related to ice and snow removal, accidents, removal of disabled
vehicles and patrols of tunnels, bridges and turnpikes.
Forestry- Spectrum in the FCRS is used for many natural resource agency functions, the most
Conservation visible being the suppression of forest wildfires, law enforcement ( e.g., park police
Radio Service | and rangers enforcing fish, game, and environmental laws), fire prevention control,
(FCRYS) and emergency medical services. A non-federal governmental agency and any
entity charged with specific forestry-conservation activities are eligible in the
FCRS.
Local The LGRS addresses the day-to-day communications needs of territories,
Government possessions, states, cities, counties, towns and similar governmental entities. These
Radio Service | frequenciesare also used to report the condition of public facilities such as
(LGRS) reservoir levels, aswell asfor avariety of Public Safety and welfare uses. All
Public Safety entities, including law enforcement, corrections, fire protection,
lifeguard and rescue service users, also are permitted to use the LGRS spectrum.
Emergency The EMRS was established to improve the communi cations capabilities of entities
Medical Radio | engaged in providing life support services, allowing transmissions between rescuers
Service at the scene of an accident or disaster and physicians at a hospital, aswell asthe
(EMRS) dispatch of emergency medica providers transporting injured persons to hospitals

and trauma centers. Eligibility islimited to entities engaged in the provision of
basic or advanced life-support services on an ongoing basis.
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Table 1-2
Special The SERS frequencies may be used by medical services, rescue organizations,
Emergency physically handicapped persons, veterinarians, disaster relief personnel, school bus
Radio Service | operators, beach patrols, persons or organizationsin isolated areas where public
(SERS) communication facilities are not available, communications standby facility

operators, and personnd providing emergency repair of public communications
facilities. Entities not meseting these dligibility criteriamay belicensed in this
sarvice solely to provide service to SERS dligibles on one-way paging-only
frequencies below 800 MHz.

1.19

1.20

121

Federal government Public Safety wireless communication uses are similar to that of
state and local governments, except with respect to communications supporting
national security operations and the geographic area of coverage. Federal Public
Safety responsibilities encompass law enforcement, transportation, natural resources,
emergency and disaster, and medical and administrative duties. In nearly all cases, the
equipment is the same as that used by state and local Public Safety agencies. The
broad categories of federal Public Safety wireless communications are generaly
mirrored by the structure delineated by the FCC with regard to state and local Public
Safety agencies.

Public Safety Use of Radio Technology Today

Public Safety operations have evolved over the yearsto be critically dependent on the
use of the FM radio system as the only reliable and effective means of communication.
The radio system is designed for general broadcast purposes, that is one Public Safety
officer will talk and many can hear the transmission simultaneoudy. This method of
operation is vitally important in fast moving situations such as a surveillance or hot
pursuit, or the dispatch of fire rescue services, as many can hear the single broadcast
and respond appropriately. This description of the radio system is extremely
simplified. However, the technical components supporting this system are very
sophisticated and without radio spectrum, it can’t exist.

Typical Public Safety communications from mobile sources are of relatively short
duration — usually lessthan aminute. Asaresult, channels often are shared by
several independent users with specific audio sub-audible tones used to permit any
combination of mobile radiosto receive aradio transmission. In “conventional” voice
and data systems, a single channel or apair of channelsis employed, which may
require an end user to wait for a break to seize the channel. In “trunked” systems,
multiple channel pairs are integrated into a single system. When a user wants to
transmit a message, the trunked system will automatically select a currently unused
channdl pair and assign it to the user, decreasing the probability of having to wait for a
free channel for a given channel loading.
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Public Safety agencies also use fixed (non-mobile) services to provide communications
between designated endpoints (point to point), e.g., police headquartersto a district
police station. Typical links operating in the microwave bands involve
communications between one fixed transmitter and one fixed receiver, and links are
generally paired to provide atwo-way path. Point-to-multipoint services are aso
occasionally used, which involve multiple transmitters or recelvers at fixed locations.
Microwave spectrum is generally shared with other private land mobile users, as well
as broadcast service users, common carrier users, and aviation and marine service
users.

The Unique Operational Requirements of Public Safety Users

Public Safety users have operationa requirements that differ substantially from other
classes of wireless users. Unlike others, the responsibilities of Public Safety usersto
meet their mission critical obligations require, among other things, (1) dedicated
capacity and/or priority access available at al times (and in sufficient amounts) to
handle unexpected emergencies, (2) highly reliable (redundant) networks which are
engineered and maintained to withstand natural disasters and other emergencies; (3)
ubiquitous coverage within a given geographic area; (4) and unique terminal
equipment (mobile or portable units) designed for quick response in emergency
situations. These unique operational requirements limit the potential for extensive
substitution of commercial services for the dedicated networks currently owned and
operated by Public Safety entities.

The Public Safety community, while composed of users with varying and distinct
Public Safety duties, have some common, overarching needs. All individual Public
Safety users need the ability to communicate with agency control centers. They all
need to be able to communicate directly with each other aswell, in many cases. These
common operational requirements include dispatch communications, transmission of
operational and tactical instructions, and communication of administrative information.

Agencies aso have specialized requirements based on their specific missions and
operating environments. Correctiona facilities, for example, are compact
geographical areas, but their concrete and steel structures pose unique radio
communications and administrative problems. Forestry organizations need to
communicate over long distances where foliage is a problem for higher frequency
systems. Some agencies need reliable coverage insde buildings in urban areas, while
others need effective long range communications that can cover hundreds of miles.
For example, a state highway patrol requires wide-area coverage of highways whereas
ametropolitan police department may need high reliability in-building coverage,
system propagation characteristics that are often contradictory.

The operational needs of Federal government Public Safety agencies are quite similar
to state and local agenciesin terms of voice, data, and video communications and the
functions they serve, law enforcement, transportation, natural resources, emergency
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and disaster services, etc. Federal government Public Safety needs, however, do differ
in their wider, national or even international, scope, and their greater need for multiple
levels of secure communications to protect national security interests. Federa
responsibilities al'so require that frequencies be available for voice, data, and video
applications nationwide, so that when an emergency situation arises, the necessary
spectrum resources are available when federal assistance is deployed.

Current Public Safety Spectrum Allocations

Public Safety spectrum use has evolved as technology and needs changed over time.
Initidly, dmost al two-way communications were confined to the frequency range 30-
50 MHz. Astechnology advanced, however, transmission at higher frequencies
became possible, offering atemporary solution for congestion and crowding. Now,
Public Safety users operate in awide variety of bands, including 150 MHz, 450 MHz,
and 800 MHz spectrum. While these additional allocations added needed capacity to
existing systems, they aso resulted in the fragmentation that characterizes the Public
Safety spectrum today. Many agencies use two or more frequency bands for asingle
system, resulting in vehicles having to be equipped with multiple radios,

As shown in the following table, state and local Public Safety agencies have atotal of

941 channelsin six frequency bands, and some additional spectrum in major
metropolitan areas:

Table 1-3

EXISTING STATE AND LOCAL
PUBLIC SAFETY SPECTRUM ALLOCATIONS

Band
(MH2)

MHz
Channdls | (est) Comments

25-50 315 6.3 VHF Low Band. Generdly used for conventional, non-trunked

dispatch voice communications. The band isin use by state
highway patrols for wide-area coverage. Future use of the band
is questionable as equipment availability is limited.

150-174 242 3.6 VHF High Band. Generally used for conventional, non-trunked

dispatch voice communications.

220-222 10 0.1 220 MHz SMR Band. Thisallocationisfairly recent, and

requires very narrow (5 kHz) channdlization. New equipment is
limited for this band.

450-470 74 3.7 UHF Low Band. Generaly used for conventional, non-trunked

dispatch voice communications.
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Table 1-3
EXISTING STATE AND LOCAL
PUBLIC SAFETY SPECTRUM ALLOCATIONS
Band MHz
(MH2) Channds | (est) Comments
470-512 * * UHF TV Sharing. Various bandwidth have been made available
in 11 metropolitan areas for private land mobile radio use,
including Public Safety use.
806-821 70 35 800 MHz Band. Used for both conventional and trunked
851-866 systems.
821-824 230 6 800 MHz Band. Used for both conventional and trunked
866-869 systems
941 232 | TOTAL
1.29 Variousfrequenciesfrom 2 to 25 MHz (the HF band) are adso available for disaster

1.30

communications but, due to propagation factors, are not generally used for routine day
to day needs. For fixed systems, Public Safety agencies are éligible for licensing in the
Private Operational-Fixed Microwave Service and many Public Safety agencies have
point-to-point communications systems near 2 GHz, 6 GHz and other bands. **

Federa government non-military and military non-tactical land mobile spectrum
requirements are accommodated primarily in five radio frequency ranges. 30-50 MHz,
138-150.8 MHz, 162.0125-174 MHz, 220-222 MHz and the 406.1-420 MHz bands.
However, in each of these ranges, portions are allocated either for exclusive Federal
government/non-Federal government use or on a shared basis between Federal
government and non-Federal government. These alocations total 6.36 MHz in the 30-
50 MHz band, 6.75 MHz in the 138-150.8 MHz band for a myriad of military
applications including non-tactical land mobile as well as fixed and other mobile
systems, 11.78 MHz in the 162-174 MHz band, 13.9 MHz in the 406.1 to 420 MHz
band, and 10 channelsin the 220-222 MHz band. It is extremely important to note
that all Federal government mobile bands are allocated on a co-primary basis with the
fixed service, and these bands are used extensively for fixed systemsin addition to
mobile systems, including fixed point-to-point, fixed point-to-multipoint, aeronautical
mobile, and maritime mobile systems.

13

Public Safety and other private operational fixed microwave licensees are relocating from the 2 GHz bands
to accommodate the redllocation of those bands for new emerging technologies.
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1.31 Inthefollowing table, Federal government Public Safety spectrum alocations are
outlined:

Table 1-4

EXISTING FEDERAL PUBLIC SAFETY SPECTRUM ALLOCATIONS

Public Safety
Total Govt Allocation
Band Allocation (portion)
(MHZ) (MH2z) (MH2z) Comments
30-50 6.36 3.8 | VHF Low Band. Used extensively by

the Military and other Fed Agencies
for fixed, land/maritime/aeronauitical
mobile services.

138-150.8 6.75 4.0 VHF Military Band. Used extensively
for Military non-tactica mobile
systems. Heavy use by fixed, aero
mobile and maritime mobile.

220-222 0.1 0.1 | 220 SMR Band. Very narrowband.
May be used for some ITS
requirements.

162-174 11.78 8.25 | VHF High Band. Primary Public

Safety band. Used for land mobile
systems. Includes fixed and other
USes.

406.1-420 13.9 8.3 UHF Low Band. Federal growth
band. Used for wide variety of land,
maritime, aero mobile. Heavily used
for fixed service. Most Fed govt
trunked systems.

38.89 24.45 | TOTAL

2. KEY FINDINGSAND RECOMMENDATIONS

2.1  Theestablishment of the Public Safety Wireless Advisory Committee provided an
unprecedented opportunity for the Public Safety community to recommend changes on
anational basis to improve the methods of allocation and administration of radio
spectrum for Public Safety support. In consideration of the above, the key findings of
this effort are:
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Key Findings

>

Voice services, including dispatch (i.e., central control to mobile units), one-
to-many communications, and monitoring, remain — and are likely to remain
— the central and most critical communications modes for Public Safety
users.

Public Safety radio systems must be highly reliable to withstand natural
disasters, possess high capacity to ensure sufficient communications paths at
peak usage in the event of major disasters, and provide high Delivered Audio
Quality (DAQ), afactor that subsumes time delay, coverage, and other
qualitative criteria.

Different Public Safety agencies also have varied and unique mission-specific
requirements (e.g., encryption for drug interdiction activities), operating
environments (e.g., foliage penetration needs of forestry service versus building
penetration for correctiona officers), and geographic coverage needs (wide
areafor state highway patrol systems, national and international for some
federal and national security agencies).

Interoperability between Public Safety users in the past has been hampered by
an interdependent set of factors that includes widely dispersed and fragmented
spectrum allocations that cannot be covered by multiband radios, nonstandard
frequency spacings and system access methods, and the lack of clear,
nationwide channels allocated solely for interoperability.

Interoperability among and between different classes of users and different
jurisdictionsiis critical to the effective discharge of Public Safety duties.
PSWAC hasidentified separately needs for day-to-day (e.g., communications
between concurrent jurisdictions such as a county sheriff and state highway
patrol), mutual aid (e.g, riots and wildland fires where little pre-planning can
occur), and task force (e.g., afederal, state, and county drug interdiction
operation) requirements to alow Public Safety agencies to intercommunicate
effectively.

The Federal government is addressing the issue of interoperability through the
Nationa Performance Review process and has recommended the development
of a Public Safety Wireless Network for use by federal, state and local
agencies.

Broad based efforts that evaluate cost effective, spectrally efficient radio
systems, as well as those addressing wireless communications issues in general,
such as projects on the state and regional level seeking to coordinate,
consolidate, or study operations, and on the federal level by the Federal Law
Enforcement Wireless Users Group, are critical to articulating the needs of
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Public Safety as well determining the most efficient and effective meansto
meet these requirements.

Interoperability (or the lack thereof) is often affected by non-technical factors
including reluctance to adopt new approaches and funding limitations.
Contending with the human factor is another critical element in achieving
interoperability.

Guidelines established through the National Public Safety Planning Advisory
Committee (NPSPAC) process are enabling alevel of interoperability,
spectrum efficiency, and cost savings in the 800 MHz band.

The currently allocated Public Safety spectrum is insufficient to meet current
voice and data needs, will not permit deployment of needed advanced data and
video systems, does not provide adequate interoperability channels, and will
not meet future needs under projected population growth and demographic
changes.

Redllocating all Public Safety users to a single new band is not feasible due to
the need to maintain different propagation characteristics for different Public
Safety missions, the cost of replacing the embedded base of Public Safety radio
equipment, and the lack of any single spectrum block of sufficient sizeto
accommodate all Public Safety users.

Increased federal/non-federa sharing and improved spectrum management are
critical to ensuring future efficiency and spectrum availability for Public Safety.
But these measures aone are not sufficient to fully address Public Safety users
capacity needsin the near future.

The availability of efficient and effective radio technologies is necessary for
Public Safety agencies to protect the lives and property of the country’s
citizensin a safe and economical manner.

New technologies generally produce two important, but counterbalancing
effects for the Public Safety community. First, improvements in technology
such as digital transmission and advanced modulation techniques permit users
to increase the amount of traffic that can be transmitted over any given amount
of spectrum. This phenomenon, considered alone, would minimize the
requirements for new spectrum. However, the second corresponding effect of
technology advances is the creation of a new range of functions and features.
These additional capabilities such as high speed data and video transmission
require additional spectrum to fully exploit.

Data communication needs are becoming as varied as voice needs, and are
expected to grow rapidly in the next few years. New services and technologies
(e.g., data systems enabling firefighters to obtain remote access to building
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plans and video systems for robotics-controlled bomb disposal) that are critical
for Public Safety users to continue to fulfill their obligation to preserve life and
property are now becoming available.

Wireless video needs are expected to expand in Public Safety applications.

Public Service providers require interoperable radio communications with
Public Safety agencies.

The migration to new technologies will be driven by the life cycle of existing
equipment, the need for additional communications capacity, and advanced
services and features required by Public Safety agencies.

Flexible mandates are needed in order to encourage the rapid deployment of
new technologies.

The current method of licensing coordination between federal and non-federd
usersisinefficient and should be reviewed.

Funding for acquisition of new spectrum-efficient technologies and/or
relocation to different frequency bandsis likely to be a major impediment to
improving Public Safety wireless systems.

Digital technology will be the key technology for the future.

The implementation of the FBI’s National Crime Information Center - Project
2000 (NCIC-2000) program will have a significant impact on Public Safety
radio systems — both in the near term and in the future.

Commercia wireless systems, such as cdllular, Personal Communications
Services (PCS), mobile satellite, paging, data, and network applications, are
evolving rapidly and may offer tangible and reasonable aternatives to the
demand for additional spectrum to meet present and future Public Safety
requirements.

Key Recommendations

The Steering Committee has extensively reviewed the subcommittee reports and has
formulated, in conjunction with our Charter, the following recommendations:

Spectrum

The Steering Committee agrees with the findings that voice is the principal
need of the Public Safety community and also agrees with the conclusion that
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there will be asignificant increase in the use of data, imagery, and video. The
Steering Committee concluded that, in the short term, voice and data
operations require approximately 25 MHz of new Public Safety allocations.
By the year 2010, as much as an additional 70 MHz may be needed for these
applications, including image and video requirements. The Steering
Committee supports 2.5 MHz of spectrum for interoperability in the VHF and
UHF bands between 138 MHz and 512 MHz. It also recommends a
management structure in order to oversee the operation of the interoperability
spectrum.

Given the technical constraints on Public Safety users and existing spectrum
usage, the Steering Committee recommends the following priority actions to
assure sufficient Public Safety spectrum availability in 2010:

> Public Safety users should be granted access to portions of the unused
spectrum in the 746-806 MHz band (UHF TV Channels 60-69);

> To the extent feasible, Public Safety users should be granted immediate
spectrum relief by permitting increased sharing on unused TV channels
nationwide below 512 MHz;

> The FCC should consider the reallocation of channels which may
become available from private radio services as aresult of the refarming
mandates,

> Public Safety users should be allowed to share the 1710-1755 MHz
band with federal users and that band should be redllocated on a
permanent basis to Public Safety users upon termination of federal use
on January 1, 2004,

> The 4635-4685 MHz band should be allocated for Public Safety
systems; and,

> The proposed alocation at 5850-5925 MHz for intelligent
trangportation systems should be finalized.

> The Steering Committee examined 380-399.9 MHz, which is presently
committed to military use. The Department of Defense (DoD) relates
that in NATO, two 5 MHz pieces (380-385 and 390-395 MHz) are
being considered for sharing with cross border emergency services on
non-interference basis. This sharing arrangement would be on a
country by country basis, in accordance with individual nationa
priorities, and in compliance with criteria set forth by NATO, mainly
that any system in this band be on a non-interference basis to military
systems and accept interference from military frequency hopping
radios. The Department of Defense objects to any reallocation of this
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spectrum to Public Safety, even on a shared basis.** DoD states that
this band is standardized with U.S. military allies in Europe and
elsewhere throughout the world for interoperability during combined
actions and that national security considerations preclude its use
domestically. Detailed discussions of thisissue were limited because of
the classified nature of some of the information. The Steering
Committee recommends that individuals within the Executive Branch
and the FCC with appropriate security clearances undertake discussions
with representatives of DoD to pursue this matter further;

> To the extent possible and consistent with Nationa Security
requirements and Department of Defense needs, sharing opportunities
in the 138-144 MHz military band should be explored.

The Steering Committee supports block allocations of spectrum for Public
Safety use. The Steering Committee believes the current method of allocation,
focused primarily on narrow banding, does not provide the Public Safety
community the flexibility of selecting or obtaining the most spectrally efficient
technology to meet user defined requirements. The Steering Committee
recommends the FCC pursue the development of a Public Safety management
structure based on block allocations.

The Steering Committee agrees that the FCC licensing process should be
further streamlined through the increased utilization of eectronic filing.

The Steering Committee agrees with aflexible regulatory environment which
encourages the development of shared system infrastructure supporting Public
Safety communications.

The Steering Committee supports coordinated planning at the federal, state
and locdl levels of government in order to facilitate interoperability. The
development, provision and utilization of interfaces/gateways between and
among remaining independent Public Safety and public service infrastructures
and between Public Safety and commercia infrastructures should be
encouraged.

The Steering Committee recognizes that flexible mandates need to be
established to promote orderly transition to new spectrum. However, the
committee recognizes that these must be incentive-oriented based on the
availability of funding.

14

See L eter of Honorable Emmet Paige, ., Assistant Secretary of Defense, to Philip L. Verveer, dated July 29,
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The Steering Committee believes that committing broader discretion to usersis
essential to affording incentives for advanced technologies. It should fal to the
user to determine what information to send, what technology to use, the
quality of the transmission demanded, and the speed required. Present
proceedings or initiatives at the FCC should recognize this premise. In context
of those proceedings that do focus on a narrowband perspective, Public Safety
agencies should be afforded opportunity to obtain exclusive areas or

“Protected Service Areas’ affording protection from interference and incentive
where advanced technologies can be more readily pursued.

The Steering Committee recommends a follow-up effort be continued to give
advice and counsdl to the FCC and NTIA with regards to issues surrounding
Public Safety wireless communications.

I nter oper ability

The Steering Committee is encouraged by the trend of deployment and
utilization of shared/consolidated systems.

The Steering Committee adopts the following general recommendations of the
I nteroperability Subcommittee:

> A minimum baseline standard is required for unit-to-unit Public Safety
radio equipment operating in the same band.

> The development, provision, and utilization of interfaces/gateways
between and among independent Public Safety and Public Service
infrastructures and between Public Safety and commercia
infrastructures should be encouraged.

> These standards and connections should be developed by afair and
open process that encourages industry to cooperate in order to provide
the tools and technology needed by the Public Safety community.

Transition
The Steering Committee recognizes that any transition to new technology or

spectrum will impose costs on the Public Safety community. The Steering
Committee recommends investigating the establishment of aternative funding

5 Although various technologies and standards were addressed, the PSWAC decided to keep its repor t
technology neutral. The failure to recommend any specific technology or standard should not be construed
as either alack of support for, or argection of, any of the available technologies or standards.
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sources such as. appropriations through spectrum auction revenues, non-Public
Safety spectrum user fees, amendments to asset forfeiture law, matching funds,
and block grants to supplement traditional funding sources for Public Safety
relocations and system upgrades.

ES9-1-1

2213 » PSWAC supports existing efforts as established in FCC Docket 94-102 for

2.3

24

upgrading 9-1-1 systems and services. We also support future rulemakings
addressing compatibility of Private Branch Exchanges (PBX’s) with E9-1-1
systems.*®

Commercial Services

The Steering Committee recognizes the changing role of commercial servicesin
supporting Public Safety communications. It isincumbent upon Public Safety agencies
to establish needs and priorities based on their requirements, and utilize those
commercia serviceswhich fill that need. Commercial service providers need to
recognize the critical nature and priority placed on Public Safety communications and
provide a market basket of products based on those requirements.

The subcommittee reports reflect several perspectives with regarding the use of
commercia wireless systems. Commercia systems offer a valuable opportunity to
meet some present and expanding needs. Y et, Public Safety has historically resisted
commercia services, particularly for mission critical requirements. Public Safety
agencies have operated land mobile radio systems long before there was a commercial
wirelessindustry. They have avast investment in the existing plant, with technology
and systems devel oped to meet specific Public Safety needs. The close match of the
embedded systems to Public Safety needs makes it difficult for commercia systemsto
become effective competitors. In this context, minimum baseline requirements for
mission critical applications are not met by any existing or planned commercial
offerings. However, arange of non-mission critical communications can be satisfied
by commercid systems. Indeed, commercia systems offer unique capabilities that will

16

The PSWAC did not specifically addressthe E9-1-1 issue. However, it recognizesthat in the United States,
9-1-1 has become synonymous with a call for help from law enforcement, fire units, emergency medica |
sarvices, or other Public Safety provider. The public has little knowledge of the complex systems behind this
seemingly easy way to get help when it is needed. In addition, the explosive growth of public wirdles s
communications has resulted in even easier access to emergency services. The improved ability of acitizen
to reguest help coupled with the changing demographics in our country has resulted in an ever increasin g
pressure on the 9-1-1 dispatch centers to dispatch emergency help and provide fast and accurate information
about the situation, possible hazards, and to manage the resources the dispatch center has available. As a
result, there is an increasing pressure for additional communications capability between responders an d
dispatch. Unfortunately, i n many places, communications systems cannot grow because there is no available

spectrum.
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be important in the future, including nationwide coverage by satellite systems and near
universal urban area coverage by commercial data service providers.

The Steering Committee believes that the availability of commercia systemsasa
reasonabl e alternative depends on satisfying several essential requirements. These are:
1) high reliability coverage throughout the area designated by the agency; 2) affordable
cost; 3) priority access during peak periods and crisis circumstances; 4) secure
transmission, including, in particular cases, encryption; 5) sufficient reserve capacity;

6) reliability comparable to dedicated systems; and 6) mobile and portable units
distinguished by the durability and ergonomic factors required by field personnel.

The Steering Committee believes that clear standards, such as those enumerated in
paragraph 2.5 above, will allow Public Safety agencies and commercia service
providers to work together to determine if alternatives exist to develop features and
capabilities needed by Public Safety agenciesin both mission critica and non-mission
critical areas. With technology and innovation advancing rapidly, and markets
becoming more competitive and focused, historic experience will not necessarily
accurately reflect the potential of commercial services to meet Public Safety’ s needs.
The ability of government agencies to contract with an increasingly large and
competitive commercia wireless industry for particular features and functions offers a
basis for optimism that eventually many Public Safety requirements can be met by
commercial mobile radio services companies. If and to the extent that government
procurement requirements inhibit the writing of such contracts, reforming those
requirements could produce material benefits.
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CONCLUSION

This report identifies a number of approaches that can provide Public Safety with
enhanced communications capabilities— higher quality transmission, access to
emerging technologies, and availability of abroader range of services— immediately
and inthelong term. Thefirst is alocation of additiona spectrum for Public Safety.
This entails reall ocating spectrum from other uses and/or adding Public Safety uses to
aready allocated bands through sharing. Second is the more efficient use of present
gpectrum. This approach relies on the use of advanced technology to bring increased
capacity and quality. Greater sharing, both within the Public Safety community and
with other users, improves spectra efficiency and enhances interoperability. The third
encourages Public Safety agencies to make greater use of commercia services. None
of these elements aone will meet Public Safety communications needs by itself; and, to
choose only one course embodies substantial risk. Rather, a combination of these
methods is likely to produce the most improvement. Allowing individual agenciesto
choose the best combination of elements will guarantee that the most effective and
efficient system will be developed.

This report recommends the adoption of several baseline standards designed to meet
both short- and long-term interoperability needs. It is clear that additional
contributions from the user community are necessary for the development of
satisfactory, evolving standards to govern the opportunities afforded by the emerging
digital environment. In thisregard, the report recommends that the FCC and NTIA
sponsor an ongoing consultative effort to address these important needs.

Implementing the recommendations in this report requires different levels of
commitment from various user groups, along with close cooperation and open
dialogue between regulating officials and the manufacturing community. The
recommendations made in the Final Report with respect to transition mechanisms
recognize and account for the substantial embedded infrastructure currently being used
by the Public Safety community, the unique budgetary constraints imposed upon the
Public Safety community, and the critical lack of additional funding available to most
Public Safety agencies. These critical areas will require further attention at all levels of
government.
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SUMMARY OF SUBCOMMITTEE REPORTS

4.1  Operational Requirements Subcommittee Summary (ORSC)
4.2  Technology Subcommittee Summary (TESC)

4.3 Interoperability Subcommittee Summary (1SC)

4.4 Spectrum Requirements Subcommittee Summary (SRSC)

45  Trangtion Subcommittee Summary (TRSC)

NOTICE

The following summaries of the subcommittee reports capsulize the work
and eventual output of each of the subcommittees. The full text of the
subcommittee reports appears as Appendix A through Appendix E of this
report. Readers may note that the Steering Committee findings and
recommendations may differ from the subcommittee findings and
recommendations. The failure by the Steering Committee to include, or the
decision by the Steering Committee to exclude, a specific subcommittee
finding or recommendation should not be construed by the reader as either
a lack of support for, or a rejection of, any subcommittee finding or
recommendation.
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OPERATIONAL REQUIREMENTS SUBCOMMITTEE SUMMARY
Overview

The genera charter of the Operational Requirements Subcommittee (ORSC) was to
identify the wireless communication needs of the Public Safety community through the
year 2010. The subcommittee was also tasked to examine current operational
requirements that are unmet or suffer reliability, quality, or coverage deficiencies.
Needs were to be prioritized as to necessity for proper functioning of the Public Safety
community.

The subcommittee’ s report provides a snapshot of operationa capabilities that Public
Safety providers require, now and in the future, in order to fulfill their mission of
protecting lives and property. The subcommittee analyzed the needs of a broad range
of Public Safety entities according to the type of service (voice, data, image, and
video) and quantity of service (number of channels) required.*” The bulk of the
subcommittee’ s report discusses these requirementsin detail. General requirements
for the quality of transmission were also developed, and are contained in Annex A of
the subcommittee' sreport. The subcommittee was asked to provide input data to the
spectrum model developed in the Spectrum Requirements Subcommittee, and this
input isincluded as Annex B. Finally, the subcommittee notes the need for interagency
communications of both an incident-based and routine operational nature. These
interoperability requirements were input to the Interoperability Subcommittee for their
consideration.

In addition to future needs, the report includes observations and recommendations
regarding current problems meeting communication requirements. In particular, the
report discusses communication needs that are unmet or suffer from capacity,
reliability, quality, or coverage deficiencies. The report cites continuing difficulty with
frequency interference from users in foreign countries, insufficient path or channel
availability, inadequate coverage insde buildings, and multipath interference. The
subcommittee observes the efficiencies available through trunked, data-only and
vehicle location-only systems, and strongly encourages sharing of such systems when
possible.

General Observations
While dl Public Safety users have some common needs, different Public Safety users

also have unique, mission-specific requirements. General requirements include dispatch
communications, transmission of operational and tactical instructions, and

17

The Subcommittee divided itswork into 11 working groups, based on the function or mission of the agencies
involved. The 11 working groupswere: Tr ansport Mechanisms; Criminal Justice; Fire, Emergency, Medical
and Related Life and Property Protection Services, Emergency Management and Disaster Services, Highway
Maintenance; Intelligent Transportation Syste ms; Forestry; General Government; Public Mass Transit; Public
Service; and Federal.
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communication of administrative information. All individua users, for example, need
to communicate with their agency control centers or supervisors, but they also need to
be able to communicate directly with each other in many cases. Agencies identify high
reliability and capacity sufficient to respond to major disasters as important
requirements.

Agencies a so have specialized requirements based on their specific mission and
operating environments. For example, a state highway patrol requires wide-area
coverage of highways whereas a metropolitan police department may need high
reliability in-building coverage; in each case, system propagation characteristics are
often contradictory. Correctional facilities, for example, are compact geographic
areas, but their concrete and steel structures pose unigque radio communication and
administrative problems. Forestry organizations need to communicate over long
distances where foliage is a problem for higher frequency systems. The subcommittee
investigated both the common and mission-specific operational requirements of Public
Safety usersin great detail.

The operational needs of Federal government Public Safety agencies are quite similar
to state and local agencies, both in terms of the kinds of communications they require,
voice, data, and video, and the functions they serve, law enforcement, transportation,
natural resources, emergency and disaster services, etc. Federal government Public
Safety needs, however, do differ in their wider, national or even international, scope,
and their greater need for multiple levels of secure communications to protect national
security interests. Because of the wider area served, the Federal government makes
greater use of satellite communications than do state and local governments,
transportable satellite dishes are especialy useful in disaster response. The wide
geographic scope of federa responsibilities also require that frequencies be available
for voice, data, and video applications nationwide, so that when an emergency
Situation arises, the necessary spectrum resources are available when federal assistance
is deployed.

For many years, the communications needs of the Public Safety community centered
around voice communications; for dispatching officers, coordinating activities at the
scene of an accident or during large-scale emergencies, as well as peer-to-peer
communications. Today, advances in technology are providing a wealth of new
capabilities and applications that can substantially aid Public Safety agencies in the
performance of their duties. As aresult, wireless communication needs once limited to
voice frequencies are now expanding rapidly to encompass new data and video
services. These new applications and services make up a significant portion of the
community’s need for new spectrum.

V oice communications remain the primary form of communication for Public Safety
agencies. Current voice communication needs are highly varied and include: dispatch,
tactical and command, direct unit-to-unit, air-to-ground, special operations
communication, and communication with other agencies. Travel channels are dso
needed to allow units to communicate while operating out of their home systems.
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Interstate transportation of prisonersisone example. Voiceisthe primary method of
communication, especially during emergency situations. Many different groups are
often required to respond to fires and hazardous materials incidents, and in large-scale
incidents such as aforest fire, up to 150 separate voice paths may be needed to
effectively direct and manage the fire-fighting effort. Coordination of these groupsis
critical asthey may involve police, fire, ambulance, hospitals, utilities, and
federal/stateflocal government responsibilities.

Data communication needs are becoming as varied as voice needs, and are expected to
grow rapidly in the next few years as new data-based systems, such as the Integrated
Automated Fingerprint Identification System, which will alow officersin the field to
check fingerprints instantly, are implemented. Many types of data needs are identified,
including text (information on a chemical involved in a spill), graphics (blueprints,
maps, images), and data (position information, patient vital signs and diagnostic data).
Other potential uses include geographic location data to track personnel and vehicles
— important for safety as well as control, emergency signaling (officer in trouble),
remote transmission of (accident, arrest, investigative, patient) reports, electronic
messaging, remote device monitoring — such as perimeter detection systemsin
prisons, road/weather conditions, and emergency vehicle traffic signal control. The
International Association of Chiefs of Police estimates that as many as 75 percent of
officers could be equipped with Mobile Data Terminals (MDTSs) by the year 2010.

Video communication needs are limited now, but are expanding as technology
advances. Current uses include on-scene incident video, surveillance and monitoring
(including aerial), robotics control for bomb disposal and fire fighting, and on-site
patient care. In the future, two-way video communication between remote vehicles
and central control stations may become common. Both point-to-point and broadcast
applications are envisioned.

Currently allocated spectrum does not provide adequate spectrum to meet today’s
channel requirements. This conclusion was reached in al the working groups
anayzing Public Safety needs across arange of activities and missons. Channel
shortages are especially noticeable in voice communications, but shortages exist in
some parts of the country for point-to-point microwave links, and the subcommittee
found that existing allocations will not support future data or video communication
needs. Growth of operations, combined with the need for new applications to support
Public Safety, will make current conditions of congestion even worse.

Specific Findings

> Quality of communication isacritica factor in Public Safety communication.
Personnel have come to rely on voice communications systems that permit
immediate connections and a high degree of clarity. Data and video needs are
smilarly time-sensitive, and quality is still aconcern. The subcommittee
adopted transmission quality recommendations based on the standards
contained in areport by the Telecommunications Industry Association and the

PuBLIC SAFETY WIRELESS ADVISORY COMMITTEE
September 11, 1996



4.1.13 »

41.14 »

41.15 »

4.1.16 »

PSWAC Fina Report, Page 31

Institute of Electrical and Electronics Engineers.*® The subcommittee
recommends that a minimum Delivered Audio Quality (DAQ) of 3.4 or better
be achieved in Public Safety systems. A level of 3.4 isdefined to mean that
speech is understandable without repetition, with some noise or distortion
allowed. Thefull discussion of and specific recommendations for audio
quality, including intelligibility, coverage, reliability, and delay, is contained in
Annex A to the subcommittee report.

Operationa fixed links, using microwave or lower frequencies, are avital part
of Public Safety communication networks, and are used to carry voice, data,
and video. They connect the control center(s) with the various base stations
that transmit to mobile/portable units. While some of these links are provided
by commercial (leased line) service providers, some sites are too remote or
expensive to employ thistype of service. In these cases, privately owned
systems are required. Agency control is also an important consideration.

Large-scale events (Olympics) and disasters such as hurricanes, floods and
earthquakes put serious strains on Public Safety communication systems. One
major problem is capacity. In events such as these, many Public Safety
personnel and agencies have to respond, and each will need radios to do its
part of the job. Further, interoperability becomes a serious problem when
trying to link together all the disparate agencies. To the extent possible, such
events need to be planned for so that adequate spectrum resources are
available when needed. Specific recommendations on numbers of channels
needed for various agencies (search and rescue, medical assistance, utilities,
and non-Public Safety organizations such as the Red Cross, Civil Air Patrol,
and Salvation Army) in support of these needs can be found in section 4.4.3 of
the subcommittee report. A nationwide channel for distributing information to
the media and the public is aso recommended.

Development of Intelligent Transportation Systems will entail provision of a
wide range of new services, many of which will depend on radio
communications. Some new spectrum may be required, as well as sharing with
Public Safety and other radio services. Section 4.7.4 of the subcommittee
report describes the needs in detail.

Interoperability with other agenciesis acritical need for a variety of day-to-
day, emergency, and specia operations. Especidly in large disaster situations,
the effective coordination of multiple agencies (fire, police, local government,
utilities) and jurisdictionsis largely dependent on interoperable
communications systems. Thousands of individuals may be involved. The

18 Tdecommunications Industry Association and the | ngtitute of Electrical and Electronics Engineers, “A Report
on Technology Independent Methodology for the Modeling, Simulation, and Empirical Verification o f
Wireless Communications Systems Performance in Noise and Interference Limited Systems Operating i n
Frequencies Between 30 and 1500 MHz.”
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1993 fire in Malibu, California required 458 agencies from 12 states to bring it
under control. Interoperability requirements are discussed more fully below.

Public service providers, such as transportation companies and utilities rely
extensively on radio communicationsin their day-to-day operations, which
involve safeguarding safety and preventing accidents from occurring. These
entities also play important roles in supporting first responders once an incident
does occur. In al their operations, they have many of the same needs as Public
Safety agencies. Additiona information on the communications requirements
of public service providersis provided in Annex C of the subcommittee report.

Encryption is becoming increasingly important for both voice and data
communications, especially in criminal justice operations. The Federal
government generally identifies a greater need for secure, encrypted
communications than do state and local agencies (excepting law enforcement).

Public Safety systems need quick expandability to accommodate peak use.
Although normal day-to-day operations may not require high capacity, in times
of disaster, for example, many new users may come on a system
simultaneoudy. Expansion capacity must be engineered into systems. Thisis
especially true of emergency management and disaster services, which are
characterized by very low usage patterns on a day-to-day basis, but extremely
high use during a major event such as an earthquake, hurricane or flood.

Interference is a problem along internationa borders. Public Safety entities
operating in these areas report interference on both VHF and UHF frequencies.

Recommendations

4121 »

4.1.22 »

A system of mutua aid links should be available based on the following
priorities:

1) Disaster and extreme emergency operations for mutual aid and
interagency communications,

2) Emergency or urgent operations involving imminent danger to life or
property;

3) Specia event control, generaly of a preplanned nature;
4) Single agency secondary communications.
Current frequency alocations to Public Safety in the HF bands should be

maintained to provide for long-range communications, but limitations on
intrastate use, and “day/night” restrictions should be removed.
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TECHNOLOGY SUBCOMMITTEE SUMMARY
Overview

The Technology Subcommittee (TESC) was chartered to review the technol ogies now
used by Public Safety agencies and identify the emerging technologies that may serve
Public Safety agencies' needsin the future. A special focus was on those technologies
that offer advances in spectra efficiency or new services to meet the community’s
growing needs.

General Observations

Wireless communications, mobile and portable, provide an essentia resource for
Public Safety operations. The revolution in microel ectronics and computers has
brought and will continue to bring enormous improvements in the performance of
these systems. Improved eectronic systems aso change the ways Public Safety
agencies can use wireless communications systems, offering advanced data and video
systems that can lead to tangible improvements in saved lives and property. In
assessing the role of technology in Public Safety communications, the subcommittee
evaluated the benefits of technological trends and the impact of technology on
spectrum requirements.

In evaluating technology effects, the subcommittee examined a range of specific
technology advances, as shown in the following table:

Table 4-2-1

Expected Advancesin System Building Blocks

Technology
Building Block Observations

Digital Integrated Integrated circuit progress is expected to continue at historical rates
Circuits with afactor of ten improvement every five years. These advances

will alow designers to incorporate more processing, more storage,
better compression algorithms, and more efficient modulation
techniques into radios. These advances will aso permit building
complementary equipment (such as affordable personal digital
cameras) which will require additional communications resources.

Batteries and other | Batteries are expected to become lighter. Battery saving technology,
RF Generation such as deep modes, is expected to become more effective and
Equipment widespread. Oscillator stability will improve. 1n some applications,

antennas will be replaced by smart antennas which will reduce
interference and allow for lower-power operation, greater range, or
greater frequency reuse.
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Table 4-2-1

Expected Advancesin System Building Blocks

Technology
Building Block Observations
Source Coding Trends indicate that we will be able to compress voice and image
(Compression) signals significantly more than is possible today.
Modulation Trends indicate that we will be able to transmit more information in
each unit of bandwidth.
Multiple Access A variety of techniques are used today to access channels including:
Techniques

FDMA (frequency-division multiple access),
TDMA (time-division multiple access), and
CDMA (code-division multiple access).

Each channdl access technology has its specific advantages and
disadvantages. The subcommittee does not project that any new
multiple access technique would be of significant importance during
the next fifteen years.

Error Correction The land mobile radio channdl is challenging. Received digital sgnals
Coding normally contain some bits with errors. Error correcting coding

alows these hit errors to be corrected or detected.

The Technology Subcommittee projected the widespread use of
error-correcting coding technology in land mobile communications.

4.2.4

4.2.5

Specific Findings

General: The revolution in microelectronics and computers has brought and will
continue to bring enormous improvements in the performance of wireless technology.
Improved electronic systems aso will change the ways Public Safety agencies can use
wireless communications systems. There was no need for wireless access to digital
messaging systems until digital messaging systems came into being. While voice
communications has been, and remains today, by far the most important Public Safety
application of wireless technology, it appears highly likely that non-voice
communications, most importantly data and image communications, will become
increasingly important and will account for a major portion of al Public Safety
wireless communications by the year 2010.

In the year 2010, a great many of our requirements will be served by some technology
which has not yet even emerged from the research labs. Remember that the first
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trunking systems were only deployed in the very late 70s, and the first cellular systems
went commercialy on-line in the early 80s. The most pervasive technology of the year
2010 may be just emerging, or may not yet have emerged. But undoubtedly, the
cutting edge technologies of today will still be employed for 15 years.

Voice: Most Public Safety communications systems use analog FM technology
operating in 25 or 30 kHz channels to carry their voice signals. Public Safety
communications systems normally operate using a variant of one of two basic
methods:. repeater and trunked. The key attributes of voice communications systems
are availability, delay and clarity. Public Safety systems are designed to maximize
availability and minimize delay. Clarity, the ability to recognize the individual
speaking, is an important feature.

While digital voiceis atechnological redlity, it islittle used today in Public Safety
communications. It is expected that more digita voice systems will be offered by
several manufacturersin the Public Safety market in the next few years.

Increasingly, voice is trangitioning to digital transmission. High quality digital speech
in land mobile channel bandwidths could not be implemented in affordable technology
until recently. Digital transmission provides mechanisms to combat the familiar static
and pop effects that radio reception impairments traditionally caused to analog
transmission. Digita signals can be encrypted to prevent interception far more easily,
reliably and effectively than can analog signals.

Data: Today data communications capabilities are used in Public Safety for such
purposes as digital dispatch and checking computer data bases for information
associated with wanted persons/property and vehicle registration license plates. Data
today istypicaly sent over the voice channel or by a separate radio. Many of the early
Public Safety data communications systems used circuitry much like telephone
modems to create a voice-like signal which could both carry the data and travel over
the analog voice paths of the Public Safety radio communication systems. Such hybrid
systems are still widely used today.

4.2.10 With the growth in the use of computers and associated reductions in the cost of

computing equipment has come an increased demand for data communications
capabilities. Data rates range from 0.3 to 19.2 kbpsin a 25 kHz channel. Use of
mobile data terminals (MDTSs) is growing rapidly. More recently, manufacturers have
begun to provide radio systems that are fully digital and that can carry data directly on
the radio channel.

4.2.11 Key attributes of data communications systems are message/file size, reliability, error

control, and encryption. Transmitting high speed data reliably on mobile radio
channels is an enormous engineering challenge as compared to transmitting via wire,
cable, microwave, fiber optics or other smilar carriers.
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Image: Images represent a special category of data that is a numeric representation of
apicture. Still images include snapshots such as accidents, and crime scenes, mug
shots, fingerprints, and awide variety of other images. Today, thereisrelatively little
use of still image transmission to and from the field in Public Safety. The rapid
increasein use of “wire-ling’” based facamile transmission and smilar image
technologies within the Public Safety services has paralleled that within the broader
economy. It isexpected that such systemswill be deployed in ever increasing numbers
over the next decade and a half.

Emergency medical providers desire the ability to transmit images of the injured from
paramedic units back to trauma centers or hospitals to aid in diagnosis and pre-arrival
treatment. Fire agencies desire the ability to transmit building plans and copies of
permit and other data for fire prevention and protection. Law enforcement agencies
need to quickly transmit fingerprints from field units back to federa, state, and local
databases; units need the capability to receive mugshots and drivers license
photographs to aid in identifying people in the field.

Key attributes of image communications systems include resolution, B/W vs color,
compression, and error control. The subcommittee report outlines existing standards
for facsimile and snapshots. Medical services will need high resolution imaging.

The typical passport photo of 2 inch square black and white resultsin only 1 or 2
kilobytes, while afull-color still from avideo cameramay exceed afew hundred
kilobytes, and a high-definition (several hundred dpi) scan of a color photo can easily
reach several megabytes. Image trandation can convert higher resolution into a
smaller form for transmission, athough the reverseis not generally achievable. A
notable exception is the emerging technology known as fractal image coding. It
promises highly compressed image formats which are rescalable without loss of quality
at the destination.

Video: Wireless video systems have seen limited use in state and local Public Safety
services to date primarily due to alack of available Public Safety spectrum over which
to implement these systems. Video is used in Public Safety today primarily for
surveillance of crime scenes and of highways. The fire service uses full motion video
extensvely in some areas, primarily to monitor wildland fire scenes from airborne
platforms, providing real-time video back to emergency command centers. Law
enforcement agencies, particularly at the federal level and which have spectrum
available for video, have long used video for surveillance purposes. State and local
agencies have only recently begun to implement similar systems for monitoring areas
of high crime and drug use. State and local transportation agencies have implemented
wireless video systems to monitor traffic flow and detect collisions and hazards on
roadways in congested metropolitan areas. Thereisagrowing need for full motion
video for use with robotic devices in bomb, hostage, hazard avoidance and hazardous
materials situations.
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Key attributes of video communications systems include frame rate, resolution and
color level, error control, and compression. Today, video images are normally
transmitted using analog modulation. Wideband channels (severa megahertz) are
normally used to carry full-motion, high-quality video. However, only very limited
spectrum is available to state and local agencies. In the future, we expect that most
Public Safety video communications will be digital. Currently, however, compression
equipment is still expensive and standards are changing rapidly. The coming of
affordable digital video cameras and affordable digital compression can be expected to
lead to substantial growth in the requirements for Public Safety video communications.

System Fundamentals: Digital Integrated Circuits. The fundamental technology
thrust through the year 2010 will be, asit has been in the recent past, that of
semiconductor technology. The improvements in semiconductor processing and
materials have resulted in roughly an order of magnitude advance every five years.
Rapid advancement is also observed in the progress of microprocessor technology
over the last two decades.

Batteries. The batteries required to operate portable communications equipment are
usually heavy, provide limited hours of operation, and can be expensive. A number of
developments in battery technology are aleviating this Situation. Some involve new
technologies, such as nickel-metal-hydride and lithium-ion batteries. Another
development is a zinc-air battery that draws oxygen from the atmosphere to extend its
life. Power saving solutions that make more efficient use of battery power by
communications equipment hold promise for extending battery life further; more
power efficient amplifiers and more efficient deep modes are examples of waysin
which battery life may be increased.

Oscillators. Spectrum efficiency isimproved if more communication channels can be
placed within a given band of spectrum. In the past, the ability to decrease the channel
Size has been limited by both the transmission bandwidth and frequency stability
concerns.  Freguency stability in land mobile radio has also benefitted from
improvements in semiconductors. Improvements in frequency stability can be used to
enhance spectrum efficiency even when channel spacing is not reduced because the
guard bands around the occupied bandwidth of each transmission can be reduced. The
information content of the transmitted signal can be increased while maintaining
acceptable adjacent channel splatter. Thisisimportant because reductions in guard
bandwidth are limited by adjacent channel splatter considerations.

Antennas. Smart antennasis aterm applied to afamily of technologies that generally
integrate active antenna elements with microprocessor technology. By changing the
current distribution of the array, the shape of the beam can be changed electronically in
real-time.

Diversity is acommonly used technique for improving the quality of both digital and
anaog signas. When the new technique of single sideband is employed the use of
multiple antennas becomes a virtual necessity, as when the vehicle is traveling at high
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speed, signal will become distorted due to phase shift. The most common form of
diversity is space diversity, which isimplemented using two appropriately spaced
antennas. Another method being researched is a one-piece diversity antenna system
that uses two antenna elements that performs the signal combining function in the
antenna base. Maximal ratio diversity combining is athird diversity technique which is
used to combat fading. The advantages of these techniques must be weighed against
the disadvantages.

Source Coding. Using today’ s systems, additiona traffic demands can only be met by
increases in the available spectrum. However, the demands can, at least in part, be
offset by utilizing semiconductor advances to make more efficient use of the limited
spectrum resources. Information compression alows reduction in the amount of
information which must be transmitted on the communications channel. Digital speech
encoding has received significant attention of late. This means of transmitting speech
leads naturally to encryption which is one very important aspect in many Public Safety
communications scenarios. Looking to the future, it can be expected that increasingly
powerful digital signa processing IC’ s will facilitate the introduction of more powerful
and effective methods for reducing the amount of information that must be transmitted
on the communication channel.

4.2.24 Asdigital processing capability improves, higher complexity compression algorithms

4.2.25

4.2.26

will become viable, increasing the compression ratios possible for these services. Thus,
by the year 2010, compression schemes more than ten times as complex as those of
today should be viable for Public Safety radio. Asaresult, an assumption of a3:1
increase in source coding efficiency for fax by 2010 seems reasonable. For full-motion
video, a 2:1 improvement over today’ s compression ratios, or roughly 0.25 bits/pd,
should be achievable by the year 2010. For dow video, a 3:1 increase in Slow video
coding efficiency isindicated when we it is assumed that MPEG-4 will be implemented
by 2010.

Modulation. Another method of improving improved spectrum efficiency isto
increase the amount of information that the communication channel can support.
Nonlinear constant-envelope systems have approached 1.28 bit/sec/Hz, considered to
be the limit for those systems. Linear modulation, based on newer SSB-based
techniques, is expected to be able to improve this efficiency to approximately 5
bit/sec/Hz by the year 2010; while such linear modulation narrowband techniques have
long been used in other applications, the engineering challenges of matching them to
mobile communications channels have only recently been overcome in commercidly
available products.

Multiple Access Techniques. FDMA, TDMA, CDMA, and TDD are different channel
access methods. In FDMA (Frequency Division Multiple Access), different
conversations are separated onto different frequencies. In TDMA (Time Division
Multiple Access), different conversations are separated into different time dots. In
CDMA (Code Divison Multiple Access), al conversations are separated by code
gpace. Andin TDD (Time Divison Duplexing multiple access), asingle channdl is
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shared in time to achieve full duplex operation. Each has specific strengths and
weaknesses.

Error Correction Coding. In radio systems the primary goal isto reliably deliver
communications. In digital communications systems this equates to maximizing the
ability to successfully receive digitally coded messages. One method of improving
signal reception that is specific to digital communications is to employ error control
that add bits to the data stream in a precise fashion. Two types of error control
techniques are Forward Error Correction (FEC), which provides the ability to receive
a correct message even in the presence of transmission errors, and error detection
employed in concert with Automatic Repeat reQuest (ARQ), which uses areturn
channdl to request retransmission of corrupted data. FEC is more commonly used in
voice communications or one-way error detection and ARQ are more commonly used
in two-way data communications.

Software Radios. Software programmable radios, in which applications are
configured under software control, makes it possible to implement multiple military,
law enforcement, and commercia air interface standards in a single radio, despite
different physical layers (modulation, frequency bands, forward error correction), link
layers (link acquisition protocols, link maintenance, frame/dot processing), network
layers (network protocols, media access protocols, network time maintenance), upper
layers (source coding), timebases and bandwidths. There are many challenges,
however, to producing a practical and economical software programmable radio for
law enforcement applications; software radios are now much more expensive than
hardware-based radios, with the market being largely confined to military applications.
It has been projected that, within a few hardware generations, software radios will
sufficiently leverage the economics of advancements in microelectronics, and provide
seamless communications at a vest-pocket and palmtop level of affordability and
miniaturization.

Backbone Systems. Most Public Safety mobile communications systems need a
reliable backbone to carry signals to and from the base station sites to the control
points. Historically, many of these links have been provided over microwave
connections operated by the Public Safety agency. Leased lines obtained from the
local telephone companies have also been used. It is expected that the future supply of
backbone system elements will look much like the past but with two major exceptions.
First, the lowest microwave frequencies (2 GHz) are no longer available for such
backbone systems. The second exception is the supply of facilities by the local

carriers; higtoricaly, only one firm, the local telephone company, provided
telecommunications services for hire. However, changesin law and technology have
led to the entry of new competitors in many markets and the probability of extensive
further entry. Considering al these factorsit is reasonable to conclude that these
commercial fiber systems could provide valuable backbone alternatives for many
Public Safety communication needs. However, the use of any ground-based carrier for
Public Safety systems in earthquake-prone areas may be undesirable. In contrast, in
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areas affected by hurricanes, such as the southeastern coastal areas, an in-ground fiber
network could be preferred.

Performance Modeling. As wireless communications systems evolve, the complexity
in determining compatibility among different types of such systems increases.
Geography, frequency, modulation method, antenna type, and other such factors
impact compatibility. Spectrum managers, system designers and system maintainers
have a common interest in utilizing the most accurate and repeatable modeling and
simulation capabilities to determine likely wireless communications system
performance. The Telecommunications Industries Association TR-8 WG-8.8
Technology Compatibility Committee is working under a charter and mission
statement to address these technical challenges.

Many present and future technological capabilities are (or will be) developed for large
commercia service providers or government systems. Public Safety agencies often
utilize the existing commercia services as an adjunct to the systems which they have
developed to provide their essentia services. Those essentia services (such as voice
dispatch) may have unique operational, availability, or security needs, or may be more
economically feasible and desirable. In the future, as usage of and dependence on
these services increase, Public Safety agencies might elect to “partner” with
commercial services (for customized services or features), or develop their own
systems utilizing smilar technologies.

Mobile Satellite Systems. Satellite systems support thousands of voice channelsand in
many spot beams are used so that some frequency reuse is possible. Satellite services
can be completely digita thereby facilitating encryption systems, as well as commercial
voice privacy aternatives. Public Safety agencies and others may |ease dedicated
channel(s) for their exclusive use. Dispatch, push-to-talk, and “party line” talk group
services are available. Priority designations will be lost when communications enter
the Public Switched Telephone Network (PSTN) as they are currently configured
unless dedicated lines are provided between gateway stations and public service
agencies.

Cdlular. Current cellular telephone systems have several attributes which limit their
appeal to Public Safety users. They are designed to provide adequate capacity during
most peak periods, but they are still vulnerable to overload and abuse during large
incidents or specia activities. In spite of these limitations, cellular telephones are able
to meet certain aspects of Public Safety communications needs. They are useful for
communications between Public Safety field personnel and the public being served.
Cdlular telephones are also preferred by many Public Safety agencies as an dternative
to carrying telephone interconnect traffic (and consuming large percentages of
available capacity) on essentia voice channels.

Cdlular Digital Packet Data (CDPD). Even with the proliferation of analog cellular
systems, circuit switched communications are still not popular for general data
applications. Circuit switched usage fees are based on connect time, not data volume.
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Short interruptions during hand-offs between cell sites are often imperceptible during
Vvoice conversations, but most data communications equipment sends (and expectsto
receive) acontinuous carrier signal. Cellular Digital Packet Data (CDPD) systems
were developed to transport data to (or between) cellular users without the need to set
up atraditional call. Without some method to provide priority access, CDPD users
are subject to the same delays or unavailability of service during peak periods that
traditional voice users encounter.

Personal Communications Systems (PCS). PCS are an emerging commercial
technology. Due to propagation characteristics of the band, most 2 GHz systems are
expected to be developed using a micro-cellular architecture, serving the most
populous metropolitan areas using a network of closely spaced stations. Servicein
lower demand areas will be provided by systems with antenna heights, output power
levels, and coverage areas which are more in line with today’ s cellular systems. Both
are intended to provide subscribers with enhanced features and untethered access to
the public switched telephone network. Personal Communications Services are under
development as of this writing, but indications are that the successful licensees will
select and implement differing technologies, even for smilar systems in adjacent areas
or bands; thus limiting not only competition, but interoperability and mobility as well.
The lack of standardsis likely to impede the ability of some PCS usersto roam
nationwide using “local subscriber equipment,” or to select between carriers to the
extent that current cellular telephones allow.

Specialized Mobile Radio (SMR) services were established by the FCC in the
mid-1970's with the allocation of a portion of the 800 MHz band for private land
mobile communications system. SMR systems are characterized by asingle
high-power, high-elevation base station for maximum coverage. The versdtility of the
SMR industry and its relationship to Public Safety because of the dependence of both
on dispatch as a primary service will continue to be attractive as the SMR industry
becomes more sophisticated and integrated.

Enhanced SMR. The latest systems, based on digital technology, are known as
Enhanced SMR (ESMR) or wide-area SMR systems. ESMR systems are typicaly
characterized by a network of base stations in a cellular-type configuration. They are
severa times as spectrum efficient as SMR systems and offer enhancements including
the consolidation of voice dispatch, telephone interconnect and data servicesinto a
single portable/mobile subscriber unit. Regardless of the type of SMR/ESMR service,
the Public Safety agency must insure that the coverage, security, priority access and
reliability factors associated with each service provider/operator will meet the
requirements of the applying agency.

Paging. Today, over 27 million people use commercia paging services. Continued
use and increased dependence are expected for many Public Safety functions. New
higher speed, multi-level paging protocols have been developed to increase the
efficiency of paging networks, while maintaining backward compatibility with existing
(lower speed) devices. With increased transmission speeds, higher content messages

PuBLIC SAFETY WIRELESS ADVISORY COMMITTEE
September 11, 1996



PSWAC Final Report, Page 42

(such as facsimiles) can also be delivered to paging receivers with reasonable latency.
Advanced paging systems being introduced today allow peer-to-peer communications
between pagers, by allowing the initiation of messages from pagers to the network
over the reverse channel. Future two-way paging applications are likely to include
services like AVL and individual-based GPS services, telemetry services, and
interoperable services on dual devices with other wireless providers.

Findings

4.2.39 »

4.2.40 »

4241 »

4.2.42 »

New technologies generally produce two important, but counterbalancing
effects for the Public Safety community. First, improvements in technology
such as digital transmission and advanced modulation techniques permit users
to increase the amount of traffic that can be transmitted over any given amount
of spectrum. This phenomenon, considered alone, would minimize the
requirements for new spectrum. However, the second corresponding effect of
technology advances is the creation of a new range of functions and features.
These additional capabilities such as high speed data and video transmission
require additional spectrum to fully exploit.

In the year 2010, a great many requirements will be served by some technology
which has not yet even emerged from the research labs. However, severa
aspects of future technology are fairly well agreed upon by examination of
technical trends, regardless of whatever specific technology may emerge within
the next decade.

Technology is constantly improving spectrum efficiency. Improvementsin
semiconductor processing and materias have resulted in roughly an order of
magnitude advancement every five years. Rapid advancementsin
microprocessor technology has aso been observed over the last two decades.
Although theoretically possible to approach gains of 8:1 based on 25 kHz
analog by the year 2010, it is appropriate to set the factor to 4:1 for planning
purposes. A 4:1 efficiency recognizes the practical limit of advances over the
intervening years, that is, doubling (2:1) in five years, doubling again in another
five (4:1), then doubling again in five more years (for a 8:1 improvement in 15
years). Further, within current Public Safety bands, there will be an established
base of equipment that will have to be amortized and withdrawn from service
before full benefits of any advanced technologies can be realized. Additionally,
many of the emerging Public Safety technologies (video and high speed data,
for example) will require significantly wider bandwidths than the current 25
kHz channel for analog voice.

Digita technology will be the key technology for the future. A digital signal
format is assumed by most of the bandwidth efficient methods employed today.
Digital is essentia to data transmission. Digital appears to be superior for
secure communications technology. Nevertheless, thereisavast investment in
existing analog voice communications technology which meets
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communications needs today and which will last for along time. Anaog
equipment with 10 to 20 year lifetimes will continue to be installed for several
years. Current Public Safety digital equipment offers approximately a 2:1
improvement in spectrum efficiency over 25 kHz analog. Consequently, the
Public Safety community will operate with amix of analog and digital
equipment (a mix shifting towards digital) for the foreseeable future.

Trunking will become increasingly prevaent as the technology for trunking
control becomes deployed and copied in what are currently known as
conventional systems.

Improvement in technology unrelated to voice, such as data, will be driven by
dramatic technology improvements in computers. It is quite conceivable that
computer spectrum efficiency may be more important than voice spectrum
efficiency in 2010. Imaging technology will be driven by improvementsin
digital signal processing (DSP) technology, which should also be dramatic in a
decade.

Spectrum efficient technology includes low bit-rate speech coding. Speech
coding trends have aready left the concept of “waveform coding” behind,
where the ability to reproduce the exact analog speech waveform islost. This
property, employed commonly in land-line telephony where wire bandwidth is
less of an issue, permits voice to be converted back and forth from analog to
digital at will without loss of quality. Low bit-rate speech coding aso
produces greater speech delay. Barring currently unexpected innovation in
transcoding, this means that interoperability between systems with different
speech coding technologies will likely suffer quality loss and increased speech
delay, even when patched through infrastructure.

Direct interoperability over-the-air does not appear possible between systems
with different speech coding technologies, bit rates, modulations, formats,
access method, or any other attribute associated with the air-interface of a
given RF system.

Without any significant coordination, disparate systems will achieve analog
interoperability usng a common base-line interoperability technology (analog
FM). Thiscan serve both analog speech or datathat is converted to a speech
bandwidth signal in afashion smilar to using modems over telephone. Data
transmitted via analog transmission are subject to no more coordination than
generaly practiced today requiring compatible modems on both sides of a
telephone link. Data speed is significantly less than compared to direct digital
transmission.
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4.3 INTEROPERABILITY SUBCOMMITTEE SUMMARY
Overview

4.3.1 Interoperability between and among wireless communications systems used by federd,
state, and local Public Safety agenciesis generally accepted to be not only desirable,
but essential for the protection of life and property. Hence, akey activity of the
PSWAC wasto “advise the NTIA and FCC on options to provide for greater
interoperability among federa, state, and local Public Safety entities.” Within the
PSWAC structure, interoperability issues were addressed by the Interoperability
Subcommittee (1SC).

4.3.2 Initsdeliberations, the Interoperability Subcommittee and ultimately the Steering
Committee adopted the following formal definitions of Public Safety, Public Service,
Interoperability, and Mission Critical:

4321 Public Safety: The public’sright, exercised through Federal, Sate or Local
government as prescribed by law, to protect and preserve life, property, and
natural resources and to serve the public welfare.

43211 Public Safety Services: Those services rendered by or through

Federal, State, or Local government entities in support of Public
Safety duties.

43212 Public Safety Services Provider: Governmental and public entities or
those non-governmental, private organizations, which are properly
authorized by the appropriate governmental authority whose primary
mission is providing Public Safety services.

43213 Public Safety Support Provider: Governmental and public entities or
those non-governmental, private organizations which provide essential
public services that are properly authorized by the appropriate
governmental authority whose mission isto support Public Safety
services. This support may be provided either directly to the public or
in support of Public Safety services providers.

43.2.2 Public Services. Those services provided by non-Public Safety entities that
furnish, maintain, and protect the nation’s basic infrastructures which are
required to promote the public’ s safety and welfare.

4323 The term Public Safety, as defined, extends to all applicable functions of

government at the federa, state and local levels, including Public Safety
operations on Department of Defense facilities. There are two levels of Public
Safety providers. The Public Safety Services Provider definition is focused
toward entities performing such duties as emergency first response and smilar
activities. The Interoperability Subcommittee Workgroup recognized that this
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particular definition did not adequately cover the diverse Public Safety
community and it was necessary to include another level of provider, the
Public Safety Support Provider. This was in accordance with the question
encountered by the Operationa Requirements Subcommittee during the
process to identify entity-specific needs. The Operational Requirements
Subcommittee acknowledged that although a particular organization’s primary
mission might not fall within the classic Public Safety definition, some aspects
of its operations could involve or impact Public Safety. The Public Safety
Support Provider definition is meant to include entities whose primary mission
is other than Public Safety services, but which may provide vital support to the
generd public and/or the Public Safety Service Provider.

The I1SC also addressed Public Safety Service Providers that were non-govern-
mental. Properly authorized non-governmental, private organizations per-
forming Public Safety functions on behalf of the government are included in
these definitions. The need for this portion of the definition is becoming more
evident with the privatization of certain governmenta services. For example, a
number of local governments contract private organizations for emergency
medical and/or ambulance service. Although private, these entities are
authorized by the applicable government entity to provide life-saving functions
on its behalf. Specific licensing concerns have been surfaced through this
mode of operation and will be discussed in a later section of this report.

| nteroperability: An essential communication link within Public Safety and
public service wireless communications systems which permits units from two
or more different agencies to interact with one another and to exchange
information according to a prescribed method in order to achieve predictable
results.

The communications link, whether infrastructure dependent or independent,
must satisfy one or both of the following requirements:

Multi-jurisdictional: Wireless communications involving two or more
similar agencies having different areas of responsibility. Some exam-
plesinclude a fire agency from one city communicating with a fire
agency from another city and the Federal Bureau of Investigation
(FBI) communicating with a County Sheriff.

Multi-disciplinary: Wireless communications involving two or more
different agencies. Some examples include a police agency communi-
cating with a fire agency and a parks agency communicating with an
emergency medical services agency.

The communications link may involve any combination of subscriber
units and fixed equipment (e.g., repeaters, dispatch positions, data
resources). The points of communication are dependent upon the
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specific needs of the situation and any operational procedures and
policies which might exist between the involved agencies.

The communications link may be classified as either of the following
two types:

Infrastructure independent: The communications link occurs between
subscriber units over a direct RF path. An example is portable-to-
portable tactical communications at the scene of an incident.

Infrastructure dependent: The communications link requires the use
of some items(s) of equipment, other than a subscriber unit, for
establishment of the link and for complete subscriber operation. Some
examples include a communications link for which a repeater station
isrequired; a communications link which provides full system
coverage for a visiting subscriber unit within a host trunked radio
system; and a communications link which provides interconnectivity
between two or more otherwise incompatible radio systems by cross-
connecting the audio signals and/or appropriate signaling functions at
some central point.

Mission Critical: A mission critical communication is that which must be

immediate, ubiguitous, reliable and, in most cases, secure.

EXPLANATION: An*immediate” communication must be capable of
being transmitted and received instantaneously, without waiting for a
systemto be set up, a clear channel or a dial tone. A “ ubiquitous’
communication is that which can be transmitted and received through-
out the area that the mission requires. A *“reliable” communication
system must be designed, constructed and maintained such that short-
term disruptions are minimal. Finally, security, while not currently
available in many situations, isincreasingly a requirement for law
enforcement and other sensitive communications. In this case, “ secu-
rity” is provided with “ voice privacy” encryption.

General Observations and Specific Findings

4.3.3 Interoperability Needs of Public Safety: The ISC identified requirements for three
different types of interoperability missions in Public Safety communications— day-to-
day, mutual aid, and task force. The ISC described the day-to-day requirement as the
most commonly encountered type of interoperability and one which istypicaly
associated with areas of concurrent jurisdiction where agencies need to monitor each
other’ sroutine traffic. For example, the day-to-day requirement might arise when a
county sheriff’s department wants to monitor the radio traffic on a police system
operated by alarge city within the county and vice versa. Such interoperability
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minimizes the need for dispatcher-to-dispatcher interaction in the exchange of
information among unitsin the field.

The I1SC described the mutual aid requirement as often involving interoperability
among multiple agencies under conditions that allow little opportunity for prior
planning for the specific event — e.g., riots or wildland fires. In its description of this
type of interoperability, the subcommittee noted that there is often a requirement to
establish communications among numerous small groups with each group having its
own individual talk group or frequency. Such communication is referred to as tactical,
and once the responders are on the scene, it typically involves the use of portable
radios.

The 1SC described the task force requirement as often involving communications
among agencies representing several layers of government (federal, state, and/or local)
under conditions that typically alow for prior planning. In its description of thistype
of interoperability, the ISC noted that (i) it usually involves the use of portable and/or
covert equipment, (ii) it often requires extensive close-range communications, and, (iii)
due to the nature of the communications traffic involved, long range transmission is
undesirable.

The subcommittee conducted much of its analysis in the context of the Incident
Command System (ICS). The ICSis a standardized method of operation for Public
Safety agencies during large-scale emergency incidents. It has ahierarchical structure
which identifies lines of reporting (communications) throughout the organization.
This, in turn, provides aframework for assessing communications needs. The
Interoperability Subcommittee concluded that interoperability solutions for large scale
events such as wildfires necessarily encompasses solutions for lesser events.

Obstaclesto Interoperability: As part of its anaysis, the ISC studied how
interoperability requirements are being met today. Asaresult of that analysis and
taking into account future interoperability needs, the subcommittee identified a number
of obstaclesto achieving interoperability under current conditions. The obstacles or
constraints identified included, among others, (i) the diversity of spectrum resources
(bands) utilized by Public Safety agencies, (ii) the sheer scarcity of channels for
interoperability, (iii) certain human and institutional factors, (iv) the lack of common
communications modes among different types of systems, (v) the lack of congruent
coverage among different systems for which interoperability is desired, (vi) the
limitations of current commercial systemsin terms of their reliability, priority access
and command and control characteristics in Public Safety applications, and (vii) the
lack of an adequate nationwide mutual aid plan and incident command system to
facilitate the interoperability.

> The first obstacle, the diversity of spectrum resources, reflects the fact that
Public Safety agencies, federal, state, and local, use atotal of ten radio bands
that range from alow of 30 MHz to over 800 MHz. No single, commercia
grade radio is capable of operating in al of the bands utilized by different
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agencies. Thus, individua agencies may be prevented from communicating
with another agency ssmply because their individual radio systems operate in
different frequency bands.

The second obstacle is the generd lack of channels available for
interoperability. In some cases this may stem from inadequate planning or an
overriding need to utilize all available channels to satisfy routine operational
demands, but in any event, the subcommittee observed that few channels have
been designated and made available to satisfy interoperability requirements.

The third obstacle involves certain human and institutiona limitations or
constraints including the ability of a human operator to remember the specific
channels assigned for interoperability and the reluctance of some agenciesto
allow their units to join another system when it jeopardizes their ability to
maintain communications with their own personnel.

The fourth obstacle, the lack of a common communications mode, reflects the
fact that, even if the units from different systems operate in the same band, they
may not be able to communicate because they use different transmission or
signaling techniques. For example, one system may use an analog modulation
technique (e.g., FM) while the other may use a digital modulation technique or
the two systems may be using proprietary, trunked or digital radio systems
provided by different manufacturers.

The fifth obstacle refers to the fact that, even with infrastructure dependent
systems that employ some type of gateway to alow communications between
units on their respective systems, they till may not always be able to
communicate because the coverage areas of the two systems do not completely
overlap.

The sixth obstacle, limitations of current commercial systems, reflects the fact
that while in theory, commercia systems could be used to achieve
interoperability, they currently lack certain characteristics that are deemed
critical in Public Safety applications.

The seventh obstacle reflects the fact that, for numerous reasons, thereisa
lack of an adequate nationwide mutual aid plan and incident command system
to facilitate the required degree of interoperability.

I nteroper ability Solutions: The ISC defined multiple levels of technological
solutions to interoperability, both short term (defined to be within five years) and long
term. These solutions can be categorized into infrastructure independent versus infra-
structure dependent, both of which have ranges from simple to complex solutions.
These solutions are not mutually exclusive and the optimum solution may use various
combinations, especially as the interoperability requirement escalates from day-to-day
to mutua aid or task force levels.
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| nfrastructur e independent methodologies are communication links directly between
radios over adirect RF path. These solutions are typically used for close proximity
communications by multiple disciplines and jurisdictions converging on the scene to
support the public needs. They are also used when radios are out of range of their
infrastructure coverage, such asin rura areas or some in-building communications.
Common analog FM technology and mutual aid frequencies allow users to
communicate regardless of radio manufacturer. Widespread implementation of
infrastructure independent interoperability is hindered by a number of significant issues
discussed within the ISC report, including the diversity of radio frequency spectrum in
which Public Safety agencies operate, the critical shortage of spectrum available and
designated for interoperability, the introduction of new technology creating the risk
that a common mode of interfacing over-the-air will hinder interoperability, and other
factors discussed in the report.

More complex solutions include development of broad band, dua band and multi-band
radios. Commercial viability of these approachesis yet to be proven.

| nfrastructure dependent methodol ogies and technologies require the use of some
items(s) of equipment, other than a subscriber unit (radio), to establish a
communications link and for complete radio operation. These solutions are typically
used for wide area communications, where individua users are not within direct range
of each other, and for on the scene communications where they may not have a
common operating channel. This interconnection can be atemporary or permanent
connection and can be accessed through a number of locations using various access
methods. Once a permanent solution isin place, it can beidlein standby mode and be
activated immediately when required, if al participating systems are operational.

Gateways between two or more system infrastructures can provide viable
infrastructure dependent solutions at various degrees of complexity and may be one of
the few available solutions in the short term. They can interconnect systems operating
in different frequency bands, modes of operation, and manufacturer protocols. Most
trunked radio systems require predetermined user or “talk” groups to be identified and
programmed into the system. As systems become larger and additional user groups are
identified, the problem of interconnecting users from other systems or non-trunked
users becomes more complex. Gateways may be one of few viable short term
solutions that can be implemented without modifying existing radios to bridge the dif-
ferent Public Safety frequency bands.

Infrastructure dependent methodol ogies and technologies have severa disadvantages.
First is that each participating network must have similar geographic coverage because
interoperability is limited to the common overlap areas of the participating systems.
Interoperability failsif any infrastructure is damaged or otherwise inoperable.
Networks must generally be in place prior to an incident requiring their use because
most often there is neither time nor opportunity to set up these solutions during
emergency incidents. Deployable infrastructures can mitigate this problem, however,
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the degree of delay getting this equipment deployed often depends on the destruction
severity of adisaster.

4.3.21 Joint-use and Shared Systems or consolidated systems covering the same geographic
area, either conventional or trunked, readily provide interoperability to those agencies
sharing the system. Consolidated systems allow multiple agencies to operate in the
same frequency band using compatible equipment on the same infrastructure. These
systems improve spectrum efficiency because they alow multiple agenciesto
interoperate without the need for additional spectrum.

4.3.22 However, unless non-resident radios are fully compatible with the system
infrastructure, interoperability with other agencies not sharing this system will require
adifferent methodology for achieving interoperability. Such interoperability isalso
subject to the same issues and disadvantages as the above solutions.

4.3.23 New Interoperability Band: Another solution approached by the ISC involves the
creation of a single common Public Safety Interoperability Service (whichis
abbreviated as “PI”) in one central band. The ISC feels this solution is both possible
and practical. The band would be dedicated exclusively for interoperation
applications but would require the user to have either dual band radios or two radio
installations. This approach gives an absolute common technical solution to the
common operating requirements of amutual aid incident. A field unit (or hand-held)
with the “PI” capability could interact with any other unit similarly equipped. This
approach could offer a short term solution, depending on the frequency band that is
selected by the Spectrum Requirements Subcommittee. This solution would likely
require most Public Safety agencies to purchase an additional radio for the new “PI”
band.

4.3.24 Current Mutual Aid Channels. The I SC supports the continued use of current Mutual
Aid channels to support interoperability. Additionally, more channels must be
designated in current bands to satisfy immediate needs. Moreover, the FCC and NTIA
must allow more flexible licensing regulations regarding multi-government use of these
channels.

4.3.25 Commercial Services. Public Safety agencies use commercia services, including
cellular telephone, paging, satellite communications, Personal Communications
Systems (PCS), specidized mobile radio (SMR) and enhanced speciaized mobile radio
(ESMR) systems as an adjunct or supplemental solution for their non-mission critica
communications. They anticipate a continued increase in their use of commercial
services in the future, particularly for administrative and non-mission critical
applications. It has been concluded by the ISC that commercial service providers
typically do not provide the required features, priority access and command and
control required by Public Safety for mission critical communications and are not likely
to meet al requirements within the Public Safety community. As new technologies
emerge, objective experiments with and use of these systems will be necessary to
determine the portion of Public Safety needs that can be satisfied.
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Recommendations

4.3.26 The ISC has concluded that the problems of interoperability cannot be resolved
without additional spectrum allocated to Public Safety. Consolidating the number of
bands used by federd, state, and local Public Safety agencies into fewer bands will
enhance the opportunity for interagency interoperability but it must be offset by in-
creases in the total amount of spectrum allocated to Public Safety use. To promote
interoperability, such additional spectrum should be provided immediately adjacent to
existing channels, and lend itself to possible consolidation in the Public Safety bands.

4.3.27 Specificaly, the ISC recommends:

4.3.27.1» the establishment of a new Interoperability band. This solution may be a short
term (less than five years) solution, depending on the availability of spectrum.
Thiswould require that arelatively free band of frequencies be identified,
preferably central to existing Public Safety bands. Although the responsibility
to identify spectrum rests with the Spectrum Requirements Subcommittee, the
| SC suggests the UHF band below 512 MHz. Define specific frequencies and
pairs of frequencies using developed Incident Command System (ICS)
guidelines.

4.3.27.2» that the FCC and the NTIA fredly license these frequencies to al eligible Public
Safety/service providers under operational as well as technical regulations and
they restrict use to mutual aid interoperation.

4.3.27.3» that the following interoperability links be established: 21 paired voice links
and 20 smplex voice links within current bands. It is believed that existing
designated interoperability frequencies can be used for 13.5 of the repeatered
and 13 of the smplex voice links (i.e. an additiona 7.5 paired and 7 smplex
need to be designated in existing bands). Additionaly, 31 repeatered voice, 70
simplex voice, 2 independent high speed data and 2 independent full motion
video links must be provided in the new Public Safety Spectrum.

4.3.27.4» that a national planning process be established as soon as possible to address a
nationwide mutual aid plan, define operational policies and procedures, provide
guidance and procedures for regional planning processes, and define incident
command system requirements with al levels of government involved.

4.3.27.5> that the minimum baseline technology for interoperability, for unit to unit voice
communication, be 16KOF3E (analog FM), unless FCC and/or NTIA regula
tions stipulate a different emission in a specific operational band. This
recommendation is applicable to Public Safety spectrum between 30 MHz and
869 MHz, and should be adopted as soon as possible by the FCC and NTIA.
Effective January 1, 2005, the minimum baseline technology for interoperabil-
ity, for unit to unit voice communication, should be mandated as 11K 25F3E
(andlog FM) in Public Safety spectrum between 30 MHz and 512 MHz, unless
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FCC and/or NTIA regulations stipulate a different emission in a specific opera
tiona band. The maximum alowable interoperability bandwidth in any new
spectrum allocation should not be allowed to exceed the bandwidth established
for operational communications within that new spectrum. It further
recommends that a group comprising experts representing government,
industry and users be organized to further address baseline technology for
interoperability. This effort should be managed by a neutra third party with no
vested interest in the outcome of the effort.

that any digital baseline standards for interoperability be open standards,
developed/adopted in an open and fair process.

that, to allow multi-level government interoperability, FCC and NTIA
regulations provide for equa access by both federal and non-federal Public
Safety agencies.

that the regulatory aspects of the licensing by the FCC and NTIA of
shared/consolidated systems by agencies covering the same geographic area be
relaxed to alow for flexibility to encourage systems of this type.
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SPECTRUM REQUIREMENTS SUBCOMMITTEE SUMMARY
Overview

The mission of the Spectrum Requirements Subcommittee (SRSC) is to examine the
overall spectrum requirements of both federal and non-federa Public Safety agencies
through the year 2010. In order to accomplish this, the SRSC quantified a broad
range of factorsto develop arealistic model for spectrum needs in the year 2010 and
tested its assumptions against other empirical data and models to ensure consistency
and reliability. The results of the SRSC'’ s efforts conclude that 129.3 MHz of mobile
gpectrum overal — including 95.3 MHz of new spectrum — will be required for
Public Safety officias to continue to protect life and property efficiently and effectively
in the year 2010. Of this spectrum, at least 25 MHz should be allocated immediately
to satisfy existing demands. The SRSC aso determined that at least 161 MHz of new
point-to-point spectrum will be required to support Public Safety servicesin the year
2010, aswell as additional 2.5 MHz of spectrum to support nationwide interoperation
among federal, state, and local Public Safety agencies. Specific details on spectrum
requirements for interoperability are contained in the Report of the Interoperability
Subcommittee.

General Observations

Factors Affecting Demand for Public Safety Spectrum: To develop quantitative
inputs for its spectrum demand model, the SRSC identified the genera trends and
factors affecting future Public Safety spectrum needs. As discussed below, the SRSC
determined that demand for additional spectrum is driven by predicted increasesin the
population of Public Safety officials utilizing spectrum, changes in the services
available to Public Safety personnel to allow them to effectively discharge their duties,
advances in radio technologies, and, to a certain degree, the ability to utilize non-
dedicated Public Safety services provided by commercial entities. By coordinating
with the other subcommittees of the PSWAC, the Spectrum Requirements
Subcommittee quantified each of these factorsto arrive at amodel of spectrum usage
that comprehensively estimates the needs of Public Safety in 2010.

The SRSC first calculated the number of Public Safety personnel that will be using
spectrum resources in the year 2010. Asaresult of growth in the overal U.S.
population and demographic changes, additional Public Safety resources will be
needed to combat increases in crimes, fires, and other threats to the safety of life and
property. The SRSC utilized the Census Bureau’ s population growth figures for key
metropolitan areas and historical trend data on the number of Public Safety officials,
and other supporting personnel, required per capita. The SRSC also adjusted this
data based upon identified trends relating to increases and decreases in particular
Public Safety activities (e.g., increases in violent crimes, decreases in robberies), to
arrive a an estimate of the total size of the Public Safety user base in 2010.
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Next, in coordination with the Operational Requirements and I nteroperability
Subcommittees, the SRSC identified the total wireless channel capacity needed to
support the population of Public Safety personnel that will exist in 2010. The SRSC
considered the number of wireless channels necessary to serve the voice, data, and
other communications needs of types of Public Safety officials and their associated
command structures. The SRSC also adjusted these requirements to reflect the
demand for day-to-day, mutual aid, and task force interoperability channels required to
coordinate the productive joint use of Public Safety resources. In identifying services
to support Public Safety officials, the SRSC also considered emerging services that
will play acritical role in future Public Safety activities, including remote transmission
of fingerprint and photographic identification information, mobile access to building
structural information to assist in fire and hazardous materials emergencies, reatime
color video transmission of potentially hazardous situations, and automatic vehicle
location systems to allow more efficient deployment of Public Safety personnel.

The SRSC then considered potential advances in radio technologies to determine how
much spectrum would be required to support the identified channel capacity needed
for Public Safety activities. In other words, the SRSC compensated for future
efficiencies in the transmission of information, including greater cell re-use, smaller
channel sizes, and information compression schemes. The SRSC model of efficiency
also considered the cyclic replacement of equipment, which results in an embedded
base of equipment at any particular time that must be depreciated before newer, more
efficient equipment can be deployed. Included in this factor is aso implicit recognition
of future spectrum management policies that will dictate or encourage the rapid
introduction and adoption of more efficient technologies, such as the FCC'’s private
radio refarming initiative and comparable federal efforts.

Asafina matter, the SRSC considered the proportion of future spectrum needs that
could reasonably be satisfied by commercia services using spectrum not specifically
alocated for Public Safety. As discussed previoudy, though the SRSC determined
that commercial systems can, and presently do, serve as complementary adjuncts to
dedicated Public Safety systems, the minimum baseline requirements for mission
critical applications are not met by any existing or planned offerings. However, the
SRSC found that a range of non-mission critical communications can be satisfied by
commercia systems. The SRSC therefore considered on a case-by-case basis how and
where commercia systems may serve as replacement options for Public Safety needs
and concluded that approximately 10 percent of future Public Safety demand could be
served through commercia systems.

The SRSC’'s M odel of Spectrum Demand: Spectrum demand is modeled by
relating the predicted user population, service penetration, offered load (i.e., demand),
transmission content requirements, coding efficiencies, transmission rate, error control
and overhead requirements, channel loading limitations, and geographic re-use factors.
Because different types of spectrum use have different characteristicsin this model
(e.g., the compression factor and offered load for video are different than voice), the
SRSC essentialy modeled spectrum demand for five “classes’ of services, including
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voice (e.g. dispatch, one-to-many communications, and monitoring), narrowband data
(e.g., remote database access), status/messaging (e.g., paging, status messaging,
location updates), wideband data (e.g., complex images, ow scan video, fingerprint
and identification information), and specia data (e.g., full scan color video). The total
demand is thus the sum of the demands for individua classes of services, as shown in
the table below. It must be stressed however that the aggregate spectrum requirement
is more important than its constituent parts. The following table is shown mainly for
illustrative purposes.

Table 4-4-1
SPECTRUM NEEDS

SERVICE SPECTRUM (MH2)
Voice 32.3
Narrowband Data 5.3
Status/M essage 0.2
Wideband Data 40.8
Specia Data 50.7

TOTAL NEED IN 2010 129.3

After compensating for the 23.4 MHz of spectrum that will be in use by Public Safety
in 2010, and subtracting 10 percent (10.6 MHZz) to be served by commercia providers,
the SRSC estimates atotal of 95.3 MHz of new spectrum will be needed in 2010 (not
including interoperability channels). The SRSC also determined that at least 25 MHz
of spectrum should be allocated immediately to alleviate capacity shortfalls for critical
voice and data heeds and to promote development of equipment for new services.

Federal government users indicated that future federal requirements could be satisfied
in the currently allocated bands providing that: (1) no more federal alocations are lost
through transfer to the FCC for commercia use; (2) the assumed spectrum-efficient
technol ogies become available as needed; (3) funds are provided by appropriationsto
implement the spectrum-efficient technologies into federal radio systems.

The SRSC notes that its estimates of the expected technology level for the average
installed system in 2010 are quite aggressive. Because these estimates are part of the
basis for the modeling of spectrum usage, the SRSC’ s spectrum estimates are
correspondingly conservative. For example, the technology forecast, based on the
PSWAC Technology Subcommittee’ s input, estimated that the average Public Safety
voice radio system in use in the year 2010 would require only 4 kHz of spectrum per
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active conversation.”® Redligtically, this high level of efficiency could only be achieved
by universal replacement of existing equipment with more spectrum efficient
equipment and the widespread deployment of Public Safety systems more spectrum
efficient than any on the market today or required by the FCC’s Refarming docket.
To put this requirement in perspective, assuming that the older one fourth of installed
equipment in 2010 operates with a spectrum efficiency of 12.5 kHz per active
conversation (the level required for new type acceptances today under the FCC's
Refarming rules, but not yet in significant use in Public Safety), if the SRSC's
forecasts are to be met, the other three-quarters of equipment must operate with a
spectrum efficiency of 1.17 kHz per active conversation -- roughly twenty times more
efficient than today’ stypical practice. Other forecasts were similarly aggressivein
other areas such as data modulation, video coding improvement, etc. Notably
however, the SRSC’s model predictions are consistent with the FCC’ s 1985 staff
study on Public Safety spectrum needs and other, more recent, studies by the NTIA,
the Codlition of Private Users of Emerging Multimedia Technologies, and the
Association of Public Safety Communications Officias Internationa, Inc., in that all
agree that additional spectrum for Public Safety servicesis necessary. °

Specific Findings

Recognizing that Public Safety telecommunications infrastructure (e.g., fixed
microwave systems) are vital to the operation of area-wide systems, the SRSC
recommends that 161 MHz of additional allocations be made for thisuse. Thisfigure
was derived through analysis, recognizing that although landline technology, including
fiber optics, offers increasing telecommunications capacity and can be used to off-load
communications from spectrum-dependent systems, certain areas of the country that
are susceptible to earthquakes cannot rely on ground-dependent systems since those
systems often fail during severe earth movements. The SRSC expects that the future
supply of backbone system elements will look much like the past, but with two major
exceptions. First, the lowest microwave frequencies (2 GHz) are no longer available
for backbone systems.?* Second, the supply of facilities by local carriers historically
has been limited to only one firm, the local telephone company. Changesin law and
technology, however, have led to the entry of new competitors in many markets and
the probability of extensive further entry.

19

20

21

The value of 4 kHz per voice channel is based on an offered load of 6 kb/s for digitized voice today, and by
theyear 2010, an improvement in coding of 2:1, the use of error correcting code and overhead that requires
double the offered load, and a transmitted rate (or modulation efficiency) of 1.5 b/sHz.

Report on Future Public Safety Telecommunications Requirements , Notice of Inquiry in P.R. Docket No.
84-232, 49 Fed. Reg. 9754 (March 15, 1984 ); NTIA Spectrum Requirements Sudy , Land Mobile Spectrum
Planning Options, (October 19, 1995); Petition for Rulemaking of the Coalition of Private Users o f
Emerging Multimedia Technologies (filed December 23, 1993); Public Safety Spectrum Needs Analysis and
Recommendation (Assoc. of Public Safety Comm. Officials International, Inc. 1994).

This spectrum was reallocated for Personal Communications Systems.
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4.4.12 Frequency Band Selection: In order to insure that Public Safety users have sufficient
spectrum to perform efficiently and effectively their duty to protect life and property,
the SRSC hasidentified, in the following table, arange of potential new spectrum
bands that could potentially be alocated for Public Safety use between now and 2010.
Due to avariety of factors, summarized below, not all of these bands are suitable for
all classes of services. In addition, al of the identified bands are currently occupied by
existing users, and thusin Section 10 of the subcommittee report, the SRSC has
examined how existing users could be relocated or transitioned out of specific bands.

Table 4-4-2
Band Current Use Proposed Use Comments
30-50 Private radio Preserve current allocations | Useful for wide area
MHz services (Part | for voice and narrowband mobile coverage, but not
90). Includes | data. Technical constraints | technicaly suitable for
315 PS impair further use. urban areas. Limited
channels. amount of equipment
available.
138-144 Gov't (DoD). | Potential for PS sharing for | Useful for wide area
MHZ voice and narrowband data | mobile coverage. Proper
on a case-by-case basis. system design can
compensate for building
penetration difficultiesin
urban areas.
148-174 Gov’ t/non- Retain current allocations
MHZ gov't shared. | for voice and narrowband
Includes 242 data. PS should retain new
PS channels channels created through
between 150- | refarming.
174 MHz.
174-216 VHF TV Potential for immediate PS
MHz Channels 7-13 | sharing for additional voice
and narrowband data. Parts
of this band should be
reserved for exclusve PS
use.
380-399.9 Gov't (DoD Initiate discussions with Good technical
MHZ fixed, mobile DoD and U.S. Coast Guard | characteristics. DoD states
and MSS). to determine feasbility of reallocating present users
reallocation or sharing with | will be costly.
PS for voice and
narrowband data.
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Table 4-4-2
Band Current Use Proposed Use Comments
450-470 Private radio Preserve current allocations | Good technical
MHz services (Part | for voice and narrowband characteristics.
90). Includes | data. PS should be Redllocation of
74 PS allocated additional narrowband channels
channels. channels created through through refarming. Other
refarming. channels difficult to
reallocate.
470-512 UHF TV Potential for new This band can provide the
MHz channels 14- alocationsin present areas | quickest spectrum relief for
20. Thisband | by relocating non-PS users | frequency impacted aress.
is shared by to PCS or ESMR systems.
private land Additional PS alocations
mobile users should be made in al areas.
in 13 metro
areas.
746-806 UHF TV 24 MHz should be Channels 60-69 have
MHz channels 60- reallocated to PSfor all relatively light use, and
69. uses. four channels should be
reallocated for PS use.
806-902 Non-gov't Retain current allocations Good urban propagation
MHZ mobile (Part for voice and narrowband properties. No new
90, Part 22). data. allocations are feasible
Includes 300 because of ongoing SMR
PS channels. regulatory changes.
1710-1755 | Tobe Primary band for future Early access (sooner than
MHz reallocated for | wideband data and video. 2004) should be pursued.
mixed
gov’t/non-
gov’'t use on
1/1/04.
1990-2110 | Hasbeen Could be used for Not yet designated for
MHz reallocated for | Microwave or wideband specific use
emerging datalvideo requirements.
technologies
4635-4660 | Tobe Point-to-point systems or
MHz reallocated for | short range mobile video
non-gov't use | systems
on 1/1/97
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Table 4-4-2
Band Current Use Proposed Use Comments
4660-4685 | Tentatively 4660-4685 MHz has
MHz allocated for already been dlocated for a
GWCS. “Generd Wireless
Communications Service.”
5850-5925 Intelligent Transportation Spectrum already reserved
MHz Systems for ITS.
4.4.13 The selection of particular new spectrum bands for Public Safety involves a complex

4414

4.4.15

balancing of many technical and economic factors. Asatechnical matter, spectrum
band selection is constrained by the propagation limitations of various parts of the
radio spectrum, because factors like the transmitter power to coverage distance ratio
and building penetration characteristics may be more favorable in one band than
another. Moreover, as the need for interoperability increases, the separation between
existing bands and new bands becomes relevant because a single radio may be
technically incapable of tuning between widely separated bands, which would
necessitate the use of expensive, multiple transmitter elements in multi-band radios or
the establishment of additional interoperability channelsin each band, above and
beyond the requirements already identified by the SRSC.

Spectrum allocation policies could also increase spectrum needs and affect radio costs
by, for example, limiting economies of scale or scope critical to equipment
manufacturing. By locating new spectrum bands for Public Safety near or adjacent to
existing Public Safety bands or other comparable private uses, the development
investment to produce radio equipment is lowered and volume production benefits can
be gained. Similarly, alocation policies that create alarge number of Public Safety
bands scattered across the spectrum, as opposed to afew larger allocations, can result
in inefficiencies by requiring additional interoperability channels. In addition, the more
efficient management of existing spectrum has been presumed, including such
measures as improvements in federal spectrum use, initiatives like the Commission’s
private radio refarming proceeding, and increased federal/non-federal sharing.

Recommendations

Asthere are many competing interests for spectrum, many options are presented in
this section. There is approximately 315 MHz of spectrum, not including new
channels from refarming, identified to fully meet the Public Safety needs. The
subcommittee offers these options to the FCC and NTIA so the needs of Public Safety
for spectrum are fully met. To assist the FCC and NTIA in the regulatory changes
required, the subcommittee recommends the following priority listing for each type of
use.
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4.4.16 Voice, Data, and Video Requirements

1.

Immediate further sharing of TV channelsin the 470-512 MHz band in all
areas.

Reallocate al or part of 746-806 (broadcast channels 60-69) MHz band.

Immediate allocation of the VHF and UHF channels in other services created
by the FCC’ s Refarming Proceeding (including TV sharing bands).

Eventual reallocation of al TV sharing channels in the 470 to 512 MHz band.

Immediate new sharing of the 174-216 MHz VHF TV band primarily outside
of urban areas and for statewide systems.

Reallocation of the 380-399.9 MHz band.

Sharing of the 380-399.98 MHz band with DOD on a mutually agreeable basis
to minimize interference to Public Safety operations.

Hold a portion of the 174-216 MHz band in reserve to meet future Public
Safety needs, or needs not met by this effort.

4.4.17 Wide Band Data and Video Requirements

1.

Allocations in the 1710-1755 M Hz band.

4.4,18 Short-Range Video Requirements

1.

Allocations in the 4635-4685 M Hz band.

4.4.19 FEixed Service Requirements

1.

2.

3.

Allocations in the 4635-4685 M Hz band.

Allocations in the 1990-2110 M Hz band.

Allocations in the 3700-4200 M Hz band.

4.4.20 Intelligent Transportation Systems

1.

Allocations in the 5850-5925 M Hz band.

4.4.21 Only if these measures are undertaken promptly will Public Safety officials have access
to wireless capabilities that are critical to their safety as well as ther ability to
effectively discharge their sworn duty to protect the life and property of our citizens.
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TRANSITION SUBCOMMITTEE SUMMARY
Overview and General Observations

The Transition Subcommittee (TRSC) pursued a strategy for moving to the
environment recommended by the other subcommittees. Emphasizing the issues raised
in the FCC' s refarming docket, ** the subcommittee considered proposals addressing
the proceeding’ s goal of migrating toward greater efficiency and enhanced services.

Recommendations

The FCC, in the refarming proceeding, promulgated rules directed toward obtaining
increased efficiencies in spectrum below 512 MHz by private land mobile radio users,
including Public Safety. The FCC established a new channel structure that embraced
narrowband technologies via reduced channel spacing or equivaent spectral efficiency
approaches. The subcommittee, in supporting all reasonable requirements to move
rapidly toward more efficient spectrum technology, believes that doing so through the
FCC spolicy of type acceptance of new equipment may not be sufficient. Under type
acceptance, only equipment embracing particular spectrum efficiencies would be
accepted as of a certain date. Existing equipment would not be precluded from use.
The imposition of a date certain for al equipment conformance should be considered,
with the subcommittee recommending that urban areas convert to the new efficiency
standards by 2005.

The Transition Subcommittee report addressed the merits of Public Safety agencies
receiving an exclusive license for “Protected Service Areas’ that embrace an agency’s
area of jurisdiction. Generaly, Public Safety sharesits spectrum. Notably, agencies
essentially operate in a“de facto exclusivity” environment, through the frequency
coordination process, where users are provided the largest degree of channel
exclusivity possible to ensure channel availability in emergent circumstances. Non-
interference is essential to vital communications. The subcommittee recommends that
Public Safety agencies be permitted to convert their shared licenses to exclusive
system licenses. An exclusive environment will not have to accommodate the potential
for interference from shared users, which the subcommittee believes undermines any
commitment to investing in advanced technologies. Obtaining exclusivity would be
conditioned on committing to advanced technologies.

In the subcommittee’ s view, technical standards need to be developed for the
migration to the more efficient technologies envisioned by the FCC's refarming
docket. Providing ameans to measure compatibility between various technologies
and actually obtain efficiency is crucia. The benefits to be gained through refarming
can only come about through coordination with adjacent license holders. The
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Replacement of Part 90 by Part 88 to Revise the Private Land Mobile Radio Services , P.R. Docket No. 92-
235, 10 FCC Rcd 10076(1995).
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subcommittee recommends that an initiative undertaken by APCO and LMCC, in
requesting TIA to facilitate the accommodation of advanced technologies in a post
refarming environment, be embraced. The subcommittee urges the FCC to seek
comment on the validity of using TIA to establish the necessary parameters for the
new environment.

The subcommittee recommends that Public Safety allocation and administration
policies below 512 MHz remain as currently established, that the separate service
allocations continue and the current method of frequency coordination be retained
with the present coordinators. If present service pools are consolidated, the
subcommittee recommended that three categories be established. These are 1) Public
Safety, 2) Public Services, and 3) BusinessCommercial, with the Public Safety
frequencies identified by service. The services should be ranked according to their
relative importance in performing essential Public Safety responsibilities and
preserving the nation’ s infrastructure. Interservice sharing should be authorized only
from higher ranked to lower categories, except in shared systems. Any consolidated
pool should be serviced by the present coordinator. In the context of FCC licensing
processes, the subcommittee urges consideration of assigning more authority and
responsibility to frequency coordinators. Additionally, the subcommittee urges that
more extensive electronic filing and processing be adopted.

The Transition Subcommittee urged greater effort toward the development of shared
federa, state and local systems that facilitate closer cooperation between all levels of
government. The expansion of large wide area land mobile communications systems
would bring enhanced capability to al levels of government. The subcommittee noted
that spectrum efficiency can be increased through spectrum sharing by multiple Public
Safety agencies. Intensive regiona planning for congested areas is an important
element in this regard, with more generic plans for rura and less congested areas. The
subcommittee would oppose linking access to any additional spectrum contingent on
such planning efforts, however.

In addressing the issue of block licensing to states, the subcommittee noted that
structures should be embraced that bring about state and local planning, ownership and
operation of systems, where al users have an incentive to approach spectrum
efficiency and enhanced services. Shared state or wide area systems are reflective of
thisgoal. In this sense, spectrum management roles for state or political subdivisions
must be reviewed carefully. The subcommittee recommended that the FCC remain the
final arbiter of any dispute involving non-federal use of the spectrum by Public Safety.

In urging improved coordination between non-federa and federal Public Safety
officias, the Transition Subcommittee noted that there are significant inefficiencies
brought about by the separate and distinct licensing responsibilities. Improved
coordination, or convergence of these functions under one regulatory structure, is
recommended. Moreover, shared federa, state, and local systems would facilitate
close cooperation and provide a broadened resource support base.
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45.9 The subcommittee evauated funding aternatives, including several traditional areas.
It suggested that Congress and the FCC consider designating monies from the
revenues raised from spectrum auctions be committed to interoperability efforts. Any
scenario where Public Safety relinguishes spectrum and relocates, must be premised on
all the costs of moving to and operating in other spectrum being paid.
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5. GLOSSARY

Additive White Gaussian Noise (AWGN)

Noise whose spectrum is “flat”, that is, constant as a function of frequency. It is
characterized by an autocorrelation function that is a Dirac delta function.

Amplitude M odulation (AM)

Process in which the amplitude of a carrier is varied about a mean vaue, linearly with
a base band signal.

Analog M odulation Technique (e.g., FM)

Process whereby message signa, which is the analog of some physical quantity, is
impressed on acarrier signal for transmission through a channel.

Auto-Aid

A concept in dispatching in which the closest available unit to an incident regardless of
jurisdiction, is sent to ascene. This concept is beginning to take hold in the law
enforcement community. Auto-aid is a preplanned response; it is not called for by an
on-scene incident commander.

Automatic Repeat reQuest (ARQ)
Data networks often provide return receipts back to the originator when the datais
successfully delivered, coupled with repeated transmissions from the originator as
needed. These are generally referred to as Automatic Repeat reQuest, or ARQ.
Availability

Generaly descriptive of the percent of time that aradio channel is available for use
when needed.

Broadband Data Systems

Form of data communications where severa subscribers share and can ssmultaneousy
use one common communications line. Each subscriber’ s data are modulated over a
carrier frequency, i.e., information is frequency-division multi-plexed. Generdly, in
contrast to baseband communications.
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Busy
The time waiting for abusy channel to become available in trunking systems. Thisis

typically expressed as the average waiting time for only those occurrences where a
busy condition occurred.

Clarity
The ability to recognize the individua speaking.

Code Division Multiple Access (CDMA)
A channel access method in which al conversations are separated by code space.
CDMA is employed for widest-bandwidth in both single system applications such as
cellular as well as distributed uncoordinated applications such as the Industrial,
Medical, and Scientific band (1ISM).

Command Post

Designated as the CP, the Command Post is be the location from which al incident
operations are directed. There normally should only be one Command Post for an
incident.

Compandored Single Side Band

Form of amplitude modulation in which only the upper sideband or lower sideband is
transmitted. The compandor is used to reduce the level of strong talk spurts at the
head end of the system without exceeding the system design level.

Conventional Voice and Data Systems

Systems where a single channel or apair of channels is employed, which may require
an end user to wait for a break to seize the channel.

Delay

Generaly descriptive of (1) the time between when aradio channel is needed to when
itisavailable, (2) the lag between when it is available to when it can begin serving
useful communications, as well as (3) the start-up character of the service.

Delivered Audio Quality

The principal metric involves recipient understanding and whether or not repetition is
required. This metric is caled Delivered Audio Quality and consists of a5 point scale.
The lowest value is one, referring to the worst case where the message in unreadable
and therefore unusable. The highest isfive, where speech is easily understood , no
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repetition is necessary and noise or distortion components are not introduced in the
communications channel. The intermediate values range in the ease of understanding
and the frequency of repetition required as well as the nuisance contribution of noise
and distortion components introduced along the way.

Digital M odulation Technique

Technique for placing adigital data sequence on a carrier signa for subsequent
transmission through a channel.

Encryption

The process of scrambling or rendering transmissions unintelligible except to
authorized listeners. Encryption is applicable for data transmissions in the same
manner as for voice. Although the numeric representation of datais not intended to be
converted into meaningful speech, the goal of data encryption isto prevent the
unintended reception from being converted back into the data’ s original form.

Erlang Theory
Measure of telephone traffic load expressed in units of hundred call seconds per hour
(CCYS). One erlang is defined as the traffic load sufficient to keep one trunk busy on
the average and is equivalent to 36 CCS.

Error Control (ARQ)
Error control refers to the same numerical techniques of error correction and error
detection as described for voice. Data networks often provide return receipts back to
the originator when the data is successfully delivered, coupled with repeated
transmissions from the originator as needed. These are generally referred to as
Automatic Repeat reQuest, or ARQ.

Fast Forward Signal Regeneration (FFSR)

Provides the ability to receive a correct message even in the presence of transmission
errors. Isused for improving the performance of TTIB.

Forward Error Correction (FEC)

Provides the ability to receive a correct message even in the presence of transmission
errors.
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Frequency Division Multiple Access (FDMA)

A channel access method in which different conversations are separated onto different
frequencies. FDMA is employed in narrowest-bandwidth, multi-licensed channel
operation.

Frequency Modulation (FM)

Form of angle modulation in which the instantaneous frequency is varied linearly with
the baseband signal.

Helibases

Helibases are locations in and around the incident area at which helicopters may be
parked, maintained, fueled, and loaded with personnel or equipment. More than one
Helibase may be required on very large incidents.

Helispots

Helispots are more temporary and less used locations at which helicopters can land
and take off.

Incident Base

The Incident Base is the location at which primary support activities are performed.
The Base will house all equipment and personnel support operations. There should
only be one Base established for each incident, and normally the Base will not be
relocated.

Incident Command System (ICYS)

The ICSis a standardized method of operation for Public Safety agencies during large-
scale emergency incidents. It has a hierarchical structure which identifies lines of
reporting (communications) throughout the organization.

I nfrastructure Dependent

The communications link requires the use of some items(s) of equipment, other than a
subscriber unit, for establishment of the link and for complete subscriber operation.
Some examples include a communications link for which a repeater station is required;
acommunications link which provides full system coverage for a visiting subscriber
unit within a host trunked radio system; and a communications link which provides
interconnectivity between two or more otherwise incompatible radio systems by cross-
connecting the audio signals and/or appropriate signaling functions at some central
point.
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I nter oper ability

An essential communication link within Public Safety and public service wireless
communications systems which permits units from two or more different agencies to
interact with one another and to exchange information according to a prescribed
method in order to achieve predictable results.

L atency

In-to-out delay for an established channel. While analog was redl-time, digital
processing, transmission, blocking, vocoding, and other factors can produce higher
latency.

Linear M odulation

M odulation technique in which the modulated carrier is alinear function of the
message signal.

M essage/file size

In data communications, the quantity of data to be transmitted via data communication
isthefirst order differentiation of the type of data. The reliability goal for datais not
to deliver asreliable asignal as possiblein rea time, but instead to deliver 100% error
free datain aslittle time as possible. To this extent, data reliability generaly refersto
two separate attributes: (1) the percent of datathat is not deliverable, and (2) the
percent of datathat is delivered with undiscovered error. The former may often be
referred to as reliability while the later is often referred to as falsing.

Mission Critical

A mission critical communication is that which must be immediate, ubiquitous, reliable
and, in most cases, secure. Mission critical communications require the highest level
of assurance that the message will immediately be transmitted and received regardless
of the location of the operating units within the designed coverage area. I1n such cases,
system set-up or processing delays are unacceptable and coverage must extend to the
operating location of the field units. Most public safety systems that are built for
mission critical applications, are designed with extreme care to assure reliable
operation in the face of a series of potential system element failures.

Model of Spectrum Demand (Spectrum Requirements Subcommittee)

Spectrum demand is modeled by relating the predicted user population, service
penetration, offered load (i.e., demand), transmission content requirements, coding
efficiencies, transmission rate, error control and overhead requirements, channel
loading limitations, and geographic re-use factors.
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Multi-disciplinary

Wireless communications involving two or more different agencies. Some examples
include a police agency communicating with afire agency and a parks agency
communicating with an emergency medical services agency.

Multi-jurisdictional

Wireless communications involving two or more similar agencies having different
areas of responsibility. Some examplesinclude afire agency from one city
communicating with a fire agency from another city and the Federal Bureau of
Investigation (FBI) communicating with a County Sheriff.

Multi-site Simulcasting

Used in “trunked” or conventional radio systems to cover wide areas or areas which
are difficult to cover with normal radio transmission methods. Multiple transmitters are
used on the same frequency and are synchronized by a common time or frequency
standard architecture.

Nyquist Sampling

Lowest rate at which afinite-bandwidth signal can be periodically sampled in order to
reproduce the signal completely and faithfully. The Nyquist rate is equal to twice the
bandwidth of the signal.

Over-The-Air-Rekey

Where cryptographic protection is employed, federal, Department of Defense, state
and loca agencies require user friendly electronic key variable dissemination and
management. Terms such as Over-The-Air-Rekey (OTAR) are often used to describe
this process, often in conjunction with multi-key, which refersto the use of multiple
cryptographic keys to facilitate interoperability.

Public Safety
The public’ s right, exercised through Federal, State or Local government as prescribed
by law, to protect and preserve life, property, and natural resources and to serve the
public welfare.

Public Safety Services

Those services rendered by or through Federal, State, or Loca government entitiesin
support of public safety duties.
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Public Safety Services Provider

Governmental and public entities or those non-governmental, private organizations,
which are properly authorized by the appropriate governmental authority whose
primary mission is providing public safety services.

Public Safety Support Provider

Governmental and public entities or those non-governmental, private organizations
which provide essentia public services that are properly authorized by the appropriate
governmental authority whose mission isto support public safety services. This
support may be provided either directly to the public or in support of public safety
services providers.

Public Services

Those services provided by non-public safety entities that furnish, maintain, and
protect the nation’s basic infrastructures which are required to promote the public's
safety and welfare.

Rayleigh Multipath Fading

In aflat fading mobile radio channel, where either the transmitter or the receiver is
immersed in cluttered surroundings, the envelope of the recelved signa will typically
have a Rayleigh distribution. Fading is caused by wave interference between two or
more multipath components that arrive at the receiver while the mobile travels a short
distance (afew wavelengths) or over a short period of time.

Resolution

Expressed as image dimensions in terms of pixels, which each represent one Pl Xture
CELI or dot. Any givenimage can variably be represented in higher resolution by
using more pixels, resulting in a larger digital representation. Conversely lower
resolution using fewer pixels resultsin asmaller digita representation.

Set-up

The time necessary to make a channel available for service. The time waiting for a
busy channel to become available is not included.

Staging Area

Staging Areas are established for temporary location of available resources. Staging
Areas will be established by the Operations OIC to locate resources not immediately
assigned. A Staging Area can be anywhere in which personnel and equipment can be
temporarily located awaiting assignment. Staging Areas may include temporary
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sanitation services and fueling. Feeding of personnel would be provided by mobile
kitchens or sack lunches. Staging Areas should be highly mobile.

Time Division Duplexing multiple access (TDD)
A channel access method in which a single radio channel is shared in time to achieve
full duplex operation. TDD is employed to achieve full duplex operation in asingle
radio channel.

Time Division Multiple Access (TDMA)
A channel access method in which different conversations are separated into different
timedots. TDMA isemployed in exclusive license use, moderate bandwidth
applications.

Transparent Toneln Band (TTIB)

Applies corrections to the received signal as necessary to produce known pilot tone
characteristics, and thus correct the accompanying information signal.

Truncation

The amount of speech lost between when avoice service is requested to when it is set-
up and conveying speech. Digital technology may trade-off truncation for latency.

Trunked Systems
Systems where multiple channel pairs are integrated into a single system. When a user
wants to transmit a message, the trunked system will automatically select a currently
unused channel pair and assign it to the user, decreasing the probability of having to
walit for afree channel for a given channel loading.

Tone Above Band (TAB)

Similar to TTIB, but with the pilot tone placed above the information signal instead of
at its center.

Type Acceptance

Under type acceptance, only equipment embracing particular spectrum efficiencies
would be accepted as of a certain date.

Voice Encoder (vocoder)

The device used to convert the analog voice waveform to a numeric representation is
called a vocoder, which is shorthand for VVOice CODER.
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VOLUME I1

This Final Report of the Public Safety Wireless Advisory Committee is divided
into two volumes.

Volume contains the main body of the report, including summaries of the
various subcommittee reports.

Volumel contains the full text of the subcommittee reports along with their
supporting documents, where available.
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INDEX TO APPENDICES:

6.1 APPENDIXA - Operational Requirements Subcommittee Report
(ORSC Fina Report)

6.2 APPENDIX B - Technology Subcommittee Report (TESC Final Report)

6.3 APPENDIX C- Interoperability Subcommittee Report (ISC Final
Report)

6.4 APPENDIX D - Spectrum Requirements Subcommittee Report (SRSC
Final Report)

6.5 APPENDIX E - Transition Subcommittee Report (TRSC Final Report)

6.6 APPENDIX F- Public Safety Wireless Advisory Committee Members
and Participants

PLEASE NOTE:

The following subcommittee reports are included in as much of their
entirety as possible owing to the availability of electronic versions of some
of the supporting documents. Where an electronic version was not
available, it has been so noted and the reader has been referred to the
appropriate FCC Docket, where the full text of all information relating to
PSWAC is contained. The only changes to the subcommittee documents
that have been made relate to formatting such as fonts and marginsused in
order to provide consistency throughout the PSWAC document. It should
also be noted that some of the following subcommittee reports contain a
Table of Contents with page numbers. These page numbers are not
necessarily accurate due to the above formatting changes, however, none of
the contents of the subcommittee reports have been changed, including
their referenced page numbers.
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6.1 APPENDIX A - Operational Requirements Subcommittee Report
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1.0 EXECUTIVE SUMMARY

This document constitutes the report of the Operational Requirements Subcommittee,
Public Safety Wireless Advisory Committee, regarding operational requirements for the public
safety communications community nationwide through the year 2010.  With respect to each
functional area of public safety communications, the report catalogs requirements according to
the genera nature of the information to be communicated. In addition, subcommittee
observations and recommendations regarding current shortfalls, sharing of resources and
interoperability issues are noted for such use as the other subcommittees may deem

appropriate.

2.0 OPERATIONAL REQUIREMENTS SUBCOMMITTEE OVERVIEW
2.1 COMMITTEE OBJECTIVES & ORGANIZATION

The Public Safety Wireless Advisory Committee (the “ Advisory Committee”’) was
established in response to provisions of Title VI of the Omnibus Budget Reconciliation Act of
1993 directing that the Federal Communications Commission (FCC) and National
Telecommunications and Information Administration (NTIA) coordinate more closely with
the public safety community in planning for future spectrum needs.

The genera mission of the Advisory Committee is to provide advice and recommendations
to the Chairman, FCC and the Administrator, NTIA on operational, technical, and spectrum
requirements of federal, state, and local public safety entities through the year 2010.

The Advisory Committee also isto advise the FCC and NTIA of opportunities for
improved spectrum utilization and efficiency, facilitate negotiated rule making at the FCC
regarding public safety spectrum, and support development and implementation of plans at
NTIA regarding federa public safety spectrum policy.

Based on the assigned mission, the Advisory Committee elected to form five
subcommittees. The four subcommittees other than Operational Requirements and their
missions are as follows:

The Interoperability Subcommittee is charged with the mission of examining
interoperability requirements between and among the various public safety entities, and
reducing them to writing. All phases of interoperability, including command and control, are
to be examined.

The Technology Subcommittee is charged with the mission of reviewing technology
presently implemented, projected technology implementations, and trends in wireless
technology. The subcommittee is expected to identify technologies related to each
operationa need and determine bandwidth required to meet that need. The Technology
Subcommittee also is expected to identify spectrum limits for each bandwidth identified.
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The Spectrum Subcommittee has the mission of taking the bandwidth and spectrum
placement recommendations and recommending a spectrum allocation plan. The planis
expected to include current spectrum assignments and recommendations with regard to future
allocations. A timetable isto be developed by the subcommittee based on recommendations
received from the Transition Subcommittee.

The Trangition Subcommittee has the mission to consider how to implement the new
technologies and servicesin atimely, rational manner. Issuesto be considered by this
subcommittee include funding methods, migration plans, and time tables.

2.2 CHARTER OF THE OPERATIONAL REQUIREMENTS SUBCOMMITTEE

The general mission of the Operational Requirements Subcommittee (the
“Subcommittee”) is to enumerate the communication needs of the public safety community
without regard to specific technology or spectrum. The needs are to be classified asto the
type of service (e.g., real-time, full-motion video) and quantity of service (number of channels,
e.g., two full-time video channels in every city, one for EM S use and one to be shared
between fire and police). Each need additionally isto be prioritized as to necessity for proper
functioning of the public safety community.

2.3 SCOPE OF THE SUBCOMMITTEE REPORT

This report of the Subcommittee is intended to provide a snapshot of operational
capabilities that must be considered in the overal planning process. The Subcommittee also
has examined operational requirements that are unmet or suffer from reliability, quality, or
coverage deficiencies. This report of the Subcommittee will be forwarded to the Technology
and Interoperability Subcommittees. Requirements for interoperability identified by this
Subcommittee will be forwarded to the Interoperability Subcommittee for consideration.

Many public safety entities and organizations provided comment regarding the issues
encompassed in the responsibilities of the Subcommittee. In many cases the comments
received included topics outside the scope of the Subcommittee charter. The following
limitations were observed in preparing this report.

Severa comments included specific suggestions regarding the number of channels that
should be devoted to particular applications in the commenting agency’s particular geographic
area of responsibility. The Subcommittee has elected not take a position on issues of
spectrum alocation in particular jurisdictions. Asapart of its charter, the Subcommittee does
have the requirement to provide quantity recommendations of general application, however.
Along with other subcommittees, the Operational Requirements Subcommittee therefore
provided planning data for use in the quantity model developed with the assistance of
engineers from Motorola. Further information regarding this quantity model and the
Subcommittee’ s input is provided at Annex B. In addition, the Subcommittee identified basic
guantity recommendations for certain common user lines of communication described in the
narrative of the report. Finaly, the Subcommittee has in the course of its work attempted to
identify the basic complement of communications support that must be maintained by any
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jurisdiction that provides the various public safety services involved in this report, along with
priorities appropriate to each type of support. The priorities indicated should not be
interpreted as indications the public safety community does not consider any indicated
requirement essential to maintenance of the public’'s safety. Every requirement indicated in
this report is deemed essential to the public safety mission.  Priorities are intended only to
indicate the comparative importance of each requirement.

Several comments included specific suggestions regarding the frequency range appropriate
for particular requirements. The Subcommittee position is that issues of spectrum use fall
within the purview of the Spectrum Requirements and Technology Subcommittees. No
recommendations or commentary are included in this report regarding appropriate
frequencies.

A few comments were received suggesting that the Subcommittee study and include in its
report a catalog of specifications that equipment, for example portable radios, should meet in
order to be suitable for public safety use.  The Subcommittee considered performing such a
study incident to its work, but concluded this topic was not germane to the basic mission of
the Subcommittee and the Advisory Committee, which is oriented on spectrum.

3.0 SUBCOMMITTEE ORGANIZATION
3.1 DEFINITION OF PUBLIC SAFETY

At the first meetings of the various subcommittees conducted in Washington, D.C. on
September 29, 1995, considerable discussion occurred regarding the definition of “public
safety” for purposes of the Advisory Committee. For purposes of this report, the Operational
Requirements Subcommittee initialy elected to use a very expansive definition, with the
understanding that the Advisory Committee might at some future time adopt a less expansive
definition for its purposes. The Subcommittee’ s initial approach was based on two
observations. First, the Subcommittee recognized that although a particular constituency’s
primary business might not fall within a classic public safety definition, aspects of its
operations could involve or impact matters of public safety. Second, the Subcommittee
recognized that by providing an expansive catalog of requirements from the various
constituencies, other subcommittees and ultimately the Advisory Committee would benefit
from a broad perspective in determining precisely what requirements should be
accommodated when spectrum and other issues are addressed.

Following adoption of definitions of public safety and related matters, the scope of the
Subcommittee report was again discussed at the Berkeley meeting. At that time, the
Subcommittee elected to include in this report and note its support for the definitions adopted
by the Advisory Committee which follow:

Public Safety: The public’ s right, exercised through Federal, State or Loca government as
prescribed by law, to protect and preserve life, property, and natural resources and to serve
the public welfare.
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Public Safety Services: Those services rendered by or through Federal, State, or Local
government entities in support of public safety duties.

Public Safety Services Provider: Governmental and public entities or those
non-governmental, private organizations, which are properly authorized by the appropriate
governmental authority whose primary mission is providing public safety services.

Public Safety Support Provider: Governmental and public entities or those non-governmental,
private organizations which provide essential public services that are properly authorized by
the appropriate governmental authority whose mission isto support public safety services.
This support may be provided either directly to the public or in support of public safety
services providers.

Public Services: Those services provided by non-public safety entities that furnish, maintain,
and protect the nation’ s basic infrastructures which are required to promote the public’s safety
and welfare.

3.2 WORKING GROUPS

The Subcommittee elected to form seven working groups. The working group
designations, along with their genera areas of focus, are described as follows. Order of
appearance in this report should not be considered any indication of priority as among the
various working groups.

(2) Transport Mechanisms. Initially this working group was designated as the
Infrastructure working group. At the Berkeley meeting, its title was changed to Transport
M echanisms to more accurate reflect the scope of its mission. The mission of the Transport
M echanisms working group is to catalog operational requirements for infrastructure
communications needed to support other identified public safety communications
requirements at federal, state and local levels.

(2) Crimind Justice. Initially thisworking group was designated the Law Enforcement
working group. At the Scott Air Force Base meeting, its title was changed to Crimina Justice
and the operational requirements for corrections were placed within the group’s
responsibilities. The mission of the Crimina Justice working group is to catalog operational
requirements for law enforcement and corrections organizations at federal, state and local
levels.

(3) Fire, Emergency Medical and Related Life and Property Protection Services. The
missions of the Fire, Emergency Medical and Related Life and Property Protection Services
working group is to catalog operational requirements for fire and EM S organizations at
federal, state and local levels.

(4) Emergency Management and Disaster Services. The mission of the Emergency
Management and Disaster Services (EMD) working group isto catalog operationd
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requirements for emergency management and disaster services at the federal, state and local
levels.

(5) Public Service. The mission of the Public Service working group is to catalog
operational requirements for public service entities at federal, state and local levels.

(6) Other. The mission of the “Other” working group is to catalog operational
requirements for Highway Maintenance, Forestry, General Government, and Mass Transit
organizations at federal, state and local levels. At the subcommittee meeting conducted in
Berkeley, it was agreed that the Other working group’s portion of the report should be
separated into areas specific to the organizations involved, i.e. Highway Maintenance,
Forestry, General Government and Mass Trangit. This separation is reflected in the
organization of the final subcommittee report.

(7) Matrix Refinement and Report. The mission of the Matrix Refinement and Report
working group initially was development of a common matrix of data required to describe
each operationa requirement. As the subcommittee’ s deliberations continued, it became clear
thisinitial matrix would not be required, and it therefore is not included in thisreport. This
working group also was responsible for preparation of this report.

As the Subcommittee continued its deliberations, it became clear that additional working
groups would be required in order to adequately capture the operational requirements of all
interested public safety constituencies. Accordingly, working groups for federal requirements
and intelligent vehicle and highway systems (IVHS) requirements were included in the
Subcommittee’ s deliberations and report.

In addition to the work of the groups described above, the Subcommittee examined
quantity and quality aspects of the operational requirements for public safety wireless
communications. Quality aspects of these requirements are discussed in Annex A of the
report. Quantity aspects of these requirements are reflected in the working group inputs to
the planning model adopted by the various subcommittees in order to assist in projecting
spectrum requirements. The working group inputs from this Subcommittee are included as
Annex B of the report.

3.3 COMMITTEE DELIBERATIONS

An organizational meeting of the Subcommittee was conducted September 29, 1995 in
Washington, D.C. At that meeting, discussion was conducted and consensus reached
regarding the subcommittee mission and the public safety functional areas to be examined.
Consensus also was formed regarding the working groups necessary to accomplish
subcommittee purposes. An initial discussion was conducted regarding the composition of a
matrix to be used to catalog each operational requirement identified by the working groups.
Following the September meeting, work was completed on a draft version of the matrix.

The subcommittee met again on October 26, 1995 at Camp Dodge, outside Des Moines,
lowa. The principal matter on the agenda was review of the draft matrix. Considerable
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discussion ensued, resulting in refinement of the matrix for use by the various working groups.
Following the October meeting, the matrix was revised to reflect subcommittee deliberations
and distributed to working group leaders. Working group leaders began formulating their
proposals of operationa requirements in each of the functional areas represented by the
groups.

A special meeting was conducted in San Bernardino, California on November 17, 1995.
Federal budget issues precluded attendance by a Designated Federal Officer, so the meeting
was conducted as an informal review of subcommittee activities and progress. Considerable,
wide-ranging discussion occurred. Attendance was heavily weighted toward users, suggesting
that additional meetings in other regions of the United States would benefit the various
subcommittees.

A regular meeting of the Subcommittee was conducted in Washington, D.C. on December
13, 1995. Interim reports were presented by the various working group chairs regarding their
progressto date. A status report regarding the Subcommittee’s activities was presented to
the Advisory Committee at its regular meeting conducted December 15, 1995. Following the
December 13th meeting, working group leaders continued work on their narratives of
operational requirements. Their work was provided the Matrix Refinement & Report working
group, which incorporated it in this report.

Additional regular meetings of the Subcommittee were conducted in Berkeley, Cdifornia
on January 10, 1996, Orlando, Florida on February 28, 1996, and San Diego, Californiaon
April 11, 1996. Copies of the draft report of the Subcommittee were made available to
attendees at each meeting, and comments regarding its content were received. Following each
meeting, revisions were made to the report to reflect the consensus of meeting attendees and
those who commented by other means.

A regular meeting of the Subcommittee was conducted at Scott Air Force Base, Illinois on
May 29, 1996. Copies of the final draft report of the Subcommittee were made available to
meeting attendees, and comments regarding its content were received. Following the meeting,
revisions were made to reflect consensus of meeting attendees.

A regular meeting of the Subcommittee was conducted at Washington, D.C. on June 26,
1996. Comments were received regarding the content of the report. Asrevised following this
meeting, the report narrative is considered complete.

4.0 WORKING GROUP REPORTS

This section of the report of the Subcommittee is a discussion of the operational
requirements identified by each working group. In each case, the working group report is
intended to present each operational requirement from the user point of view, categorized by
the nature of the information to be communicated.
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4.1 TRANSPORT MECHANISMS

4.1.1 Mission. The mission of the Transport Mechanisms working group is to catalog
operational requirements for communications transport networks and infrastructure at federal,
state and local levels.

4.1.2 Introduction. Transport networks consisting of microwave links, satellite links, and
leased (copper or fiber-optic) circuits are crucia elements of the infrastructure for routing
voice, data and video circuits between communication sites. Wirdless links, primarily
customer owned microwave networks, have been and will continue to be a primary
distribution method for public safety communication systems.

There are aso public safety requirements for operational fixed links in the VHF and UHF
bands below microwave. Public safety has a definite need for fixed operational links which
operate on frequencies between 70 MHz and 470 MHz. In rura mountainous areas high level
sites are frequently required to provide wide area system coverage, such as for counties and
states. Fixed links are frequently used to give remote base station control. Such links use 72-
75 MHz, 150-174 MHz, 406-420 MHz or 450-470 MHz equipment for the link. These links
carry signaling and voice to and from the fixed based station. They are necessary because of
the unavailability or unreliability of leased control circuitsin rural areas. They are also used
because they are much more economical than using microwave, and the multi-circuit
capability of microwave is not needed. Often there is no line of site between the dispatch or
control point location and the base station to alow microwave control; multiple sites often
cannot be used because of terrain which may be inaccessible or restricted through wilderness
designation, or through unavailability of communications site use through federal agency
management on federal lands. The only practical and cost effective solution often liesin the
use of single frequency links which can diffract or bend over the intervening terrain. Seventy
MHz isided for this purpose, but often a high power 450 MHz link may suffice. In some
very remote long distance applications, VHF 150 MHz links may aso be used. In some state
and county low band systems, VHF high band links are frequently used over very long
distances. Thereisalso a second use for these lightly loaded, often single channel operational
links. They may be used for such purposes as voting receiver connectivity or single
transmitter control. Microwave links are not suited for these purposes, because of
propagation problems, cost and because there is no need for the number of circuits possible
with microwave. It would be very spectrum inefficient as well to use microwave for such very
low density requirements. Public safety requires dedicated channels for these low density,
control purposes. While this use is infrequent, it is highly important where it is needed.
Present channelsin VHF are heavily shared and very difficult to keep free of interference
because of high channel usage when used as links in base and mobile systems. The 450 MHz
12.5 KHz off set links meanwhile have been converted to full power operation by refarming
and their use as links will become difficult to impossible. These requirements must be
considered in providing for public safety spectrum needs as there is no other viable solution.
Where these links are required, there is no commercial service available to use as an
aternative because they are for very remote applications.
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Customer owned microwave links have proven to be the most reliable transport networks
in disaster situations, such as earthquakes and fires. While fiber optic and copper cables are
vulnerable to back hoe, fires and earthquakes, microwave links have survived in most
disasters. Microwave links and redundantly configured systems, properly engineered to
survive disasters, aso provide the high reiability required for day-to-day public safety
operations. While common carriers can and often do provide valuable services, there are
regulatory and economic constraints that restrict their ability to provide reliability and service
restoration at the high level required for many public safety applications. Traditional rate-of-
return regulation weakens carriers: economic incentives to innovate and to specialize services
for specific customers. Any commercial provider is eager to handle public safety traffic in the
lucrative metropolitan areas, but they freely admit they will not provide any service to the
remote, low density areas. Traditional common carrier regulation limits carriers incentives to
provide high reliability for specific customers.

Commercial leased lines, however, continue to be utilized in many parts of the country for
various reasons. For instance, it is often not economically or physically feasible to install
microwave links where the circuit requirement is small or there is no path. For a nationwide
or statewide link, it may be cost prohibitive to use microwave. When many circuits are
required at one location, large savings are generally realized using customer-owned
microwave.

Fiber optic links are al'so extremely useful in numerous transport applications. The cost
and practicality of routing fiber optic or copper circuits to remote public safety
communications sites (e.g. mountain tops) can be prohibitive, and as mentioned before not
fallsafe in case of disasters. Even with high reliability of fiber optics often alternate routing is
required to gain the needed reliability and thisis frequently very difficult to obtain through that
medium. Fiber optics costs, however, continue to drop and fiber will be utilized for many
applications. Regardless of whether fiber or microwave is used in high density applications,
virtually the same electronic multiplexers are required at each end of the both media. Since
electronic devices do occasionally fail, increased reliability is gained through the use of
aternate routing. Alternate routing of fiber can be extremely costly because of right of way
restraints when feeding multiple sites.

Increasingly, with the advent of Intelligent Transportation Systems (ITS) and other
services requiring Dedicated Short Range Communications (DRSC) between infrastructure
and public safety vehicles, public safety applications using this technology may occur in much
higher frequency ranges aswell. These systems may use channels in the microwave range (5.8
GHZz) that are being pursued under the ITS program.

4.1.3 Voice Requirements. Just aswireless links are used to transport communications
between the roving mobile/portable units and the fixed RF base station sites, wireless
infrastructure such as microwave or satellite networks is required to route (analog and/or
digital) voice and control messages between the remote RF base station sites and the
command/control center. In emergency operation systems, the system operator needs control
over the distribution network. As an example, numerous police and fire emergency systems
require the use of “multi-site smulcasting” to provide wide area coverage with a minimum of
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frequency resources. Present simulcast systems require accurate control over distribution
network parameters like delay, levels, and distortion. It is conceivable with future systems on-
site timing mechanisms may ease the need for such stable carrier channels, but current systems
require them. Private microwave systems allow the system operator precise control over all
critical parameters and control over the availability and reliability of the communication paths.
The use of leased copper or fiber circuits provides less control over all distribution network
parameters and over network reliability. This could result in decreased coverage, distorted
messages, communication outages and high maintenance. Private microwave networks are an
important requirement for public safety distribution networks.

Many public safety microwave systems also must carry telephone types of traffic.
Sometimes this traffic is to connect Public Switched Telephone Network (PSTN) circuits to
dispersed offices through agency owned central switching. Other times completely separate
systems (separate from the PSTN) are agency provided. The main reason for agency
provision of these systems is to assure continued telecommunications ability internal to the
agency regardless of either the condition of the PSTN or overload of adistressed PSTN.
Often there is also a security (encrypted) aspect of these communications which is better
maintained through a private network.

4.1.4 DataRequirements. Wireless infrastructure links are frequently also required for
transporting public safety data. Some data applications include user and equipment status
updates, support of mobile/portable data and computer terminals, interfaces to numerous
databases, geographic position and automatic location devices, computer aided dispatch,
biomedical information, remote weather reading for fire management and a myriad of justice
and other local and regiona data systems.

Many law enforcement agencies have access to their jurisdiction’s utility data base so that
they have current resident information when they pull up to a specific address. Many public
safety agencies also require high security and highly reliable telemetry for supervisory control
and data acquisition purposes. Public safety agencies often use hundreds of circuitsin voice,
data, video, and telemetry applications.

The same kind of strict requirements for voice circuits are even more imperative for data
circuit transport. For instance, the tolerances for smulcasting data are even stricter than for
voice. Thus, system operator control over the availability, reliability, and technical parameters
of the transport network is more critical. Private microwave links are an important
requirement for public safety data distribution networks.

4.1.5 Video Requirements. Wireless (microwave and satellite) infrastructure is frequently
required for routing video for numerous public safety applications. There are three types of
video requirements, full motion, sower limited motion (compressed) and snap shot video.

Full motion wireless systems are required for supporting critical public safety, surveillance
operations, field incidents, prison riots, major fires, robotics (i.e., the disarming of a bomb by a
robot) and numerous other critical public safety operations. Microwave aso routes video
from the incident location to the command and control center.
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Public Safety also requires full motion video for many training video applications because
of the fast motion of the subject material. With the current state of the art of digital
compression techniques at rates lower than 1.5 Mb/s, compressed video can jerk and smear as
the motion of the subject increasesin speed. In many police and fire applications this picture
distortion can be unacceptable and wideband, full motion video is needed. Microwave can
route video from an incident location to a command and control center. Microwave video is
also routed between central facilities and outlying facilities for training purposes. Because of
the content, this training video is often not suitable for carriage on common carrier networks.
Infrared mapping of wildfires from air to ground is another wideband (video) application.

Compressed video circuits are transported on commercia wirelines and on microwave
systems, as they require less spectrum than does full motion video. Numerous applications
such as fingerprints from the vehicle to the command center, video teleconferencing and court
arraignment applications can be supported by these types of networks.

4.2 CRIMINAL JUSTICE

4.2.1 Mission. The mission of the Criminal Justice working group is to catalog
operational requirements for law enforcement and corrections organizations at federal, state
and local levels.

4.2.2 Introduction. Reducing crime and itsimpact on the health and welfare of families
continues to be atop priority in the United States. In recent years, the most successful anti-
crime weapon in the criminal justice arsenal has been implementation of community-based
policing in many areas of the country. The heart of this program is getting officers out of cars
and into the community, whether it be on foot, bicycle or horseback. Community-based
policing programs put an extraordinary demand on communications systems because they
require portable coverage throughout the community. Additionally, the 100,000 new officers
funded through the Violent Crime Control and Law Enforcement Act of 1994 (Public Law
103-322, commonly caled the “Crime Bill”) must be community-policing officers. The
additional load placed on aready overworked communications systems by these new officers
has been noticeable.

Wireless communications support is crucial to assure quality criminal justice services and
create the safest possible working environment for corrections and law enforcement
personnel. The following discussion is the product of discussion and correspondence with
corrections and law enforcement officials from various locations in the United States. The
emphasis of the working group has been on identification of present and future operational
needs, dependent on wireless communication, without regard to cost or the current availability
of technology. Needs are categorized first into the broad areas of law enforcement and
corrections and then are further divided into the three basic categories of voice, data and
video.
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4.2.3 Law Enforcement

4.2.3.1 Voice Requirements. In general, voice communications for law enforcement must
include coverage from portable to portable unit, through a system, radio to radio, or some
other technology. Officers must be able to speak with each other viathe portable radio if they
can see each other. Likewise, officers from one end of ajurisdiction must be able to talk to
officers in another part of the jurisdiction on ajurisdiction-wide path. Voice coverage from
personal portable radios must include the ability to communicate from within buildings with a
high degree of reiability.

4.2.3.1.1 In particular, the law enforcement voice communications system must be
expandable to support arelatively unlimited number of users quickly, i.e., 1 to 3 hours.
Normal day to day police radio operations may not require high capacity. However, when a
man-made or natura disaster strikes, the system must have the ability to expand to meet
demand.

4.2.3.1.2 Voice communications for law enforcement must feature multiple levels of
encryption. Routine operational traffic will require one level of encryption. Other operations
such as executive protection, high level drug and organized crime unit operations and federal
security needs often will warrant a higher level of transmission security. Some routine traffic
may be “unencrypted”, but devices must be able to monitor both encrypted and non-encrypted
messages smultaneoudly.

4.2.3.1.3 Voice Dispatch. Voice communications routinely occur between officersin the
field and central dispatch points. Information conveyed commonly includes both operationd
instructions and information. The law enforcement voice communications system must
support routine dispatch communications.

4.2.3.1.4 Officer to Officer Voice Communications. Voice communications routinely
occur between one officer in the field and one or more other officersin the field. Information
conveyed commonly includes both operational instructions, administrative information, and
generd coordination. The law enforcement voice communications system must provide
support for routine voice communications between officers working within a particular
jurisdiction.

4.2.3.1.5 Air to Ground Voice Communications. Aviation units are acommon part of
most major law enforcement agencies. Aviation units perform traffic enforcement missions,
routine patrol and detection, search and tracking duties, and provide airborne command and
control support. Because aviation units commonly work with a separate or distinct group of
ground units for a particular operation or event, the law enforcement voice communications
system must provide support for routine voice communications between aviation units and
officers and commanders on the ground who are working with one or more aircraft. The
same path could support air to air communications between aircraft of the employing
jurisdiction.
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4.2.3.1.6 Special Operations Communications. Specia investigations, task forces and
other discrete activities are a commonplace aspect of today’s law enforcement community. A
voice communications capability that is separate from normal operations voice traffic is
required to support each special operation. These paths must have available the ability to
provide highly secure encrypted communications.

4.2.3.1.7 Nationwide calling or Travel Channels. A need exists for nationwide calling or
travel channel(s) for use for dignitary protection and emergency units working out of their
home area. The channels would be used daily for units traveling across the county for
prisoner transport or dignitary protection. The most significant use of these channels would
be at events like the National Governors Conference or during amajor disaster like the
Oklahoma City bombing, where multiple units from various federal, state and local agencies
detail personnel for a specific incident. The channels must be monitored nationwide and be
installed in mobile and portable units nationwide. This concept has significant impact on
interoperability and is further discussed in Section 7.5 of the Working Group 3 “Future
Interoperability Needs Report” prepared by the Interoperability Subcommittee.

4.2.3.2 Data Requirements. The basic law enforcement requirement for data isimmediate,
clear transfer and display of text and graphical information for all law enforcement personnd,
in support of both routine and emergency operations.

4.2.3.2.1 Expansion of wireless data systems offers many technological assets for law
enforcement. One of the most significant advantages is access to data repositories containing
critical law enforcement information such as image identification, fugitive information, stolen
articles and crimina histories. Repository systems such as the National Crime Information
Center (NCIC) 2000 system and the Integrated Automated Fingerprint Identification System
(IAFIS) are preparing to provide mission critical datato law enforcement more effectively and
efficiently; they will certainly prove to be aforce multiplier in the war on crime. For the first
time, field officers will be able to positively and rapidly confirm the identity of personsin the
field by transmitting a fingerprint to state or federal processing centers. The officer will be
able to obtain a photograph of any person who has been cataloged by these systems. These
systems, in conjunction with the National Performance Review IT04 initiative (establishment
of anationa law enforcement/public safety wireless network) are preparing for wireless data
transfer and will spur the growth of wireless data communications for law enforcement.

4.2.3.2.2 Future information technology requirements for state and local law enforcement
will most certainly include wireless data and voice systems utilizing encryption. In order to
maximize the effectiveness of personnd in the field, a mobile office environment utilizing
wireless data communications must be developed. This mobile office would provide
instantaneous voice, data, and video access to other criminal justice personnel, various law
enforcement data repositories, personnedl from other public safety disciplines and commercial
networks. At some point, law enforcement may incorporate these mobile officesinto a
paperless environment inclusive of multimedia transfer.

4.2.3.2.3 Mobile/Persona Data Computer/Terminal Applications. A need exists for
real-time support of wireless mobile and portable computer systems capable of transmitting
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and receiving routine data queries and responses, electronic mail, location data and other
graphics including fingerprints and mug shots, along with incident-specific data and
intelligence. Based on the rapid market penetration of portable two-way radios into law
enforcement patrol ranks in the 1970's, the International Association of Chiefs of Police
Communications Committee has presented the possibility that over 75% of the nation’ s patrol
force could be equipped with portable data terminas in the 2005-2010 time frame, given that
affordable equipment and the required infrastructure become available.

4.2.3.2.4 Geographic Position and Automatic Location Data. Law enforcement requires
the ability to transmit location data, determined by geographic position technology or other
means, automatically or on demand, to other locations. Examples of this need include
constant updating of vehicle positions for dispatch and officer safety purposes, constant
updating of individua officer location for safety purposes when the officer is outside of her/his
vehicle, and the ability to trigger position transmitting devices on lost or stolen equipment
items.

4.2.3.2.5 Emergency Signals. Officers who need emergency assistance must be able to
activate an alarm that sends an automatic distress notice to a central monitoring point and
other officersin thefield.

4.2.3.2.6 Transmission of Reports. This system should accommodate transmission of
forms and reports to centra sites from mobile and remote locations.  This capability will be
used to transmit accident, arrest and incident reports, citation information and investigative
reports to central locations in long data streams of up to severa seconds. This capability will
reduce paper transactions, increase officer field time, and speed transmission of vital
information to command and administrative staff.

4.2.3.2.7 Electronic Messaging. Personnel require the ability to input messages into a
data transmission device for transmission to single or multiple agencies, including other
officers and other public safety providers.

4.2.3.2.8 Remote Device Monitoring. Law enforcement requires the ability to monitor
remote device indicators via data transmission. For example, the real-time ability to monitor
air quality standards at chemica and nuclear incidents is needed to help establish evacuation
plans. Data transmission capabilities must support transmission of wind speed and direction,
temperature, and atime and date stamp. The data bank of remote device transmissions must
be accessible by remote computer or terminal for incident tracking and decision-support by
field personnel.

4.2.3.2.9 Emergency Vehicle Signal Priority. Emergency units when activating lights or
siren should emit asignal that is received by traffic control devices along the route of travel to
change signal lights and accord the emergency vehicle the right of way. The emergency unit’s
signal should also be transmitted and received by school buses, mass transit and rail carriers
indicating that an emergency vehicleisin the area using emergency equipment. Ultimately, a
mapping device should be available that allows rail and mass trangit unitsto see a graphical
portraya of the location and route of emergency vehicles.
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4.2.3.3 Video Requirements. Multiple agencies may need to be able to monitor another
agency’ s video transmissions, but the ability to access public safety video must be based on a
“need to know” or incident management basis.

4.2.3.3.1 Incident Video. Some incidents like high risk surveillance, prison riots, high risk
drug transactions, and emergencies require real-time video. While these incidents may be
infrequent in some areas, others will have a more frequent demand for real-time video. The
capability must exist for both point-to-point and broadcast use of the video. For example, full
motion video must be transportable from the incident scene to an incident command post, and
also to aremotely located emergency operations center. Prison riots, chemical/nuclear
incidents, etc., may require monitoring of the incident from more than one location.

4.2.3.3.2 Aerid Surveillance Video. Many law enforcement agencies operate routine
surveillance of traffic, crimein progress situations and other events from airborne platforms.
Full motion video transmissions from airborne platforms to command and control locations
and supervisors on the ground is required.

4.2.3.3.3 Robotics Video. Hazardous material and explosive disposal response frequently
benefits from use of robotic devices. Full motion, generally short distance (up to 1000
meters), video transmissions from the robotic device to alocally-located control siteis
required to support such robotics activities.

4.2.3.3.4 Surveillance and Monitoring. Law enforcement requires the ability to transmit
video snap shots at the rate of one frame each 5 seconds for surveillance and monitoring
purposes. For example, person and building surveillance, low risk drug transactions, and
building security would be adequately served by this quality of video transmission.

4.2.3.3.5 Officer Safety and Operationa Video Transmission (Two Way). Many patrol
cars used by law enforcement agencies now are equipped with mobile video cameras. Video
recorded by these cameras provides evidence usable in criminal trials, and documents officer
actions in the event professional standards concerns are voiced. The ability to transmit full
motion video from mobile video cameras directly to dispatch and other command and control
installations is required on demand. Although constant transmission of this data from each
individual officer or mobile unit is not required, the ability to monitor video from a unit is
needed on an episodic basisin the event of officer assistance situations and other high risk
events, or operations of high command interest. In addition, the system must support
retransmission of full motion video to mobile and remote locations, where command and
control personnel and other mobile officers can monitor, perform decision-making and provide
assistance based on the video transmission.

4.2.3.3.6 Still-Photographs. Law enforcement requires the ability to transmit still
photographs on demand to other locations. For example, an officer in the field should be able
to transmit a digital image of the violator in custody to a remote location upon demand.
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4.2.4 Corrections

4.2.4.1 Wireless communications support is crucial to assure quality correctional services
and create the safest possible working environment for correctional personnel. These needs
are into two sub-categories of correctiona services: 1) Jails and prisons for facilities based
operations; and 2) Parole and probation for community based operations.

4.24.1.1 Correctional organizations across the country are a mix of both sworn and
non-sworn personnel and have a unique and varied public safety mission. The operationa
public safety radio communications needs of correctiona organizations will mirror one or
more of those of al of the other commonly recognized public safety and public service
organizations. Correctiona organizations provide public safety in the forms of law
enforcement, fire services, emergency medical services, emergency management and disaster
services. They also provide public service in the forms of highway maintenance, fire
prevention, conservation, the reintegration of offenders back into society and community
public works.

4.2.4.1.2 Prisonsand jails can be viewed as small but fully autonomous communities. In
addition to the custody staff, a variety of support staff are needed. Cooks, laundry workers,
firefighters, doctors, dentists, educators and maintenance people are needed to ensure inmates
are housed, clothed, and fed accordingly. Activities, tasks and communications that may
appear mundane, routine or administrative in normal circumstances take on significant public
safety and security implications in the correctiona environment.

4.2.4.2 Voice Requirements - Prisons and Jails. In general, voice communications for
correctional personnel must include coverage from portable to portable unit, with or without
use of infrastructure. Prisons and jails pose formidable challengesto intra- and interbuilding
communications due to their labyrinth design and heavy reliance on concrete and steel
construction. Voice coverage from portable radios must include the ability to communicate
from within these secure structures with a high degree of reliability. Correctiona personnel
must be able to speak with each other via a personal portable radio when they cannot see each
other, whether between adjacent housing units or floors, or from one end of a secure campus
style multi-unit facility to the other.

4.2.4.2.1 The mgjority of prison and jail operations result in a high concentration of users
in arelatively small, confined geographic setting. When traveling away from correctiona
facilities, voice communications requirements for correctional personnel mirror that of other
law enforcement wide area coverage needs.

4.2.4.2.2 The prison and jail voice communications system must be expandable to support
arelatively unlimited number of users quickly, i.e., 1 to 3 hours. Normal day-to-day
correctional operations may not require high capacity. However, when an inmate disturbance
or some form of man-made or natural disaster impacts facility safety and security, the system
must have the ability to expand to meet demand. The correctional environment requires the
ability to remotely, across the air, selectively inhibit lost or stolen radios. A functional radio in
the hands of an inmate significantly compromises the safety and security of an institution and
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the staff and inmates assigned therein. The ability to remotely “hot-key” aradio microphone
aids in equipment recovery and/or intelligence gathering if equipped staff are taken hostage.

4.2.4.2.3 Voice communications for most routine prison and jail operations do not require
encryption. However, other operations such as disturbance control, staff investigations, and
prison gang task forces often will warrant a higher level of transmission security. Devices
must be able to monitor both encrypted and non-encrypted messages simultaneously.

4.2.4.2.4 Staff to Staff Voice Communications. Voice communications routingly occur
in an “advise and assist” format one a one-to-one, or one-to-many basis between correctiond
staff in afacility. Information conveyed commonly includes genera coordination, operational
instructions, administrative information, as well as tactical and emergency communications.
The correctional voice communications system must provide support for routine voice
communications between staff working throughout a facility.

4.2.4.2.5 Voice Dispatch. The need for voice dispatch in a“command and control”
format varies depending on facility size and design. In some facilities, voice communications
may routinely occur between correctional staff dispersed throughout a facility and central
dispatch points. In othersit only occurs during the response to an incident. Information
conveyed commonly includes both operational instructions and information. The correctional
voice communications system must support routine dispatch communications.

4.2.4.2.6 Special Operations Communications. Disturbance control response team
operations and specia investigations are a commonplace aspect of today’ s larger correctiona
facilities. A voice communications capability that is separate from normal operations voice
traffic is required to support each special operation. These paths must have security
(encryption) available.

4.2.4.2.7 Nationwide Calling or Travel Channels. A need exists for nationwide calling or
travel channel(s) for use for prisoner transportation. The channels must be monitored
nationwide and in mobile and portable units nationwide. Hundreds of thousands of convicted,
often dangerous felons are transported within and between federal, state and local
jurisdictions. Often times as these ground transports move through communities today, they
are without any form of routine or emergency communications. Direct access to the nearest
public safety agency with the ability to provide emergency responseis crucia as these ground
transports are often hundreds of miles removed from their home jurisdiction. This concept
has significant impact on interoperability and is further discussed in Section 7.5 of the
Working Group 3 “Future Interoperability Needs Report” prepared by the Interoperability
Subcommittee.

4.2.4.2.8 Interoperability. Mutual aid considerations are essential to correctional
organizations. Large scale inmate disturbances or the pursuit of escapees requires
multi-agency coordination. Correctional organizations often provide and supervise large
inmate labor forces to assist in multi-agency recovery efforts in response to man-made and/or
natural disasters.
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4.2.4.2.9 Voice Messaging Alarms. Operating safe and secure prisons and jailsis very
staff intensive and personnel costs are the largest share of operating budgets. To reduce the
ongoing operational costs of incarceration, correctional organizations are searching for
improved strategies. The incorporation of various electronic deterrence and detection systems
have proliferated to reduce the need for staff resources. Many of these systems incorporate
roving alarm notification systems to provide rapid voice based darm information to
responding correctional personnel, thus allowing less staff to patrol alarger area.

4.2.4.3 Voice Requirements - Probation and Paroles. In general, voice communications
for probation and parole personnel mirrors that of law enforcement. Probation and parole
officers must be able to speak with each other or with other law enforcement officers.
Probation and parole personnel often cover more than one law enforcement jurisdiction.
V oice coverage from portable radios must include the ability to communicate from within
buildings with a high degree of reiability.

4.2.4.3.1 Voice communications for most routine probation and parole operations does
not require encryption. However, joint operations such as parolee-at-large sweeps; narcotic
eradication sweeps, etc. will often warrant a higher level of transmission security. Devices
must be able to monitor both encrypted and non-encrypted messages simultaneously.

4.2.4.3.2 Voice Digpatch. Voice communications routinely occur between probation and
parole personnel the field and central dispatch points. Information conveyed commonly
includes both operational instructions and information. The probation and parole voice
communications system must support routine dispatch communications.

4.2.4.3.3 Officer to Officer Voice Communications. Voice communications routinely
occur between one probation or parole officer in the field and one or more other officersin
thefield. Information conveyed commonly includes both operationa instructions,
adminigtrative information, and general coordination. The probation and parole voice
communications system must provide support for routine voice communications between
probation and parole officers working throughout a particular jurisdiction.

4.2.4.3.4 Special Operations Communications. Probation and parole officers routinely
participate in specia investigations, task forces and other discrete activities that are a
commonplace aspect of today’s criminal justice community. A voice communications
capability that is separate from normal operations voice traffic is required to support each
gpecial operation. These paths must have security (encryption) available.

4.2.4.4 DataRequirements - Prisons and Jails. The basic prison and jail requirement for
dataisimmediate, clear transfer and display of text and graphical information for all
correctional personnel, in support of both routine and emergency operations.

4.2.4.4.1 Mobile Data Computer/Termina Applications. A need exists for real-time
communications support of wireless mobile and portable computer systems capable of
transmitting and receiving routine data queries and responses, electronic mail, location data
and other graphics including fingerprints and mug shots, along with incident-specific data and
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intelligence. Within afacility this may take the form of secure wirelessLAN connectivity, or
short hop microwave connections. Portable, wireless access to facility floor plan layouts for
fire suppression or the development of tactical assault plan for special teamsis essential to
save lives. When traveling away from correctional facilities, wide area mobile data
applications are required to manage transportation routing and scheduling.

4.2.4.4.2 Geographic Position and Automatic Location Data. Correctional organizations
require the ability to transmit location data, determined by geographic position technology or
other means, automatically or on demand to other locations. As correctiona organizations
must monitor larger and larger inmate populations with less and less staff, prisons and jails
have identified a need to monitor individual inmate movement and location within large
facilities. Such systems may aso provide for early detection of escapes between physical
counts. Outside of facilities, there is the need for constant updating of vehicle positions for
transportation dispatch and transportation officer safety purposes.

4.24.4.3 Emergency Signas. Correctiona personnel in prisons and jails who need
emergency assistance must be able to activate an alarm that sends an automatic distress notice
to a central monitoring point and other staff in the facility. The sophistication of such systems
varies from simple “panic buttons’ that will activate a general alarm, to more complex systems
that incorporate multiple features such as unique unit identification, automatic unit
registration, mercury activated person-down switches and automatic unit location. Often
times these systems are stand-alone from other communications systems such as voice radio in
order to provide staff security to those who would otherwise not require a portable
communication device.

4.2.4.4.4 Remote Device Monitoring. Prisons and jails require the ability to monitor
remote device indicators via data transmission in order to maintain safe facility operations and
secure perimeters. For example, the ability to monitor plant operations systems such as
electrical power generation, water or sewer processing, and perimeter detection systems for
any sign of faillure. While loss of such services in the community for short periods can be
inconvenient, in the correctional environment they can produce disastrous consequences.
Additionally, the ability to remotely control or disable various plant or security operationsis
essential to isolating and containing an inmate disturbance from spreading to adjacent
facilities.

4.2.4.5 Data Regquirements - Probation and Parole. The basic probation and parole
requirement for datais immediate, clear transfer and display of text and graphical information
for all probation and parole personnel, in support of both routine and emergency operations.
Probation and parole require the same law enforcement network access described in Section
4.2.3.2.1 above.

4.2.45.1 Mobile Data Computer/Termina Applications. A need exists for real-time
communications support of wireless mobile and portable computer systems capable of
transmitting and receiving routine data queries and responses, electronic mail, location data
and other graphics including fingerprints and mug shots, along with incident-specific data and
intelligence.
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4.2.4.5.2 Geographic Position, Automatic L ocation Data, Remote Device Monitoring.
Probation and parole organizations require the ability to transmit location data, determined by
geographic position technology or other means, automatically or on demand to other
locations. A mgjor role in incarceration is now being played out in the community by
probation and parole organizations, where their charges are sequestered in their homes by
remote electronic monitoring. This use of “house arrest” has risen tremendoudly.
Additionally, there is a mounting movement to develop systems and process to continually
monitor and know the whereabouts of probationers, parolees and early release inmates on a
continuous basis. Proposed requirements have included alocation accuracy of afew meters
and a minimum five minute interval report time.

4.2.45.3 Emergency Signas. Probation and parole personnel who need emergency
assistance must be able to activate an alarm that sends an automatic distress notice to a central
monitoring point and other staff in the field.

4.2.4.5.4 Transmission of Reports. This system should accommodate transmission of
forms and reports to central sites from mobile and remote locations. This capability will be
used by probation and parole personnel to transmit arrest reports, report violations, request
warrants and to update case records files to central locations in long data streams of up to
several seconds. This capability will reduce paper transactions, increase probation and parole
officer field time, and speed transmission of vital information to command and administrative
staff as well as other law enforcement agencies.

4.2.45.5 Electronic Messaging. Probation and parole officers require the ability to input
messages into a data transmission device for transmission to single or multiple agencies,
including other officers and other public safety providers. Due to their constant contact with
the offender population, these staff often can provide substantive information to other law
enforcement agencies.

4.2.4.6 Video Requirements - Prisons and Jails. The basic prison and jail requirement for
video isimmediate, clear wireless transfer of video for routine and emergency operations.

4.2.4.6.1 Incident Video. Some incidents like major inmate disturbances or hostage
Situations require real-time video. The capability must exist for both point-to-point and
broadcast use of the video. For example, full motion video must be transportable from the
incident scene to an incident command post, and also to aremotely located emergency
operations center.

4.2.4.6.2 Surveillance and Monitoring. As correctiona organizations must monitor larger
and larger inmate populations with less and less staff, prisons and jails have identified the need
to use rea-time video to monitor multiple secure areas from remote locations. Additionaly,
remotely operated video cameras are a great assets in reducing the introduction of contraband
into facilities via visiting room settings. There are some prison locations where wired video
systems are not practical or where portable video systems requiring wireless links are
required.
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4.2.4.7 Video Requirements - Probation and Parole. The basic probation and parole
video requirement is for immediate, clear wireless transfer of video for routine and emergency
operations.

4.2.4.7.1 Surveillance and Monitoring. Probation and parole require the ability to
transmit video snapshots at the rate of one frame each five seconds, for surveillance and
monitoring purposes. For example individual, gang, building and low risk drug transaction
surveillance would be adequately served by this quality of video transmission.

4.2.4.7.2 Still-Photographs. Probation and parole operations require the ability to
transmit still photographs on demand to other locations. For example, a probation or parole
officer in the field should be able to transmit and/or receive a digital image of probationers or
parolees to and/or from other officers and central dispatch points.

4.3 FIRE, EMERGENCY MEDICAL AND RELATED LIFE AND PROPERTY
PROTECTION SERVICES

4.3.1 Misson. The mission of the Fire, Emergency Medica and Related Life and
Property Protection Services working group isto catalog operational requirements for those
public entities that provide services to the public, encompassing emergency life saving and the
critical care of the sick and injured, as well as emergency property protection.

Historically these services have been categorized as Fire Service and Emergency Medica
Service (EMS), and in many jurisdictions al or part of the functions contained herein are
managed exclusively by Fire and EMS providers. For example, the County of Los Angeles
Fire Department provides a broad scope of services including fire suppression and prevention,
emergency medical paramedic, hazardous materials, urban search and rescue, technica and
mountain search and rescue, swift water rescue, and ocean lifeguard services.

This broadening scope of service displays significant growth from the historic perspective
of fire suppression and first aid. Due in part to thisincreased responsibility placed upon the
public protectors of life and property, we now find many of these services provided by a
variety of public safety provider agencies, both as combined service and single service
providers.

To reasonably represent all of these providers without regard to umbrella agency
categorization, this working group includes a description of the common and unique
operational requirements for each of the following life and property protection services:

Fire Suppression and Prevention

Emergency Medical Services

Hazardous Materias

Urban Search and Rescue/ Technical Search and Rescue
Swift Water Rescue

Ocean Lifeguards Blue Water Rescue
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Other Property Protection and Preservation

4.3.2 Introduction. Wireless command, control and communications support is crucia to
assure quality life and property protection and to create the safest possible working
environment for Fire, Emergency Medical and related Life and Property Protection services
personnel. Wireless technologies are the emerging backbone of command, control,
communications, and computerized synthesis of intelligence gathering and distribution (C4l.)

The following material is the product of discussion and correspondence with Fire,
Emergency Medical and related Life and Property Protection officials from various locations
throughout the United States. The emphasis of the working group has been on identification
of present and future operational needs, dependent on wireless communication, without
regard to cost or the current availability of technology. Needs are categorized into three basic
areas of wireless communication: voice, data, and video.

4.3.3 Fire Suppression and Prevention.

4.3.3.1 Voice Requirements. The basic requirement for voice isimmediate, clear voice
communications for all fire suppression and prevention personnel upon al demands, mgjor and
minor, created by fire-related emergencies. Adequate voice communication paths must be
provided for safe, efficient, and effective operations at all incidents. It is not unusual for
major incidents to require in excess of 150 separate and distinct voice communication paths to
ensure positive, effective incident operations. This large requirement for communication paths
isincumbent upon many factors such as, the wide variety of tactical assignments that must be
performed simultaneoudly for rapid containment and control, the need to coordinate between
multiple layers of the command structure, the need to coordinate between the incident
command structure sections, i.e. operations, logistics, planning, and finance, the need to
coordinate with those cooperating agencies that provide support services to the incident, and
the need to coordinate with those automatic and mutual aid agencies assisting in fire
suppression and prevention activities. These communication paths must be immediately
available and expandable to accommodate the rapid change from day-to-day operationsto
major disaster requirements.

4.3.3.1.1 Tacticad Voice. Tactica voice communication requirements exist at the actud
situation or suppression level of an incident. Tactical assignments vary significantly by
location and function. Separate tactical voice paths are required for each strike team, task
force, or functional group. The total number of tactical voice paths will vary in accordance
with the size and nature of the incident, as well as the number of units required for
containment and control. Incidents of magnitude similar to the Old Topanga Incident (1993
Maibu wildland urban interface fire), the 1991 Oakland Hills Fire, or the 1992 Los Angeles
civil disturbance fires created tactical voice path demands in excess of 80 distinct tactical
paths.

4.3.3.1.2 Command Voice. Command and Control voice communication requirements
exist at each successive level of command above the tactical levels. Generally, separate
command voice paths will be required for each leader in the chain of command upon which al
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leaders immediately subordinate will operate. The total number of command voice paths will
vary in accordance with the size and nature of the incident. Standard operating procedures for
the Incident Command System dictate that a five to one ratio of subordinates to commander is
ideal. Large incidents may require in excess of 30 command voice paths.

4.3.3.1.3 Interoperability Voice. The Interoperability subcommittee report examines the
need for interoperability voicein detail; however, this communication need must be stressed
and catalogued as an operational requirement. Large fire incidents require the aid of a
multitude of public safety and public service agenciesto effectively save lives and protect
property. The Old Topanga Incident (1993 Malibu wildland urban interface fire) called upon
the services of 458 assisting agencies from twelve states and in excess of twenty cooperating
agencies for containment and control. It isimpossible to effect efficient command and control
without the ability to communicate with assisting and cooperating agencies on mgor
incidents.

4.3.3.2 Data Requirements. The basic need for dataisimmediate, clear multiplex wireless
transfer and display of data (text and graphics) for al fire personnel upon all demands, major
and minor, created by fire-related emergencies. The ability to transmit, receive, and display
intelligent data will greatly enhance and support the overall mission of fire command and
control. The advantage of digita text and graphic data in conjunction with voice is accuracy
and storage for future recall. Text can be recalled unlimited times to assure correct
interpretation of the information. In addition, digital information can be stored and integrated
into other data for the purposes of incident reporting and documentation. Data transmission
requires less air time than voice, allowing increased availability of voice communication paths.

4.3.3.2.1 Mobile Data Computer/Terminal applications. A need exists for
communications support of wireless mobile and portable computer systems capable of
transceiving incident specific data and intelligence. Support for these systems should
accommodate transmission of text, such as electronic mail secure and unsecure individual and
group messaging, multilayered geographic information data (GIS) aswell asrea time data,
such as automatic vehicle and personnel location, weather and atmospheric conditions,
hazardous material conditions and incident intelligence received from remote sensors or
directly keyed.

4.3.3.2.2 Automatic Location Information. A need exists for automatic communication
of location information generated to report accurate location of vehicles and personnel into a
synthesized computer command and control system. This system should also accommodate
associated data, such as emergency situation alert function, personnel vitals and equipment
status and needs such as fuel and water. Automatic location information will accomplish
several goasin the mission of life and property protection; emergency responders dispatched
with regard to actual incident proximity will trim precious life and property saving response
times, incident commanders will accurately assign and monitor units/personnel to accomplish
strategic efficiency; and fire fighters will report emergency situation location by the push of a
button, speeding help their way and reducing the likelihood of injury or death.
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4.3.3.2.3 Robotics support. In extremely hazardous situations, fire suppression may only
be accomplished with remote suppression equipment supported by robotics. The operation of
this equipment will be heavily dependent upon wireless data connectivity.

4.3.3.2.4 Interoperability Data. The Interoperability subcommittee report examines the
need for data interoperability in detail; however, this communication need must be stressed
and catalogued as an operational requirement. Large fire incidents require the aid of a
multitude of public safety and public service agenciesto effectively save lives and protect
property. Incident intelligence is greatly enhanced by the ability to send and display
information formatted as text and graphics. It isimpossible to effect efficient command and
control without the ability to communicate with assisting and cooperating agencies on major
incidents.

4.3.3.3 Video/Imagery Requirements. The basic requirement for video/ imagery is
immediate, clear wireless transfer of video/ imagery for al fire personnel upon al demands,
major and minor, created by fire-related emergencies. Video/imagery capture and display
systems must be capable of transceiving incident specific replications and should
accommodate video and imagery from al available sources including privately owned and
agency controlled. For example, automatic aid agreements with commercia broadcast
agencies would often provide quality video/ imagery of incident scenes for command
personnel, either directly or through retransmission.

4.3.3.3.1 Incident Video/Imagery. A need exists for real time transmission of fire incident
scenes from the scene location to the incident command post and also to remotely located
emergency operations centers.

4.3.3.3.2 Aerial Observation Video/Imagery. A need exists for the transmission of
video/imagery from airborne platforms to the incident command post.

4.3.3.3.3 Robotics Video/Imagery. In extremely hazardous situations, fire suppression
may only be accomplished with remote suppression equipment supported by robotics. The
operation of this equipment will be heavily dependent upon wireless connectivity and the
ability to guide these devices via video support.

4.3.3.3.4 Interoperability Video/Imagery. Video/imagery interoperability need must be
stressed and catalogued as an operational requirement. Large fire incidents require the aid of
amultitude of public safety and public service agenciesto effectively save lives and protect
property. Additionally, video and imagery is gathered from multiple sources, both public and
private, during mgjor incidents. The ability to utilize video and imagery from multiple
sources, as well as the ability to share this information among assisting and cooperating
agencies, will greatly enhance incident operations.

4.3.4 Emergency Medical Services (EMYS)

4.3.4.1 Voice Requirements. The basic requirement for voice isimmediate, clear voice
communications for all EM S personnel upon al demands, mgor and minor, created by
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Situations requiring the intervention of EM S personnel. EM S personnel require the ability to
communicate by voice with like personnel and units, base station hospitals and doctors,
regional transportation coordination centers, airborne medical evacuation resources, fire
service and law enforcement resources, infectious disease centers, poison control centers, and
many more. Adequate voice communication paths must be provided for safe, efficient, and
effective operations at al emergency medical incidents. These communication paths must be
immediately available and expandable to accommodate the rapid change from day-to-day
operations to multi-casualty disaster requirements.

4.3.4.1.1 Patient Care Voice. Thisvoice communication requirement exists at the actual
patient care level of an incident. Thisvita link provides interface between doctors and EMS
personnel and fosters proper and efficient treatment for the sick and injured. Separate patient
care voice paths are required for each EM Shospital team. It is common for multiple EMS
units to require immediate interface with the same or multiple base hospitals s multaneoudly.
Seconds, not minutes, make the difference between full recovery, debilitating injury, or degth.
Rapid, efficient intervention supported by EM S personnel/base hospital interface plays a
critical role in determining the outcome. Numbers of required patient care voice paths will
vary in accordance with civilian population and EMS provider area call volume; however, our
mobile society transports large numbers of potential victims via highway, rail, and air into
sparsely populated areas on aroutine basis.

4.3.4.1.2 Scene Control Voice. Scene control voice communication requirements exist
at every EMS incident regardless of size or complexity. These voice paths are required to
ensure safe working environments, the timely and accurate placement of transportation units,
the immediate request for assistance and additional equipment, and overall scene coordination.
The required number of scene control voice paths vary with the size and complexity of the
incident. A typical multi-casualty incident will require distinct scene control voice paths to
support incident command, triage, treatment, and transportation.

4.3.4.1.3 Interoperability Voice. The Interoperability subcommittee report examines the
need for interoperability voice in detail; however, this communication need must be stressed
and catalogued as an operationa requirement. EMS personnel require the ability to
communicate by voice with base station hospitals and doctors, regional transportation
coordination centers, airborne medical evacuation resources, fire service and law enforcement
resources, infectious disease centers, poison control centers, and many more. Adequate voice
communication paths must be provided for safe, efficient, and effective operations at all
emergency medica incidents.

4.3.4.2 Data Requirements. The basic need for dataisimmediate, clear multiplex wireless
transfer and display of data (text and graphics) for al EM S personnel upon all demands, major
and minor, created by EM S-related emergencies. The ability to transmit, receive, and display
datawill greatly enhance and support the overall mission of EMS. The advantage of digita
text and graphic data in conjunction with voice is accuracy and storage for future recall. Text
can be recalled unlimited times to assure correct interpretation of the information. In addition,
digital information can be stored and integrated into other data for the purposes of incident
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reporting and documentation. Data transmission requires less air time than voice, allowing
increased availability of voice communication paths.

4.3.4.2.1 Mobile Data Computer/Terminal applications. A need exists for
communications support of wireless mobile and portable computer systems capable of
transceiving incident and patient specific data and intelligence. Support for these systems
should accommodate transmission of text such as secure and unsecure individual and group
messaging, multilayered geographic information data (GIS), as well asreal time data such as
automatic vehicle and personnel location.

4.3.4.2.2 Patient Care Data. A need exists for the wireless transfer of patient vitals and
diagnostic data. Advanced diagnostic tools such as twelve lead EKG, EEG, ultra-sound, and
MRI will transfer life saving information between field units and base hospitals.

4.3.4.2.3 Automatic Location Information. A need exists for automatic communication
of location information generated to report accurate location of vehicles and personnel into a
synthesized computer command and control system. This system should also accommodate
associated data such as emergency situation alert function, personnel vitals, and equipment
status and needs.

4.3.4.2.4 Interoperability Data.  The Interoperability subcommittee report examines the
need for data interoperability in detail; however, this communication need must be stressed
and catalogued as an operational requirement. EM S incidents require the aid of a multitude of
public safety and public service agencies. Datamust be shared to effectively care for the sick
and injured.

4.3.4.3 Video/Imagery Requirements. The basic requirement for video/imagery is
immediate, clear wireless transfer of video/ imagery for all EM S/hospital personnel upon al
demands, magjor and minor, created by EM S-related emergencies. Video/imagery capture and
display systems must be capable of transferring patient specific replications from unitsin the
field to diagnostic patient care centers. The ability for doctorsto view the actual patient in
conjunction with voice and data assessment information will greatly enhance patient care and
survivability.

4.3.4.3.1 Patient Care Video/Imagery. Video/imagery capture and display systems must
be capable of transferring patient specific replications from units in the field to diagnostic
patient care centers. The ability for doctors to view the actual patient in conjunction with
voice and data assessment information will greatly enhance patient care and survivability.

4.3.4.3.2 Interoperability Video/Imagery. The Interoperability subcommittee report
examines the need for data interoperability in detail; however, this communication need must
be stressed and catalogued as an operational requirement. EMS incidents require the aid of a
multitude of public safety and public service agencies. Video/ Imagery must be shared to
effectively care for the sick and injured.
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4.3.5 Hazardous Material Teams (Haz Mat)

4.3.5.1 Voice Requirements. The basic requirement for voice isimmediate, clear voice
communications for all hazardous materials team personnel upon all demands, major and
minor, created by situations requiring the intervention of Haz Mat personnel. Haz Mat
personnel require the ability to communicate by voice with alarge variety of public safety and
public service organizations to effectively contain and safely control hazardous material
incidents. Adequate voice communication paths must be provided for safe, efficient, and
effective operations at all hazardous materials incidents. These communication paths must be
immediately available and expandable to accommodate the rapid changes that occur on
incidents of this nature.

4.35.1.1 Tactical Voice. Tactical voice communication requirements exist at the actual
situation or containment level of an incident. Tactical assignments and functional groups vary
significantly on hazardous materias incidents. Haz Mat incidents may be static or dynamic.
They may involve fire and explosions. Oceans, lakes, and waterways may be affected; and
toxic gas clouds many times complicate the task of containment and civilian safety. Each of
these concerns must be addressed and attacked by specialized task groups. Separate tactical
voice paths are required for each strike team, task force, or functional group. The total
number of tactical voice paths will vary in accordance with the size and nature of the incident,
aswell as the number and variety of units required for containment and control.

4.35.1.2 Command Voice. Command and Control voice communication requirements
exist at each successive level of command above the tactical levels. The location and
anticipated dynamic consequence of hazardous material incidents dictate command
responsbility. This command responsibility may be placed upon officials from fire agencies,
law enforcement, the Coast Guard, Fish and Game, AQMD, etc. Generadly, separate
command voice paths will be required for each leader in the chain of command upon which al
leaders immediately subordinate will operate. The total number of command voice paths will
vary in accordance with the size and nature of theincident. Standard operating procedures for
the Incident Command System dictate that a five to one ratio of subordinates to commander is
ideal. Large incidents require multiple command voice paths. The potentia for disaster
implied by these incidents dictates that the voice communication conduit from command to
subordinate to tactical levels of operation be solid, reliable, and secure.

4.3.5.1.3 Interoperability Voice. The Interoperability subcommittee report examines the
need for interoperability voice in detail; however, this communication need must be stressed
and catalogued as an operationa requirement. Haz Mat personnel require the ability to
communicate by voice with awide variety of assisting and cooperating agencies such asfire,
law enforcement, health departments, the Coast Guard, Department of Defense state and
federal forestry, fish and game, flood control, AQMD, highways and transportation, toxic
substance and poison control centers, agriculture, railroads, Chem. Trek, EMS, utility
providers, and state and federal disaster warning centers. Adequate voice communication
paths must be provided for safe, efficient, and effective operations at al hazardous material
incidents.

PuBLIC SAFETY WIRELESS ADVISORY COMMITTEE
September 11, 1996



Appendix A - ORSC Final Report, Page 29 (103)

4.3.5.2 Data Requirements. The basic need for dataisimmediate, clear multiplex wireless
transfer and display of data (text and graphics) for al Haz Mat personnel upon al demands,
major and minor, created by Haz Mat-related emergencies. The ability to transmit, receive,
and display intelligent data will greatly enhance and support the overall mission of Haz Mat
teams. The advantage of digital text and graphic datain conjunction with voice is accuracy
and storage for future recall. Text can be recalled unlimited times to assure correct
interpretation of the information. In addition, digital information can be stored and integrated
into other data for the purposes of incident reporting and documentation. Data transmission
requires less air time than voice, allowing increased availability of voice communication paths.

4.3.5.2.1 Mobile Data Computer / Terminal applications. A need exists for
communications support of wireless mobile and portable computer systems capable of
transceiving incident-specific data and intelligence. Support for these systems should
accommodate transmission of text, such as secure and unsecure individua and group
messaging, multilayered geographic information data (GIS), as well asreal time data, such as
automatic vehicle and personnel location, as well as weather and atmospheric conditions.

4.3.5.2.2 Automatic Location Information. A need exists for automatic communication
of location information generated to report accurate location of vehicles and personnel into a
synthesized computer command and control system. This system should also accommodate
associated data such as emergency situation alert function, personnel vitals, and equipment
status and needs. Automatic location information will accomplish severa goalsin the mission
of life and property protection: Emergency responders dispatched with regard to actua
incident proximity will trim precious life and property saving response times; incident
commanders will accurately assign and monitor units/ personnel to accomplish strategic
efficiency; and Haz Mat personnel will report emergency situation location by the push of a
button, speeding help their way and reducing the likelihood of injury or death.

4.3.5.2.3 Robotics support. In extremely hazardous situations, hazardous material
containment may only be accomplished with remote equipment supported by robotics. The
operation of this equipment will be heavily dependent upon wireless data connectivity.

4.3.5.2.4 Interoperability Data. The Interoperability subcommittee report examines the
need for data interoperability in detail; however, this communication need must be stressed
and catalogued as an operational requirement. Hazardous material incidents require the aid of
amultitude of public safety and public service agenciesto effectively save lives and protect
property. Incident intelligence is greatly enhanced by the ability to send and display
information formatted as text and graphics. It isimpossible to effect efficient command and
control without the ability to communicate with assisting and cooperating agencies on Haz
Mat incidents.

4.3.5.3 Video/Imagery Requirements. The basic requirement for video/imagery is
immediate, clear wireless transfer of video/imagery for all Haz Mat personnel upon all
demands, mgjor and minor, created by Haz Mat-related emergencies. Video/imagery capture
and display systems must be capable of transceiving incident specific replications and should
accommodate video and imagery from al available sources including privately owned and
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agency controlled. For example, automatic aid agreements with commercia broadcast
agencies would often provide quality video/ imagery of incident scenes for command
personnel, either directly or through retransmission.

4.35.3.1 Incident Video/Imagery. A need exists for the real time transmission of Haz
Mat incident scenes from the scene location to the incident command post and aso to
remotely located emergency operations centers.

4.35.3.2 Aerid Observation Video/Imagery. A need exists for the transmission of
video/imagery and multi-spectral toxic cloud replication from airborne platforms to the
incident command post.

4.3.5.3.3 Robotics Video/Imagery. In extremely hazardous situations, hazardous material
containment may only be accomplished with remote equipment supported by robotics. The
operation of this equipment will be heavily dependent upon wireless connectivity and the
ability to guide these devices via video support.

4.3.5.3.4 Interoperability Video/Imagery. The Interoperability subcommittee report
examines the need for video/imagery interoperability in detail; however, this communication
need must be stressed and catalogued as an operational requirement. Hazardous material
incidents require the aid of a multitude of public safety and public service agencies to
effectively save lives and protect property. Additionally, video and imagery is gathered from
multiple sources, both public and private, during magjor incidents. The ability to utilize video
and imagery from multiple sources, as well as the ability to share thisinformation among
assisting and cooperating agencies, will greatly enhance incident operations.

4.3.6 Urban Search and Rescue/Technical Search and Rescue (USAR/TSAR)

4.3.6.1 Voice Requirements. The basic requirement for voice isimmediate, clear voice
communications for all USAR/TSAR team personnel upon al demands, mgor and minor,
created by situations requiring the intervention of USAR/TSAR personnel. USAR/TSAR
personnel require the ability to communicate by voice in specialized environments, such as
confined spaces created by collapsed structures or trenches, and difficult terrain dictated by
steep and broken topography found in mountain and canyon rescues. To effectively conduct
operations under these demanding situations, adequate voice communication paths must be
provided to foster safety and efficiency. These communication paths must be immediately
available and expandable to accommodate the precise coordination required by incidents of
this nature.

4.3.6.1.1 Tactical Voice. Tactical voice communication requirements exist at the actual
situation or rescue level of an incident. Tactical assignments and functiona groups vary
significantly on USAR/TSAR incidents. USAR/TSAR incidents present rescuers with a
variety of exacting operational concerns. Each of these concerns must be addressed and
attacked by specialized task groups. Separate tactical voice paths are required for each strike
team, task force, or functional group. The total number of tactical voice paths will vary in
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accordance with the size and nature of the incident, as well as the number and variety of units
required to safely effect the rescue.

4.3.6.1.2 Command Voice. Command and Control voice communication requirements
exist at each successive level of command above the tactical levels. Generally, separate
command voice paths will be required for each leader in the chain of command upon which al
leaders immediately subordinate will operate. The total number of command voice paths will
vary in accordance with the size and nature of the incident. Standard operating procedures for
the Incident Command System dictate that a five to one ratio of subordinates to commander is
ideal. Large incidents require multiple command voice paths. Rapid intervention isthe key to
success on incidents of this nature. Successful operations depend upon immediate voice
communications from command to subordinate to tactical levels of operation. This conduit
must be solid, reliable, secure and immediately available.

4.3.6.1.3 Interoperability Voice. The Interoperability subcommittee report examines the
need for interoperability voice in detail; however, this communication need must be stressed
and catal ogued as an operational requirement. USAR/TSAR personnel require the ability to
communicate by voice with awide variety of assisting and cooperating agencies, such asfire,
law enforcement, building departments, Haz Mat, public works, flood control, highways and
transportation, EMS, utility providers, and engineering entities, etc. Adequate voice
communication paths must be provided for safe, efficient, and effective operations at all
USAR/TSAR incidents.

4.3.6.2 Data Requirements. The basic need for dataisimmediate, clear multiplex wireless
transfer and display of data (text and graphics) for al USAR/TSAR personnel upon al
demands, mgor and minor, created by USAR/TSAR related emergencies. The ability to
tranamit, receive and display intelligent data will greatly enhance and support the overall
mission of USAR/TSAR teams. The advantage of digital text and graphic datain conjunction
with voice is accuracy and storage for future recall. Text can be recalled unlimited times to
assure correct interpretation of the information. 1n addition, digital information can be stored
and integrated into other data for the purposes of incident reporting and documentation. Data
transmission requires less air time than voice, allowing increased availability of voice
communication paths.

4.3.6.2.1 Mobile Data Computer/Terminal applications. A need exists for
communications support of wireless mobile and portable computer systems capable of
transceiving incident specific data and intelligence. Support for these systems should
accommodate transmission of text, such as secure and unsecure individua and group
messaging, multilayered geographic information data (GIS), as well asreal time data, such as
automatic vehicle and personnel location, as well as weather, atmospheric, and seismic
conditions.

4.3.6.2.2 Automatic Location Information. A need exists for automatic communication
of location information generated to report accurate location of vehicles and personnel into a
synthesized computer command and control system. This system should also accommodate
associated data, such as emergency Situation aert function, personnel vitals, and equipment
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status and needs. Automatic location information will accomplish severa goalsin the mission
of life and property protection: Emergency responders dispatched with regard to actua
incident proximity will trim precious life and property saving response times; incident
commanders will accurately assign and monitor units/personnel to accomplish strategic
efficiency; and USAR/TSAR personnel will report emergency sSituation location by the push
of a button, speeding help their way and reducing the likelihood of injury or death.

4.3.6.2.3 Robotics support. In extremely hazardous situations, such as confined space
rescues, many tasks may only be accomplished with remote equipment supported by robotics.
The operation of this equipment will be heavily dependent upon wireless data connectivity.

4.3.6.2.4 Interoperability Data. The Interoperability subcommittee report examines the
need for data interoperability in detail; however, this communication need must be stressed
and catalogued as an operational requirement. USAR/TSAR incidents require the aid of a
multitude of public safety and public service agencies to effectively save lives and protect
property. Incident intelligence is greatly enhanced by the ability to send and display
information, such as building floor plans formatted as text and graphics. It isimpossble to
effect efficient command and control without the ability to communicate with assisting and
cooperating agencies on USAR/TSAR incidents.

4.3.6.3 Video/Imagery Requirements. The basic requirement for video/imagery is
immediate, clear wireless transfer of video/imagery for all USAR/TSAR personnel upon all
demands, major and minor, created by USAR/TSAR related emergencies. Video/imagery
capture and display systems must be capable of transceiving incident specific replications and
should accommodate video and imagery from all available sources including privately owned
and agency controlled. For example, automatic aid agreements with commercia broadcast
agencies would often provide quality video/ imagery of incident scenes for command
personnel, either directly or through retransmission.

4.3.6.3.1 Incident Video/Imagery. A need exists for the real time transmission of USAR/
TSAR incident scenes from the scene location to the incident command post and aso to
remotely located emergency operations centers.

4.3.6.3.2 Aerial Observation Video/Imagery. A need exists for the transmission of
video/imagery, and multi-spectral intelligence from airborne platforms to the incident
command post.

4.3.6.3.3 Robotics Video/Imagery. In extremely hazardous situations, rescues may only
be accomplished with remote equipment supported by robotics. The operation of this
equipment will be heavily dependent upon wireless connectivity and the ability to guide these
devices via video support.

4.3.6.3.4 Interoperability Video/ Imagery. The Interoperability subcommittee report
examines the need for video/ imagery interoperability in detail, but this communication need
must be stressed and catalogued as an operational requirement. USAR/TSAR incidents
require the aid of a multitude of public safety agencies and pure communication requirements
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exist at the actual situation or rescue level of an incident. Tactical assignments and functional
groups vary significantly on Swift Water Rescue incidents. Swift Water Rescue incidents
present rescuers with a variety of exacting operational concerns over a vast geographic area.
Each of these concerns must be addressed and attacked by specialized task groups. Task
groups consist of land based resources, watercraft resources, airborne resources, and
swimmer insertion teams. Separate tactical voice paths are required for each functional
group. Thetotal number of tactical voice paths will vary in accordance with the size and
nature of the incident as well as the number and variety of units required to safely effect the
rescue.

4.3.7 Swift Water Rescue

4.3.7.1 Voice Requirements. The basic requirement for voice isimmediate, clear voice
communications for all Swift Water Rescue personnel upon all demands, major and minor,
created by situations requiring the intervention of water rescue personnel. Swift Water
Rescue personnel require the ability to communicate by voice in specialized dynamic
environments, as well asin routine patrol and rescue situations. To effectively conduct
operations under these demanding situations, adequate voice communication paths must be
provided to foster safety and efficiency. Paths are required to support water course
surveillance, recreational user observation and other routine duties, as well as dynamic
demands required in expanded incident situations. These communication paths must be
immediately available and expandable.

4.3.7.1.1 Tactical Voice. Tactical Voice. Tactica voice communication requirements
exist at the actual situation or rescue level of an incident. Tactical assignments and functional
groups vary significantly on incidents requiring intervention by Swift Water Rescue personnel.
Swift Water Resuce personnel task groups consist of land-based resources, watercraft
resources, airborne resources, and swimmers. Each of these functional groups and tactical
assignments must be addressed and supported by voice communication paths. Clear and
distinct tactical voice communication paths must be immediately available for assignment to
specific water emergency incidents. Swift Water Rescue personnel handle a multitude of
incidents ranging from routine single victim water rescues to multi-casualty incidents, vessel
grounding, and downed aircraft. Adequate tactical voice communication paths are required to
support multiple incidents smultaneoudly.

4.3.7.1.2 Command Voice. Command and Control voice communication requirements
exist at each successive level of command above the tactical levels. Generally, separate
command voice paths will be required for each leader in the chain of command upon which al
leaders immediately subordinate will operate. The total number of command voice paths will
vary in accordance with the size and nature of theincident. Standard operating procedures
for the Incident Command System dictate that a five to one ratio of subordinates to
commander isideal. Large incidents require multiple command voice paths. Rapid
intervention is the key to success on incidents of this nature. Successful operations depend
upon immediate voice communications from command to subordinate to tactical levels of
operation. This conduit must be solid, reliable, secure and immediately available.
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4.3.7.1.3 Interoperability Voice. The Interoperability subcommittee report examines the
need for interoperability voice in detail, but this communication need must be stressed and
catalogued as an operational requirement. Swift Water Rescues, as arule, involve multiple
jurisdictions due to the dynamic nature and paths of the involved waterways. Swift Water
Rescue personnel require the ability to communicate by voice with awide variety of assisting
and cooperating agencies, such asfire, law enforcement, lifeguards, Coast Guard, public
works, flood control, highways and transportation, EM S, etc. Adeguate voice communication
paths must be provided for safe, efficient, and effective operations at all Swift Water Rescue
incidents.

4.3.7.2 Data Requirements. The basic need for dataisimmediate, clear multiplex wireless
transfer and display of data (text and graphics) for al Swift Water Rescue personnel upon al
demands, major and minor, created by Swift Water related emergencies. The ability to
transmit, receive, and display intelligent data will greatly enhance and support the overall
mission of Swift Water Rescue teams. The advantage of digital text and graphic datain
conjunction with voice is accuracy and storage for future recall. Text can be recalled
unlimited times to assure correct interpretation of the information. In addition, digital
information can be stored and integrated into other data for the purposes of incident reporting
and documentation. Data transmission requires less air time than voice, allowing increased
availability of voice communication paths.

4.3.7.2.1 Mobile Data Computer/Terminal applications. A need exists for
communications support of wireless mobile and portable computer systems capable of
transceiving incident specific data and intelligence. Support for these systems should
accommodate transmission of text such as secure and unsecure individual and group
messaging, multilayered geographic information data (GIS), as well asreal time data such as
automatic vehicle and personnel location, as well as weather and atmospheric conditions.

4.3.7.2.2 Automatic Location Information. A need exists for automatic communication
of location information generated to report accurate location of vehicles, personnel, and
victimsinto a synthesized computer command and control system. This system should aso
accommodate associated data such as emergency situation alert function, personnel vitals, and
equipment status and needs. Automatic location information will accomplish several goasin
the mission of life and property protection: Emergency responders dispatched with regard to
actua incident proximity will trim precious life and property saving response times; incident
commanders will accurately assign and monitor units personnel to accomplish strategic
efficiency; victim location may be accurately tracked to support proper placement of
resources; and Swift Water Rescue personnel will report emergency situation location by the
push of a button, speeding help their way and reducing the likelihood of injury or death.

4.3.7.2.3 Interoperability Data.  The Interoperability subcommittee report examines the
need for data interoperability in detail, but this communication need must be stressed and
catalogued as an operational requirement. Swift Water Rescue incidents require the aid of a
multitude of public safety and public service agencies over a multi-jurisdictional operational
area. Itisimpossible to effect efficient command and control without the ability to
communicate with assisting and cooperating agencies on Swift Water Rescue incidents.
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4.3.7.3 Video/Imagery Requirements. The basic requirement for video/imagery is
immediate, clear wireless transfer of video/imagery for al Swift Water Rescue personnel upon
al demands, mgor and minor, created by Swift Water Rescue-related emergencies.
Video/imagery capture and display systems must be capable of transceiving incident specific
replications and should accommodate video and imagery from all available sourcesincluding
privately owned and agency controlled. For example, automatic aid agreements with
commercia broadcast agencies would often provide quality video/imagery of incident scenes
for command personnel, either directly or through retransmission.

4.3.7.3.1 Incident Video/Imagery. A need exists for the real time transmission of Swift
Water Rescue incident scenes from the scene location to the incident command post and also
to remotely located emergency operations centers.

4.3.7.3.2 Aerial Observation Video/Imagery. A need exists for the transmission of
video/imagery and multi-spectral intelligence from airborne platforms to the incident
command post.

4.3.7.3.3 Interoperability Video/Imagery. The Interoperability subcommittee report
examines the need for video/imagery interoperability in detail, but this communication need
must be stressed and catalogued as an operationa requirement. Swift Water Rescue incidents
require the aid of a multitude of public safety and public service agencies to effectively save
lives. Additionally, video and imagery is gathered from multiple sources, both public and
private, during Swift Water Rescue incidents. The ability to utilize video and imagery from
multiple sources as well as the ability to share this information among assisting and
cooperating agencies will greatly enhance incident operations.

4.3.8 Lifeguards/Water Safety Personnel.

4.3.8.1 Voice Requirements. The basic requirement for voice isimmediate, clear voice
communications for all Lifeguards/Water Safety personnel upon al demands, mgor and
minor, created by Situations requiring the intervention of Lifeguards/ Water Safety personnel.
Lifeguards/Water Safety personnel require the ability to communicate by voice in specialized
dynamic environments, as well asin routine patrol and rescue Situations. To effectively
conduct operations under these demanding situations, adequate voice communication paths
must be provided to foster safety and efficiency. Paths are required to support beach
management, swimmer surveillance, and other routine duties, as well as dynamic demands
required in expanded incident situations. These communication paths must be immediately
available and expandable.

4.3.8.1.1 Tacticad Voice. Tactica voice communication requirements exist at the actud
situation or rescue level of an incident. Tactical assignments and functiona groups vary
significantly on incidents requiring intervention by Lifeguard/Water Safety personnel.
Lifeguard/Water Safety personnel task groups consist of land-based resources, watercraft
resources, airborne resources, and swimmers. Each of these functional groups and tactical
assignments must be addressed and supported by voice communication paths. Clear and
distinct tactical voice communication paths must be immediately available for assignment to
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specific water emergency incidents. Lifeguards/Water Safety personnel handle a multitude of
incidents ranging from routine single victim water rescues to multi-casualty incidents, vessel
grounding, and downed aircraft. Adequate tactical voice communication paths are required to
support multiple incidents smultaneoudly.

4.3.8.1.2 Command Voice. Command and Control voice communication requirements
exist at each successive level of command above the tactical levels. Clear and distinct
command voice communication paths must be immediately available and assigned with regard
to geographic beach/ water use locations. The quantity of command voice communication
paths must be sufficient to support multiple incidents occurring at separate geographic beach/
water use locations smultaneoudly. This need can beillustrated by examining the
jurisdictional area of the County of Los Angeles Fire Department Lifeguards. The County
manages 76 miles of coastline on the mainland and the entire coastline of Catalina Idand, 28
miles off shore. The mainland shoreline alone is subdivided into 31 separate public beaches.
Each beach location requires a clear and distinct command voice path to support rescue
operationsin that area.

4.3.8.1.3 Interoperability Voice. The Interoperability subcommittee report examines the
need for interoperability voice in detail, but this communication need must be stressed and
catalogued as an operational requirement. Lifeguard and water rescue operations often
involve multiple jurisdictions and public safety agencies. This shared service posture requires
the ability to communicate by voice with awide variety of assisting and cooperating agencies
such as, fire, law enforcement, swift water, Coast Guard, public works, flood control,
highways and transportation and EMS. Adequate voice communication paths must be
provided for safe, efficient, and effective operations at all Lifeguard/Water Safety incidents.

4.3.8.2 Data Requirements. The basic need for dataisimmediate, clear multiplex wireless
transfer and display of data (text and graphics) for all Lifeguard/Water Safety personnel upon
all demands, magjor and minor, created by Water-related emergencies. The ability to transmit,
receive, and display intelligent data will greatly enhance and support the overall mission of
Lifeguard/Water Safety personnel. The advantage of digital text and graphic datain
conjunction with voice is accuracy and storage for future recall. Text can be recalled
unlimited times to assure correct interpretation of the information. In addition, digital
information can be stored and integrated into other data for the purposes of incident reporting
and documentation. Data transmission requires less air time than voice, allowing increased
availability of voice communication paths.

4.3.8.2.1 Mobile Data Computer/Terminal applications. A need exists for
communications support of wireless mobile and portable computer systems capable of
transceiving incident specific data and intelligence. Support for these systems should
accommodate transmission of text such as secure and unsecure individual and group
messaging, multilayered geographic information data (GIS), as well asreal time data such as
automatic vehicle and personnel location, as well as weather and atmospheric conditions.

4.3.8.2.2 Automatic Location Information. A need exists for automatic communication
of location information generated to report accurate location of vehicles, personnel, and
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victimsinto a synthesized computer command and control system. This system should aso
accommodate associated data, such as emergency situation alert function, personnel vitals,
and equipment status and needs. Automatic location information will accomplish severa
goalsin the mission of life and property protection: Emergency responders dispatched with
regard to actual incident proximity will trim precious life and property saving response times,
incident commanders will accurately assign and monitor units/ personnel to accomplish
strategic efficiency; victim location may be accurately tracked to support proper placement of
resources; and Lifeguard/ Water Safety personnel will report emergency situation location by
the push of a button, speeding help their way and reducing the likelihood of injury or death.
Additionally, search and rescue represents a major responsibility for Lifeguard/ Water Safety
personnel. Watercraft in distress or aircraft lost can quickly turn into tragedy if passengers
are not rapidly located and rescued. Automatic Location Information can be utilized to
establish grid search patterns that will efficiently streamline search and rescue operations.

4.3.8.2.3 Robotics support. Lifeguards/Water Safety personnel will utilize the support of
robotics devices in underwater search and rescue operations when persons, planes, and ships
are submerged in water depths greater than 200 feet. At these depths robotics equipment
becomes the preferred method of retrieval. Use of human divers at these depths requires
considerable decompression time. The utilization of remote control recovery vehicles
eliminates the need to further risk human life to recover a dead body or salvage from ships or
planes.

4.3.8.2.4 Interoperability Data. The Interoperability subcommittee report examines the
need for data interoperability in detail, but this communication need must be stressed and
catalogued as an operational requirement. Lifeguard/ Water Safety personnel incidents
require the aid of a multitude of public safety and public service agencies including the Coast
Guard, Harbor Police, local Law enforcement, Fire and EM S agencies. It isimpossible to
effect efficient command and control without the ability to communicate with assisting and
cooperating agencies on water rescue incidents.

4.3.8.3 Video/Imagery Requirements. The basic requirement for video/imagery is
immediate, clear wireless transfer of video/ imagery for al Lifeguard/Water Safety personnel
upon al demands, major and minor, created by water rescue-related emergencies.
Video/imagery capture and display systems must be capable of transceiving incident specific
replications and should accommodate video and imagery from all available sourcesincluding
privately owned and agency controlled. For example, automatic aid agreements with
commercia broadcast agencies would often provide quality video/imagery of incident scenes
for command personnel, either directly or through retransmission. Remote surveillance of little
frequented beaches, underwater inspections of submerged aircraft or vessels, aerid
observation of oil spillsor mgjor off shore incidents are just a few applications of video/
imagery utilization.

4.3.8.3.1 Incident Video/ Imagery. The ability to transmit clear video/ imagery to the
incident commander provides invauable information for incident management. Large offshore
incidents such as cruise ship disasters, aircraft disasters, or oil spillswill be greatly enhanced
by video/imagery transmission.
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4.3.8.3.2 Aerial Observation Video/ Imagery. A need exists for the transmission of
video/imagery and multi-spectral interrogation from airborne platforms to the incident
command post. Thisinformation will greatly assist efforts related to operations such as oil
spill management and multiple victim searches created by disasters caused by cruise line or
aircraft incidents.

4.3.8.3.3 Robotics Video/ Imagery. Remote and lightly-used beaches are not staffed with
daily water safety and lifeguard personnel dueto fiscal restraints. Staffing of these water use
areasis determined daily by on-site Lifeguard/ Water Safety personnel inspection. Robotics
Video/Imagery will alow continuous staffing decisions based on actual real time water use
area populations.

4.3.8.3.4 Interoperability Video/Imagery. The Interoperability subcommittee report
examines the need for video/ imagery interoperability in detail; however, this communication
need must be stressed and catalogued as an operational requirement. Lifeguard/Water Safety
personnel incidents require the aid of a multitude of public safety and public service agencies
to effectively save lives. Additionally, video and imagery is gathered from multiple sources,
both public and private, during Water Rescue incidents. The ability to utilize video and
imagery from multiple sources, as well as the ability to share this information among assisting
and cooperating agencies, will greatly enhance incident operations.

4.4 EMERGENCY MANAGEMENT AND DISASTER SERVICES

4.4.1 Mission. The mission of the Emergency Management and Disaster Services (EMD)
working group isto catalog operational requirements for emergency management and disaster
services at the federal, state and local levels.

4.4.2 Introduction. Communications system requirements for emergency management
and disaster services are characterized by very low usage patterns during routine operations
and extremely high usage patterns during a magjor event. Thus, radio systems designed and
used by emergency management agencies appear to be virtually unused on a day-to-day basis,
yet when amajor event occurs, these same systems are inadequate for meeting the need to
communicate. Although individual communications systems performed properly, incident
needs still were not met due to interoperability issuesin New Y ork at the World Trade
Center, in Miami following Hurricane Andrew, in Oklahoma City, in Los Angeles during the
Rodney King riots and following the Northridge Earthquake, in San Francisco following the
Loma Prieta Earthquake, and countless other times.

We should not look at large-scale events as being an anomaly. True, mgor earthquakes
do not occur that often. Nor do hurricanes or floods. Taken all together though, they occur
more often than we would like to think. Furthermore, few years pass without a magjor forest
or wildland fire such asthose in Y ellowstone National Park and in Maibu, California being
battled by one thousand or more firefighters from hundreds of fire agencies. Special events
such as the Olympics, political conventions, and the “Million Man March” occur each year.
Theredlity is, large-scale events happen every year at unpredictable locations and at
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unpredictable times. Public safety agencies must be prepared to respond to these events when
they occur and they need effective communications to aid in their response. While the
unpredictability of these events makes it impractical to have adequate wireless

communications facilities in place, we can identify and protect a block of frequencies from
which such facilities can be rapidly developed. Portable repeaters and programmable
multi-channel radios have provided the needed technology. It istime for frequency planners
to provide the spectrum.

4.4.3 Voice Requirements.

Routine Operations. Emergency management agencies require at least one voice
communications path (encryption capable) and one data communications path for command
and control of their own personnel during routine operations. These same links would be
used for asimilar function during a disaster or major emergency. Agencies having this need
include the Federal Emergency Management Agency (FEMA), state disaster control agencies
and county disaster control agencies.

Mutual Aid. Large-scale emergencies and disasters place a particular burden upon
the operation of public safety communications systems. Many of these events exceed the
capability of local agencies and they turn to outside agencies to provide mutua aid. While the
outside agencies provide the personnel and equipment needed to handle the situation, they
also produce an increased demand for communications. A major forest fire, for instance, may
involve over one thousand firefighters from over 100 different agencies.

Currently, one channel has been designated nationwide for law enforcement use (155.475
MHZz), four channels have been designated nationwide for fire use (45.88 MHz, 154.265
MHz, 154.280 MHz, and 154.295 MHz), and five channels have been designated nationwide
for public safety use (866.0125 MHz, 866.5125 MHz, 867.0125 MHz, 867.5125 MHz, and
868.0125 MHz). The Boise Inter-agency Fire Cache (BIFC) provides aresource of
equipment which operates on Federal channels which are reserved nationwide for deployment
of the BIFC equipment. Some state and local agencies have set aside additional channelsto
improve the situation, but there remains a dearth of channels to handle alarge-scale event.
This becomes a particular problem in the mgjor metropolitan areas where al other public
safety are dready in use for normal operations. Specific recommendations regarding the
number of communications paths needed for mutual aid purposes is a subject of the
Interoperability Subcommittee report. While those links are desperately needed for mutual aid
functions during a disaster or major emergency, to have al of those links remain unused at
other timesis amisuse of the limited spectrum. Therefore, the Operational Requirements
Subcommittee recommends that the mutual aid links be available for use based upon a system
of priorities such as the following:

Priority 1 Disaster and extreme emergency operations for mutual aid and interagency
communications

Priority 2 Emergency or urgent operations involving imminent danger to the safety of
life or property
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Priority 3 Specia event control activities, generally of a preplanned nature, and
generaly involving joint participation of two or more agencies

Priority 4 Single agency secondary communications

It may be desirable to restrict Priority 3 and 4 communications to a particular sub-set of
the set aside mutual aid channels, with different channels available for police, fire, EM S, and
other public safety users. While Priority 4 communications do not seem to satisfy the mutual
aid requirement, they provide an incentive to public safety agencies to implement the mutual
aid capability in their mobile/portable radios.

Inter-Agency Communications. Many public safety emergencies, particularly
large-scale emergencies and disasters, require a response from multiple agencies. The
response from these agencies needs to be coordinated and controlled. Currently, much of this
coordination occurs over the public switched telephone network (PSTN). History has shown,
however, that the PSTN network is disrupted during a large-scale emergency or disaster due
to damage or overload. During amajor event, at least one voice and one data
communications path are needed between each of the following points:

Federal Emergency Management Agency (FEMA) and State Disaster Services
Agency

State Disaster Services Agency and Event Command Center

Event Command Center and County Government Command Center (provide 10
sets of links (both voice and data) to allow for multiple counties to be involved in
the event. The Loma Prieta Earthquake, for example, affected eight counties).

County Government Command Center and Major City Command Center (provide
10 sets of links (both voice and data) to allow for multiple counties and cities to
establish communications)

The voice links should be capable of encryption.

Some of these voice and data communications requirements may be satisfied by the long-
range communications systems discussed below.

Long-Range Communications. Public safety response to large-scale emergencies
and disasters usually requires the assistance of agencies from outside the “event area.” One
characteristic of such events, however, is disruption of the normal long-range communication
networks through which such assistance might be requested. The public telephone network,
for instance, may be unusable due to actual damage resulting from the event or due to system
overload. Thus, thereisarequirement for long-range communications which either are
sufficiently robust as to withstand the initial event or are rapidly deployable.
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High-frequency single-sideband (HF-SSB) communications systems are one method by
which public safety agencies currently satisfy this requirement. These systems have been
established under Section 90.264 of the Federal Communications Commission Rules and
Regulations. They operate in the 2-10 MHz portion of the radio spectrum and offer
communications over distances of several hundred miles.

RECOMMENDATION: Maintain the current frequency allocations but eliminate the
inter-state restrictions on the points of communications. Federal Communications
Commission licensing practices on these paths currently restrict use of certain channelsto
“inter-state use only” and, in some cases, to communications with specified other states.
These restrictions fail to recognize the usefulness of HF systems for communications within a
large state. The distance between Los Angeles and Sacramento, CA, for instance, is nearly
400 miles. Also eliminate “day/night” restrictions on the use of certain frequencies. The
choice of frequency is dependent on many different factors, including not only the time-of-day
but also the distance between communication points and the propagation conditions. The
determination of which frequency is used should be based upon that frequency which provides
the needed communications, not the position of the sun.

Satellite based communications are another method by which public safety agencies
currently satisfy the requirement. Systems utilizing very-small aperture (V SAT) technology
are capable of providing both voice and data services over virtually any distance.

Urban Search & Rescue. Several Urban Search and Rescue (USART) teams have
been established across the country. These teams have proven their value during the
Northridge Earthquake and the Oklahoma City bombing through their ability to conduct
difficult rescue operations in downed buildings. By their very nature, USART operations are
high-risk events where effective communications may affect personnel safety. Currently, the
communications for these teams is based upon radio equipment and frequencies used in their
home area and are subject to causing/receiving interference with other public safety agencies
within the area of the event.

RECOMMENDATION: Set aside communications paths on a nation-wide basis for use
by USART personnd. Asaminimum, the following is needed:

1 earepeater pair National USART command channel for communications between
the USART team leaders and the event command center.

3 earepeater pair Team command channel for communications between USART
team leaders and members of their team. Thisis based upon three
teams being “on-duty” at any given time. Specific channels would
be assigned to each team on a “per-event” basis.

10 easimplex On-scene tactica communications for USART team members. This
is based upon different groups working different parts of a building
in close proximity, each needing a*“clear” channel for safety
reasons.
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2 easmplex Raobotics control channels. Thisis based upon two different
robotics operations in close proximity.

2 easmplex Raobotics video/audio channels. Thisis based upon two different
robotics operations in close proximity.

The Nationa USART Command channel should be maintained as a clear channel
nationwide. The three repeater capable team command channels should be available for local
search and rescue operations on the proviso that USART teams have priority access to those
channels. Similarly, the ssmplex tactical and robotics channels should be available for local
search and rescue, ski patrol, lifeguard and related activities with the same proviso that
USART teams have priority access to those channelsin the event of a disaster.

Disaster Medical Assistance. Similar to the USART teams formed by FEMA, the
U.S. Public Health Service has formed Disaster Medical Assistance Teams. These DMAT
teams provide medical personnel and equipment to handle mass casualties which might result
from amagjor disaster. DMAT teams need to exchange information regarding the numbers
and types of casualties, the availability of resources, and requests for additional resources.

RECOMMENDATION: Set aside communications paths on a nationwide basis for
use by DMAT teams. Asaminimum, the following is needed:

1 earepeater pair National DMAT command channel for communications
between the DMAT team leaders and the event command
center.

1 ea data channdl National DMAT data channd for communications between
DMAT teams and the event command center.

Damage Assessment and Infrastructure Repair. Immediately following a major
disaster such as an earthquake, floor or hurricane, the amount of damage needs to be
inventoried. From this inventory, damage to critical infrastructure such as roads, water works
and utilities can be identified, prioritize and repaired.

RECOMMENDATION: Establish one voice and data communications path
nationwide for each of the following infrastructure services. In each case, private utility and
governmental disaster services agencies should be dligible to use the link for purposes of
exchanging information regarding damage/repair.

Electric power providers
Natural gas distributors
Water providers

Road agencies

The Operational Requirements Subcommittee recognizes that each of these infrastructure
services have requirements for radio spectrum to support their disaster response. Although
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the committee supports these requirements, discussion of the requirements and the spectrum
requirements are not within the scope of the PSWAC report.

Non-Public Safety Agency Communications. Many non-public safety agencies
provide vauable services during a disaster or mgor emergency. These agencies include the
American Red Cross, the Salvation Army, the Civil Air Patrol and the National Guard.

Public officials managing the disaster or event need voice and data communications with these
agencies to exchange information regarding the care and feeding of victims.

RECOMMENDATION: Establish 5 nationwide voice/data channels in each band for
communications between event command centers and these agencies. Eligibility for use of
these channels should include the American Red Cross, the Salvation Army, Civil Air Patrol
and National Guard and other non-public safety agencies providing smilar disaster relief
functions.

These agencies also have a need for communications internal to their operations during the
disaster. Although these needs are not a subject of this report, the Operational Requirements
Subcommittee recognizes these needs and supports providing radio spectrum for these
functions. Communications requirements include internal operation of a shelter to provide
security, food, water, clothing, bedding and other supplies.

News Media & Emergency Broadcast. Public officials managing any event have
an obligation to inform the public about the emergency. The Emergency Broadcast System
and the news media provide a valuable means by which information can be distributed to the
public. A weak link in the system, however, is the link between the public official and the
media. Currently, these messages are passed to the media either at a news conference or via
telephone calls.

The State of California has implemented a system called the Emergency Digital
Information System (EDIS) which utilizes land-mobile radio channels to pass digital messages
directly to commercia broadcasters. These messages are formatted such that radio/TV
announcers can “rip and read” as if the message were a teletype message and TV broadcasters
can scroll the message across the screen. Messages can be generated by any public officia

RECOMMENDATION: Establish a nationwide communications path for EDIS-type
messages from appropriate public officias to broadcasters.

RACES. Radio Amateur Civil Emergency Service (RACES) operates on radio
amateur frequencies by authority of the Federa Communications Commission in support of
public safety. RACES can augment existing systems, substitute for damaged and inoperable
systems, and establish communications links with otherwise inaccessible areas. RACES uses
HF, VHF, and UHF equipment operating on packet (data), voice, CW Morse code,
radio-teletype, and television (ATV). While not a public safety spectrum requirement, the
services provided through RA CES should be continued and protected.
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4.4.5 Data Requirements.

Global Positioning. Accessto the Global Positioning System (GPS) isavauabletool ina
disaster. Following an earthquake, flood, hurricane, or other disaster it is not uncommon for
normal landmarks to have disappeared. Buildings are destroyed, streets are covered, and road
signsare missing. Emergency management personnel need a means by which they can map
the event so that they can better understand where the problems lie and dispatch personnel to
deal with situations appropriately. Although access to the GPS signal itself does not create a
path or channel requirement, use of location data at any other location will create a path or
channel requirement for transport of GPS-generated data, as described in paragraph 4.2.4 and
similar paragraphs included in other portions of section 4.

4.5 HIGHWAY MAINTENANCE

45.1 Mission. The mission of the Highway Maintenance working group is to catalog
operational requirements for highway maintenance at the state and local levels.

4.5.2 Introduction. Organizations at federal, state and local levels are charged with
specific highway maintenance activities. Activities of these organizations include maintenance
and construction of roads, highways, tunnels, bridges required to allow safe thoroughfare of
the genera public. Highway maintenance organizations also respond to events such as snow
storms, mud dides, flooding, and hazardous material spillsin order to allow safe passage on
transportation infrastructures. Communications needs are based on official duties.

The Highway Maintenance mission isto serve the public by establishing, operating and
maintaining a high quality cost effective transportation system that emphasizes safety, vehicle
throughput and environmental preservation.

4.5.3 Voice Requirements

Two-Way Voice Communications. Dispatch requirements usually fall into the
categories of emergency response, maintenance and construction activities. These require
dispatch operation to insure timely response and to control and manage activities. Wireless
voice dispatch is critical to controlling costs, coordinating projects, and promoting safe,
efficient traffic flow.

V oice communications are necessary from dispatcher control points to field units; field
units to multiple field units; or individual to individua through either mobile mounted, hand
held portable or desktop radios.

Telephone System Access. Interconnect capabilities are required for management
level to interface with the public and provide semi-private contact at a management level.
Mobile mounted or hand held portable radios which have system access to the public switched
telephone network would be necessary.
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Interoperability. Mutual aid considerations are vital to highway operations.
Highway maintenance crews are often the first to arrive on the scene of accidents and require
amethod of contacting appropriate emergency response entities. Incidents occurring on or
adjacent to highway right of way aso require response by highway maintenance units to
provide primary traffic control, vehicle relocation, emergency repair, detours along with
providing general assistance to other public safety responders. Highway maintenance
organizations are equipped with heavy equipment which is necessary to respond to public
safety incidents involving multiple public safety disciplines. A primary consideration is
wesather associated operations such as snow remova which isvery critical to public safety
entities being able to perform their function. The ability to interface with other aspects of
public safety are essential.

Connections to remote traveler information systems such as localized broadcast
transmitters providing the public with timely road condition information.

4.5.4 Data Requirements

Two-Way Mobile and Portable Data Terminas. Field computers capable of remotely
accessing information systems and files may be used for dispatch or field support to perform
real time changes to system data. Equipment may be vehicle mounted or a hand held portable
unit.

Mobile unit status and control provide essential cost and time saving abilities to day to day
operations. Unit status as well as road condition status can be transmitted by data exchange
increasing the timeliness and accuracy of information.

Administrative data transfer allows for overhead information exchange for awork force
that is remote and mobile.

Telemetry Systems. Monitoring of infrastructure integrity such as pavement
temperature, salt content, water flow and height at bridges, mud flow areas, high wind areas
provide instant information and warning freeing up personnel and equipment to perform their
functions more efficiently.

Monitoring of equipment and fleet productivity increase effectiveness of operations.
Supervisory Control and Data Acquisition (SCADA). Monitoring systems and providing
control functions to lighting, traffic control, pumping and specialized equipment such as toll

collection and lane access control equipment.

Infrastructure inventory and control can be transmitted as data allowing better control of
required maintenance of structures such as bridges and signs.

Remote Public Information Systems. Changeable signs and traveler information
radio systems. Weather and road condition data transfer from remote sites.
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Vehicle and Device Location Tracking. Vehicle location information allows more
efficient use of equipment utilization, equipment management inventory and location control.
The amount and location of material such as sand and asphalt both in storage and application.
Road maintenance management including bridge, buildings and signs. Road surface condition
and repair needs inventory data acquisition. Road construction survey information requires
differential Global Positioning System (DGPS) accuracy. Accuracy for al of these
requirements depend on the availability of DGPS. DGPS is provided by many means
including transmission over dedicated public safety frequencies.

455 Video Requirements

One-Way Video. Ability to view specific locations or interests through either
snapshot, real time or close to rea time accuracy to monitor traffic flow, facilitate incident
response, and manage traffic control gates from remote sites.

45.6 ITS- Inteligent Transportation Systems. Many of the ITS requirements fall to the
highway programs. These range from public information dissemination to monitoring
transport vehicles regarding weight/height/fuel permits. Section 4.6 provides a detailed
description of servicesthat fall into this range of applications.

4.6 INTELLIGENT TRANSPORTATION SYSTEMS(ITS)

4.6.1 Purpose. Innovative applications planned within this services may be unfamiliar to
many in the public safety community especially those designed to aid in emergency vehicle
response. ITS represents a broad range of applications that, because of their ability to
enhance performance of different public safety communities transportation and operations,
apply horizontally across many other public safety communities' requirements. As aresult,
ITS-related operational requirements appear in some of the other sections of this report. It
should be noted that the operational requirements for ITS defined in this section of the report
are derived from the ITS National Architecture and the user services on which the architecture
is based.

Many of the applications will enhance the safety of the individua traveler, and will be
available to both personally owned vehicles as well as vehicles owned and operated by
traditional public safety agencies. This creates an environment where spectrum use may be
shared between public safety-related, public service and non-safety related functions.

4.6.2 Introduction. The Intermodal Surface Transportation Efficiency Act was passed by
Congress and approved by the President in December 1991. It formally established the
Intelligent Transportation Systems (ITS) program, which seeks to apply advanced
communications and computer technologies to surface transportation systems in order to
decrease traffic congestion, improve safety, reduce transportation related environmental
impacts, and increase productivity. Public safety goals of the Intermodal Surface
Transportation Efficiency Act (ISTEA) legidation being addressed by ITS are reducing the
frequency of accidents, reducing the severity of accidents, reducing congestion due to
incidents and enhancing traveler security.
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In order to reduce the time and cost of implementing such a system, existing
communications services will be used to the extent possible, provided they can meet ITS
requirements. Some systems will require wireless data communications technologies such as
dedicated short range communications (DSRC using roadside readers and vehicular mounted
transponders) or may require the use of collison avoidance radar. There are likely to be
I TS-specific systems or applications requiring new spectrum. Intelligent Transportation
Systems may also require dedicated and shared use of frequencies currently allocated to public
safety and other services.

The relationship between ITS and public safety has severa aspects including: the safety of
the traveler and the safety of public safety personnel performing mission related functions.

4.6.3 Operational Needs. Channels will be required for point to point and point to multi-
point control of subsystems. Public safety features of the Intelligent Transportation Systems
network include:

Emergency vehicle location tracking
Emergency vehicle route guidance
Emergency vehicle signal priority
Driver and personal security
Automatic collision notification
En-route driver information
In-vehicle signing

Incident detection and management
Probe data for traffic control

Transit management

Priority treatment for transit

Public travel security

Automated roadside inspections
Weight in mation

Automated vehicle classification
International border crossings
Electronic clearance

On-board safety monitoring
Hazardous materials incident response
Collision avoidance

Intersection collision avoidance
Safety readiness

Pre-crash restraint deployment
Automated highway system check-in
Highway-rail intersection safety

4.6.4 Descriptions of each Typical Operational Requirement
Emergency vehicle location tracking: Wireless data communications will be used

to collect position or location information and data from emergency vehicles to improve the
monitoring and display of emergency vehicle locations and help dispatchers efficiently task the
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units that can most quickly reach an incident site. Direct field access to vehicle position-
location information will help field forces to coordinate incident response.

Emergency vehicle route guidance: Route guidance information is sent via
wireless data communications to direct emergency vehicles equipped with guidance and
navigation displays to an incident location. Directions are provided based on real-time
information collected concerning traffic conditions and road closures in developing the best
route.

Emergency vehicle signal priority: Signa priority uses wireless data
communications to clear traffic signals in an emergency vehicle sroute. In order to facilitate
speedy movement for emergency vehicles, the vehicle can (with the help of an “onboard
transceiver”) ater the timing of traffic signalsin the immediate vicinity (viathe “fixed reader”
mounted beside the traffic lights) to generate a“ green wave’ (a series of green signal lightsin
the desired direction of travel).

Driver and persona security: Wireless communications will be used for user
initiated distress signals for incidents ranging from mechanical breakdowns to car jackings.

Automated collision notification: Sensor technology is used to identify when a
vehicle has had a collison and information is automatically sent via wireless data
communications regarding location, nature, and incident severity to emergency personnel.

Enroute driver information: Wireless data communications are used to provide
driver advisories conveying information about traffic conditions, incidents, construction, and
wesather conditions to drivers of personal, commercial, emergency, and public transit vehicles.
The information may be provided by state and local authorities, transit authorities, and
emergency management centers.

In-vehicle signing: Transmittersinstalled at critical points of aroadway are used
to transmit data containing driver safety advisories and warnings on road hazards which could
be displayed, enunciated or both to travelersin vehicles.

Incident detection and management: Sensor technology, digitized video and
wireless data communications are used to help public officias quickly and accurately identify a
variety of transportation system incidents, and to implement a response which minimizes the
effects of these incidents on the movement of people and goods.

Probe data for traffic control: Continuous collection and transmission of vehicle
counts, flow data, and travel times by wireless data communications incorporating
position-location data provides information needed for traffic management, emergency fleet
management and route guidance. This also provides state and local traffic management
centers with real-time detection of obstructions due to traffic incidents and road hazards (this
isaspecial case of the surveillance capability needed to effectively manage the transportation
system).
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Transit management: Wireless data communications are used to maintain position
location information on transit vehicles and to transfer data between transit management
centers and trangit vehicles. Transit vehicles can be instructed to adjust their schedule or route
to alow for incidents or bad road conditions. Within the transit vehicle, this information can
also be utilized to provide automatic signage and annunciation of the next stop.

Priority treatment for transit: Identification of transit vehicles at access points of
HOV lanes or at intersections can be used to provide priority treatment for these vehiclesvia
appropriate adaptation of signal timing. Thisis accomplished by wireless data
communications between the transit vehicle and the control signal or atransit vehicle and a
traffic/transit management center that can exercise signal control.

Public Travel Security: Wireless video and data communications can be used for
systems monitoring the environment in trangit stations, parking lots, bus stops, and transit
vehicles and generate adlarms either automatically or manually as necessary. Thisimproves
security for both transit riders and operators.

Automated roadside inspections. Inspections are performed on commercid
vehicles using wireless data communications allowing “real-time”’ access at the roadside to the
safety performance records of carriers, vehicles, and drivers. This enables safety inspectors to
access these records from the roadside.

Weight-In-Motion (WIM): Weight measuring equipment (fixed sensors embedded
in the pavement or portable and temporarily deployable equipment) can ascertain the weight
of acommercia vehicle at highway speeds to ensure the vehicle is operating within the rated
safety limits. Wireless data communications systems are used to match the weight data
obtained with the relevant credentials in the official database while the vehicleisin motion.

Automatic Vehicle Classification (AVC): In-pavement sensors, in conjunction
with the roadside wireless data transceivers (and, perhaps, an inspection facility computer),
are used to count the number of axles of acommercial vehicle for classfication, and match the
data with the vehicle.

International border crossing: Using automated vehicle identification (AVI),
commercia vehicles are identified viawireless data transmission to a roadside reader and
matched to its Pre-cleared credentials, allowing the vehicle to proceed without stopping. This
service enables the carriers to Pre-clear vehicles at international border crossings. Automating
this process implies cooperation of registration, fuel tax, immigration, safety enforcement, and
customs agencies, as well as the state transportation agencies.

Electronic clearance: A wireless data communications system would be used to
identify a commercia vehicle and its electronic credentials would be verified automatically
while the vehicle is traveling past the roadside reader at highway speeds. This would allow
commercial vehicles to travel across state borders without being stopped for verification of
paperwork and permits regarding fuel usage and tax, registration, safety clearance, etc.
Combined with the networking infrastructure, which would connect roadside readers to

PuBLIC SAFETY WIRELESS ADVISORY COMMITTEE
September 11, 1996



Appendix A - ORSC Final Report, Page 50 (124)

central databases and administration centers, this service will facilitate state tax report
preparation, auditing, and insurance requirements.

On-board safety monitoring: Safety datais provided to enforcement personnel,
carriers, trangit authorities, and drivers to review the safety status of a commercial vehicle, its
cargo, and its operator, over awireless data communications link as the vehicle passes the
roadside reader while traveling at highway speeds. Safety conditions of the vehicle and the
driver including the condition of critical vehicle components such as brakes, tires, and lights,
and sensing unsafe conditions such as shiftsin cargo while the vehicle isin operation would be
stored as data on the vehicle, and interrogated using wireless data communications from the
roadside.

Hazardous materialsincident response: The safety of shipments of hazardous
materials is enhanced by providing enforcement and response teams information from the
vehicle via wireless data communications on the nature and location of any incident, and the
type of material involved in order to enable safe and efficient response.

Collision avoidance: Radar is used to provide crash warnings and some degree of
vehicle control for lane changes, road departures, and potential or impending collisions. It will
help reduce the number of longitudina and lateral collisions involving two or more vehicles,
and crashes involving a single vehicle leaving the roadway.

Intersection Collison Avoidance: Drivers are warned of imminent collisions when
approaching or crossing an intersection that has traffic control (e.g., stop signs or traffic
signals). This application uses wireless data communications at the various arms of an
intersection to sense the speed and direction of passing vehicles, which in turn, is coordinated
by aroadside processor (or master reader for that intersection). Appropriate messages are
dynamically transmitted to vehicles warning them of a potential collision.

Safety readiness. Radar equipment onboard the vehicle will be used to detect
unsafe road conditions, such as bridge icing and standing water on aroadway, and provide
warnings to the driver.

Pre-crash restraint deployment: Radar identifies the velocity and direction of
vehicles and objects involved in a potential crash. Responses include tightening lap-shoulder
belts, arming and deploying air bags at an optimal pressure, and deploying roll bars.

Automated highway system (AHS) check-in: Automated check-in using wireless
data communications between the roadside and the vehicle at the entrance of (AHS) lanes will
be used to examine lane-worthiness of avehicle by verifying qualifying credentials for the
vehicle, driver and carrier on their safety ratings and status. This ensures that both the driver
and vehicle have passed the necessary safety checks to travel on automated highways.

Highway-rail intersection safety: Vehicle Proximity Alerting Systems (VPAS) will
use wireless communications to provide warning messages to vehicles concerning the
approach
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of trains at highway-rail intersections.
4.7 FORESTRY

4.7.1 Mission. The mission of the Forestry working group isto catalog operationd
requirements for forestry operations at federal, state and local levels.

4.7.2. Introduction. Organizations at federal, state and local levels are charged with the
specific oversight of our nation’s environmental and agricultural resources. Activities of these
organi zations include management of forests, riparian environments, parks and various other
environmental and agricultural resources for the common good of the general public.

The Forestry/Conservation mission is to serve the public through its activities directed to
conserve, improve, and protect natural resources and environment. Communications needs
are based on the performance of officia duties.

Magjor activities in the management of the fragile and limited public resources associated
with forest, wildlife, fish, recreation and other renewable resources include enforcement of
environmental conservation laws, maintenance of air & water quality; hazardous, toxic, and
solid waste management; mined land reclamation; wetland protection; environmental impact
analysis, pesticide use regulation; fish & wildlife management; stream protection; park &
primitive area management; and forestry.

The Forestry/Conservation mission emphasi zes safety, environmental preservation,
cost-effectiveness and quality. A specific component of Forestry/Conservation activity
includes public safety response in such areas as law enforcement, rural and rural/urban
interface fire protection, first response medical assistance, search and rescue, and boating

safety.

Varied and wide area response including air support require dynamic frequency
assignments for all operational categories through well coordinated procedures.
Forestry/Conservation Communications systems require areas of operation covering entire
states or regions.

4.7.3 Voice Requirements

Two-Way Voice Digpatch. Dispatch requirements usually fall into the categories
of maintenance and management activities. Both require dispatch operation to control and
manage activities. Wireless voice dispatch is critical to controlling costs and coordinating
projects including mutual aid interoperability with other Public Safety Service providers. Law
enforcement actionsin Forestry/Conservation usually take place in remote isolated areas
dealing with groups or individuals who are often difficult to deal with emphasizing the
importance of arobust communications infrastructure and mutual aid interoperability
requirements.
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Voice communications are required from dispatcher control points to field units; field units
to multiple field units; or individua to individual through either mobile mounted or hand held
portable radios. In addition, voice communications in harsh terrain may require the use of
vehicular communications repeaters to retransmit signals.

Air to Ground. Air to ground communications are necessary when aircraft
perform wildfire detection and suppression, conservation law enforcement investigations and
patrol, inspections of reclamation projects and contamination sites, and while tracking wildlife
and transporting personnel.

Fisheries Operations. Voice communications are necessary to support
trangportation of fish, fish tracking, habitat and species studies, fish catching for species
development, and fish ladder construction and operation.

Conservation Law Enforcement. Conservation officersin most states are full-time
peace officers. Voice communications are required to support conservation law enforcement
operations, marine safety enforcement and patrol, hunter safety training, poaching
investigations, citizen evacuations, traffic control, and search and rescue missions.
Conservation officers also must have the ability to contact other law enforcement officers to
request and provide mutual aid.

Wildlife Management: Voice communications are required by conservation
officers and staff to support transportation of animals, along with tracking and general
management of various species of wildlife.

Wildfire Detection and Suppression. Voice communications are required for
mutual aid with other states agencies, foreign governments, Department of Defense, federd
agencies, and local municipal fire suppression agencies. Forestry or conservation agencies
provide the first response in many states because of the heavy equipment resources of such
agencies, the availability of areliable state-wide radio communications system and the
availability of caches of handheld communications devices for on-scene activities.

Park and Recreation Area Management. Voice communications are required to
support operation of state parks and mooring facilities by forestry and conservation agencies.
Activities involved in this requirement include construction of facilities, traffic control,
facilities maintenance, fire suppression, boating safety, beach patrol and life guard services,
basic first aid and emergency medical response. The essentia nature of these services oftenis
magnified by the geographically remote nature of park.

Environmental and Waste Management Operations. V oice communications are
required to support contamination investigations and site management during cleanup and
restoration.

Telephone Interconnect. Interconnect capabilities are required for management
level to interface with the public and provide semi-private contact at a management level.
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Telephone System Access would be accomplished through mobile mounted or hand held
portable radios which have system access to the public switched telephone network.

Interoperability. Mutual aid considerations are vital to Forestry/Conservation
operations. Forestry/Conservation crews are often the first to arrive on the scene of accidents
in remote areas and require a method of contacting and coordinating with appropriate
emergency response entities. The ability to interface with other aspects of public safety during
ongoing natural disaster incidents are essential.

Wireless Public Announcement System. Public announcement broadcast
information systems such as localized broadcast transmitters providing the public with timely
area specific resource and safety information.

4.7.4 Data Requirements

Portable & Mobile Data Terminas. Mobile unit status and control provide
essential cost and time saving abilities to day to day operations. Unit status as well as
resource condition status can be transmitted by data exchange increasing the timeliness and
accuracy of information. Routine administrative data transfer allows for overhead information
exchange for awork force that is remote and mobile. Resource management and condition
reporting are an essential component of large scale incidents such as wildland fires.

Data collection and monitoring of public environmental resources such as water flow and
quality provide instant information and warning freeing up personnel and equipment to
perform their functions more efficiently. Infrastructure inventory and control can be
transmitted as data allowing better control of required maintenance of resource support
facilities.

Public Information Systems. Remote public information systems such as
changeable signs and public information radio systems. Weather and resource condition data
transfer from remote sites linked to administrative sites.

One Way Data Transmission/Telemetry. Data monitoring of fish and wildlifeto
allow better resource management.

Vehicle, Device, and Wildlife Location Tracking. Location information alows
more efficient use of equipment utilization, equipment management inventory and location
control. The location and control of limited resources during routine and extended emergency
incidentsis crucial to safe and quick mitigation of such incidents.

Facilities management. Facilities management includes oversight of bridges,
buildings and signs. Data transmission support assists infrastructure and repair through
maintenance of inventory and status information. Also, resource identification requires
survey information utilizing differential Global Positioning System (DGPS) accuracy.
Accuracy for al of these requirements depend on the availability of DGPS. DGPS is provided
by many means including transmission over dedicated public safety frequencies.
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Wildfire Detection and Suppression. Data transport is required to support
transmission of weather-related data and area vegetation and combustible materials inventory
data.

Environmental and Waste Management Operations. Data transport is required to support
transmission of data regarding water quality, well contamination and other data from remote
monitoring or control systems.

4.7.5 Video Requirements. Real time and close to real timeincident monitoring from
remote sites (including airborne) provide up to date information on such incidents as wildland
firesaswell as crowd control in routine parks environments. Infrared real time mapping of
fire via arborne resources.

4.8 GENERAL GOVERNMENT

4.8.1. Mission. The mission of the Genera Government working group isto catalog
operationa requirements for general government operations at federal, state and local levels.

4.8.2. Introduction. The general governmental group’s needs are diverse in nature since
they perform amyriad of tasks to carry out their respective mission. This group includes any
United States territory, possession, state, county, city, town, village or similar governmental
entity, including a district and an authority. The need isfor essential communications
necessary to fulfill official governmental responsibilities.

A major portion of this section is based on the needs of large urban regions since there are
a broad range of uses in densely populated areas. In addition, the needs of surrounding
suburban and rural areas were aso taken into account for these regions. Genera
Governmental services focus on legidative, community and general matters al of which area
function of government.

4.8.3 Voice Requirements. Voice communications is the most widely used method of
communications for the general governmental agency. Dispatch requirements are necessary
for day to day operations to accomplish specific agency missionsin atimely and cost effective
manner.

Communications are directed towards management of field personnel, control of workload
distribution, and coordination of services affecting public safety. Agenciesin the genera
governmental category are most likely the “public safety support” service providers who
provide the tools necessary for emergency responders to fulfill their tasks.

Another aspect of the general governmental service is direct public safety. Many timesa
general government service is called upon to act on aroutine matter of public interest such as
ahousing, heating, or community assistance matter only to be faced with a potentially volatile
Situation requiring immediate attention from specific governmental groups. Immediate action
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on these matters from the general government groups calms the tension of the public and
involved parties reducing the risk of major public safety incidents such asriots.

Typica voice communications would be from dispatcher control points to field units; field
units to multiple field units; or individual to individual through either mobile mounted or hand
held portable radios.

Telephone System Access. Interconnect capabilities are required for certain
management levels to interface with the public and provide semi-private contacts at with other
public services. Telephone System Access would be accomplished through mobile mounted
or hand held portable radios which have system access to the public switched telephone
network through dedicated links or through commercially available services. A necessary
consderation is that the device utilized for voice communications be a singular piece of
equipment capable of all voice features. Mobile mounted or hand held portable radios would
be necessary in order to facilitate the field office workers' needs.

Interoperability. Mutual aid considerations are vital to General Government.
Governmental services require interaction among other regiona public safety services and
public service entities for both routine and emergency situations.

4.8.4 Data Requirements

Two-Way Mobile and Portable Data Terminals. General Government uses field
computers capable of remotely accessing information systems and files. Field Computers may
be used for dispatch or field support to perform real time changes to system data. Equipment
may be vehicle mounted or a hand held portable unit.

Mobile unit status and control provide essential cost and time saving abilities to day to day
operations. Administrative data transfer allows for information exchange for awork force that
is remote and mobile.

One-way Data Transmission & Telemetry Systems. General Government requires
real time information transfer from field locations (fixed, mobile, or portable) to fixed control
points. Transmission is used to monitor the functions of a system, sSite, or device. This may
also incorporate atype of personal paging device used to dert personnegl with limited
alphanumeric messages.

Remote Public Information Systems. Changeable signs and public information
systems with the ability of the authorized entity are used to dynamically change visible street
signs/bulletin boards and aert the public to potential hazards or delays.

Vehicle, Personal, and Device Location Tracking. Location information allows
more efficient use of equipment and personnel utilization, equipment management inventory
and location control. The ability of dispatch control point or other vehicles to monitor
apparatus locations within the geographical service area would improve efficiency of services
provided by the governmenta agency.
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Since many genera governmental field personnel are not assigned to a vehicular mandated
task, there is a need for a personal location device to track the location of an assigned
individual in the event of an emergency. This tracking device may be incorporated within the
Voice communications equipment or be a separate persona device.

As stated within previous sections, the accuracy for al of these requirements depend on
the availability of DGPS. DGPS s provided by many means including transmission over
dedicated public safety frequencies.

4.85 Video Requirements

Two-Way Portable Video. Two-way portable video capabilities enhance the voice
communications need for general government since field units and dispatch control points
would be able to communicate using real time video with voice from mobile or hand held
portable radios.

One-Way Video. One way video gives the ability to remotely view specific
locations or interests through either snapshot or real time video as necessary throughout the
jurisdiction.

4.9 PUBLIC MASSTRANSIT

4.9.1. Misson. The mission of the Public Mass Transit working group isto catalog
operationa requirements for public mass transit operations at regional, state and local levels.

4.9.2. Introduction. Governmental Public Mass Transit organizations operate
transportation systems (i.e. trains and buses) which on aregular basis transport passengers.
These organizations have direct responsibility for the safety and genera welfare of the
passengers during transportation.

Emergency mass transportation incidents can arise as aresult of human error, equipment
failure, and environmental factors such as weather conditions. Operationa needs to address
these issues are incorporated within this report and represent operational concerns, system
safety concerns, and the protection and maintenance of facilities and equipment. The need for
communications is based on these safety and operational concerns and the need to provide the
appropriate response to conditions as they arise.

The mgjority of the operationa requirements are based on the needs of major metropolitan
areas where government is charged with providing these services, where massive numbers of
people are transported daily, and services are essentia to the genera public.

4.9.3 Voice Requirements

Two-Way Voice Communications. Dispatch requirements are in the categories of
passenger operations, system safety, train location, passenger and property protection, and
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maintenance and coordination of internal and external emergency response activities. All
require prompt and reliable communications to control and manage activities. Immediate
access to a dedicated wireless voice dispatch system is critical to safety and coordination of
operations.

Incidents occurring on or adjacent to roadways or train track right of ways require
immediate action by public mass transportation providers. Public transportation personnel are
often the first to report, respond, and arrive on the scene of emergencies (for example fires,
collisions, derailments, crime incidents, medical emergencies affecting passengers) occurring
within their systems. Field crews work to rectify the underlying problem and must provide
necessary updates to responding personnel.

The centra communications command center must notify and coordinate emergency
personnel, must re-direct other trains around the danger zone, must coordinate activities,
such as the removal and restoration of power, to protect passengers and response personnel
while directing field personnel assisting passengers.

If, for example, atrain is stranded in an underground river tunnel without power dueto a
mechanical failure, its passengers are subjected to extreme conditions. In thisinstance,
personnel on scene as well as response personnel are posed with amgor problem due to the
lack of emergency exits. The absence of emergency exitsin such locations makesiit critical
for the situation to be satisfactorily addressed promptly. Climate control systems and main
lighting in this disabled train may be inoperable. Other trains may be within the same tunnel
behind the incapacitated train, forcibly trapped by the first. The cramped passengers of these
trains become increasingly apprehensive of the situation and a rapid response from crews and
emergency personnel is essential. The condition may grow to a multiple casualty incident due
to passengers exposure to extreme conditions of temperature and confinement. Immediate
communications to appropriate emergency response maintenance personnel isimperative to
avoiding amajor public safety incident with potentially disastrous results.

V oice communications are necessary from dispatcher control points to field units; field
units to multiple field units; or individual to individual through either mobile mounted or hand
held portable radios. The area of operation for Public Mass Transportation Providers
communications may bein harsh locations such as below ground or waterway tunnelsin
addition to outdoor areas ranging from dense urban areas through mountainous rural areas.

Telephone System Access. Interconnect capabilities are required for limited
management levels to interface with the public and provide semi-private contact at a
management level. Telephone system access would be accomplished through mobile mounted
or hand held portable radios which have system access to the public switched telephone
network through dedicated links or through commercially available services.

A necessary consideration is that the device utilized for voice communications be a
singular piece of equipment capable of al voice features. Mobile mounted or hand held
portable radios would be necessary in order to facilitate the transportation personnel s needs.
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Interoperability. Mutual aid considerations are essential to public transportation
operations. Public Transportation agencies require a method of contacting and being
contacted by emergency response entities.

Public mass transportation is a dynamic tool for the emergency management services.
Buses and rail cars are routinely used to transport police, fire, and other personnel, including
military personnel, to the scenes of incidents. In addition, public transportation entitiesin
large urban areas are used to evacuate large number of people when necessary.

Wireless Public Address/Announcements. The ability of dispatchers or controllers
to issue announcements to passengers on board buses or trains and those in the vicinity of
stations regarding emergency conditions and other aspects of service enhances public safety.
Passengers need to be advised of conditions on areal time basis, both to reduce panic and to
facilitate emergency evacuation, when needed.

Passenger Emergency Noatification. A voice communications system primarily
utilized to aert train crews of an emergency Situation involving passenger safety such as
medical emergencies or crimind activity is the passenger sonly way of reaching out for
assistance. This system would not only notify the on-board crew but also be capable of
accessing a distress channel linked to public safety answering points.

4.9.4 DataRequirements. The data requirements of the Public Mass Trangit entity are
also directed toward improving safe operations and overall system safety, aswell as general
functions. In this connection, vehicle and train locator systems can be used to ensure that
trains carrying hundreds of passengers are not permitted to enter the zone of danger when
emergencies ensue.

Two-Way Mobile and Portable Data Terminals. Field computers capable of
remotely accessing information systems and files are increasingly used in all transportation
methods. Data systems may be used for dispatch or field support to perform real time
changesto system data. Equipment may be vehicle mounted or be in the form of arugged
hand held portable unit.

One-Way Data Transmission. Telemetry or rea time information transfer from
field locations (fixed, mobile, or portable) to fixed control pointsis key in maintaining the
integrity of equipment, track, signal system and other safety features. Transmission is used to
monitor the functions of a system, site, or device can aert transportation vehicles,
maintenance, and emergency workers to potential hazards. One way signaling devices can be
used to alert these vehicles or persons and transmit limited a phanumeric messages.

Train Signal Data. A combination of on-board train data with information
provided through an Intelligent Transportation System (ITS) suited to railroad operationsis
paramount in the avoidance of train collisions and improvement of system safety.

Variable Information Distribution. The ability of an authorized entity to
dynamically change signs/bulletin boards etc., to aert the public of potential hazards or delays
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on-board transportation vehicles and at stations is necessary for the transportation provider.
Thisimproves efficiencies and gives up to date information to the public on any conditions
affecting transportation.

A number of Intelligent Transportation System (ITS) features listed in the ITS portion of
the report are aso suited for the Public Mass Transportation provider. They are noted below:

Vehicle route guidance

Driver and personal security
Automated collision notification
Enroute driver information
In-vehicle signing

Transit management
Priority treatment for transit

Public Travel Security

Hazardous materials incident response

Collision avoidance

Safety readiness

Pre-crash safety system deployment

Automated highway system (AHS) check-in

Highway-rail intersection safety

4.9.5 Video Requirements. Video requirements are classified regarding local operations,

system safety and property protection aspects of transit.

One-Way Video gives the ability to remotely view specific locations or interests
through either snapshot or real time video as necessary. For example, this feature allows
railroad crews to monitor safety within train cars in response to incidents or activation of

passenger emergency aarms plus view upcoming stations and track for safety risks.

Two-Way Portable Video would be necessary on alimited basis when system or
passenger safety is necessary when responding to aremote station. Field units and dispatch
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control points could communicate using real time video with voice from mobile radios, hand
held portables, or fixed sites.

4.10 PUBLIC SERVICE

4.10.1 Mission. The mission of the Public Service working group is to catalog operational
requirements for public service entities at the federal, state and local levels.

4.10.2 Introduction. One classification of public safety wireless communication users are
those entities that rely on wireless systems to prevent catastrophes which endanger life and
property. Entities such as transportation companies and public utilities operate
communications networks that interface with local, state, Department of Defense and federal
public safety entities on adaily basis. One primary purpose of these networks isto minimize
risk to the public. These networks aso aid other public safety providersin performing their
missions when a catastrophe does occur. This section of the report briefly identifies many of
the current communications requirements of this class of wireless communication users. A
more detailed description of these requirements can be found in Appendix C.

4.10.3 Voice Requirements.

Dispatcher to Crews. Thisisatypica communications path between dispatchers
and field personnel. The call types are typically business oriented with emphasis on operating
the business in a safe and efficient manner.

Crew to Crew. Thisfunction relates to the typical communications between field
users. These communications are used for the coordination of daily activities to maximize the
safety and efficiency of operations.

Emergency Call. Thisfunction istypicaly initiated from afield user to a
dispatcher. Asthe nameimplies, the call typeisthat of an emergency where loss of life or
property isimminent or has aready taken place.

“Tak Around”. In many operations between field users, routing a call through
the network or arepeater is not feasible for reasons such as access delay or being out of range
of the system. A talk around mode is necessary so that the field users can communicate with
each other, within the range of their mobiles and portables, without the assistance of a
network or repeater.

Interconnect. In nearly al field activities, users have a need to communicate with
people by way of land line telephones. Telephone interconnect is a necessary option for many
of the present day radio systems.

4.10.4 Data Requirements. The Public Services entities have a substantial need for data
communications which is typically very specific for each type of entity. Asan example, the
railroad industry relies on data communication links to assist the engineer in safe train
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handling as well as providing early notification of track or equipment malfunctions. The
railroads also utilize data communication links to assist in the prevention of collisions between
two trains as well as between trains and other types of vehicles.

The Utility industry relies on data communication systems for the purposes of controlling
electrical distribution systems and pipelines which include gas, steam, and water. Electrical
distribution systems utilize these data links to trip circuit breakers in the event of a power fault
or short circuit. They also utilize these systems to control the amount of load which the
generation facilities have to serve during peak demands. The pipe line systems utilize smilar
techniques for the purposes of controlling valvesto reroute or inhibit the flow of materialsin
the event of afailure of section in a pipe line network.

Data needs which are common to most Public Services entities are security system
monitoring, location systems, and inventory access systems. As with many other entities,
security systems are essential to help protect lives and property from destruction or tampering
by individuals. Location systems provide a means to track crews and equipment for the
purposes of effective response to disruption of service as well astrain collision avoidance.
When a catastrophic event does occur, the Public Service entities rely on access to data bases
which contain information concerning the availability of repair and restoration materials and
equipment.

4.10.5 Video Requirements. As an extension of the security system monitoring item
above, video surveillance provides much more information in specific situations than typical
alarms can provide. Video systems are very vauable tools when Public Service entities
respond to catastrophic events such as train derailments, tornadoes, hurricanes, as well as
earthquakes. In may cases, the video surveillance would be most effective if made available
through a wireless means.

4.10.6 Special Agents. Another application for communicationsin Public Services are
those communi cations which occur between railroad police, also known as Special Agents,
and local, state, aswell asfederal agents. The Special Agents have arrest authority if acrime
occurs on the railroad right of way. They are often the first responders when dealing with
murder, rape, robbery, drug enforcement, and vandalism to name afew. During derailments,
the Specia agents work with avariety of Public Safety entities to coordinate activities with
the railroads in an effort to contain the disaster as quickly as possible. Most of the
communications are voice, however, there is a significant need for data communications for
the purposes of having access to the same information which is shared between the Police,
Fire, and Rescue entities.

5.0 FEDERAL GOVERNMENT & DEPARTMENT OF DEFENSE OPERATIONAL
REQUIREMENTS

This section identifies operational requirements unique to Department of Defense, and
federal government public safety/public services agencies. The diversity and complexity of
federal agency missions compd the use of awide variety of telecommunications capabilities.
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Effective and reliable radio communications are required for federal agencies and the
Department of Defense to perform Congressionally mandated functions dealing with safety-
of-life, security and protection of federal property and military bases, protection of the
President and other government dignitaries, enforcement of federal laws, protection of Native
Americans, provide for immigration and border patrol, to operate federal prisons, protection
of natural resources, security of our coasts and harbors, protection of natural resources,
maintain and protect streams and inland waterways, distribution of water and natural
resources, and many other essential missions.

To support these missions and responsibilities, federal and Department of Defense
agencies frequently use wireless platforms, such as, land mobile radio (LMR), HF, satellite,
paging, cellular communications for clear and encrypted voice communications, audio and
video monitoring, alarm systems, electronic tags and tracers, and limited data collection and
transfer. These platforms are used both nationally and internationally, over diverse geographic
conditions, often requiring subscriber unit interoperability and the ability to communicate on a
priority basis 24 hours per day, 7 days per week.

From a LMR perspective, there are many similarities between federal uses of LMR
systems and that of our state and local counterparts. However, national security implications,
extensive geographical communications coverage requirements, privacy and security concerns
are significant differences that require comment.

The Federal Government uses land mobile radio systems in support of the following: Law
Enforcement, Transportation, Natural Resources, Emergency and Disaster Services, Utilities,
Medical, and Adminigtration functions.

5.1 TRANSPORT MECHANISMS

Federa and Department of Defense Land Mobile Radio systems planning and operations
must include implementing features that ensure services continue to be available even in the
most adverse conditions. Dependency on Land Mobile Radio systems requires those
capabilities be available in times of emergencies when some key element of the transport
mechanism (infrastructure) may be damaged or destroyed. Land-line based systems may not
be available following earthquakes. Hurricane or other windstorms almost always damage
wireless systems by bringing down towers and antennas. Some portions of the transport
mechanism (infrastructure) are more likely to survive disaster than others.

Federal and Department of Defense agencies rely on amix of federally developed or
owned linking mediums and commercia wireline and fiber networks to connect systems
throughout the nation. When commercial services are used, federal and Department of
Defense agencies often configure the system for diverse circuit routing or apply National
Security and Emergency Preparedness (NSEP) circuit restoration priorities
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In those areas where commercia service are not available, federal and Department of
Defense agencies use traditional point-to point and point-to-multi-point RF systems as
outlined in section 4.1.

The experience of the federal, state and local community has shown that during times of
natural disasters, especially earthquakes, the agency owned point to point radio systems are
better able to withstand damage than commercial leased lines. It isaso the experience of this
community that during situations similar to the Oklahoma City bombing, the commercial
systems quickly become overloaded preventing access and use by the law enforcement and
public safety community causing further reliance on agency owned systems.

5.2 LAW ENFORCEMENT

The patrolman on the city beat has a very different view of public safety from the Federal
agent working an international terrorism conspiracy. Drug smuggling from outside the
country is connected to drug violence in low-income city housing projects, but the people who
combat drug smuggling work for different levels of government, have varying duties, and use
different tools and techniques.

Effective and reliable radio communications are required for, but are not limited to:
safety-of-life, security of federal and Department of Defense building complexes, federa
lands, military bases and other installations; protection of the President, First Family, Vice
President & Family, Former Presidents, senior federa officials, visiting foreign heads of states;
counterintelligence; investigations involving organized crimes, drug interdiction, fugitives,
hostage situations, terrorism, smuggling, gun and explosives, counterfeiting, fraud, forgery,
tax evasions; protection of the money supply; prisoner transport and operations of the federd
prison system; customs; postal operations and immigration and naturalization.

Current federal and Department of Defense law enforcement land mobile radio systems
were designed and installed based on specific missions of the various federa entities, the
number of radio frequencies alocated and the availability of funding and support personnel.
Over time, these systems were gradually expanded as mission requirements increased. These
systems provide radio coverage in urban, suburban and rural areas, for both mobile and
portable use, and must operate in awide variety of terrain conditions.

Federal and Department of Defense radio systems are often designed to provide coverage
to afield, military base or digtrict office whose law enforcement jurisdictions might include
more than one metropolitan area and which may aso cross state boundaries. The number of
federal usersin any particular field or district office or at a military installation varies with
mission requirements. Field and district offices are frequently complemented with additional
personnel to support special operations, such as organized crime task forces, drug interdiction
case, protective operations, etc. In many cases, the fixed land mobile radio system is
augmented with transportable equipment to provide the required coverage.
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Spectral requirements are imposed to support the U.S. Coast Guard mission to provide
maritime law enforcement, including drug and illegal immigrant interdiction, in ocean aress,
coastal areas and inland navigable waterways. These duties are accomplished through a
complex organization of people, ships, aircraft, boats and shore stations, each with unique and
challenging communications needs.

Federal law enforcement will require spectrum for technologies that support voice and
data communications, paging, video and imaging, electronic agents, sensors, surveillance
systems, position location, parole monitoring, covert communications, multi-media
applications; and a comprehensive infrastructure which may consist of wireline, microwave,
satellite, and HF/VHF/UHF frequencies.

Interoperability with other public safety/public service agencies at dl levels of government
is aparamount concern. Military bases will require spectrum for technologies that support
voice and data communications, paging, video and imaging, electronic agents, sensors,
surveillance systems, position location, parole monitoring, covert communications, multi-
media applications; and a comprehensive infrastructure which may consist of wireline,
microwave, satellite, and HF/VHF/UHF frequencies.

5.2.1 Voice Requirements

Federal and Department of Defense law enforcement will continue to depend on voice as
the primary method of tactical communication. Voice isthe best communication method in a
rolling surveillance, quickly developing operations, crisis Situations, close-in tactical
operations, and in situations where split-second command and control decisions must be made
and acted on. Federal and Department of Defense personnel must have reliable and secure
communications in either peer-to-peer, wide-area, or dispatch-based environments. Other
requirements are: air-to-ground, air-to-air, special operations, surveillance (covert) and for
national and internationa travel.

5.2.2 Data Requirements

The use of mobile data technology is becoming more and more important in law
enforcement operations. The potential speed and efficiencies available with this technology
provides for quicker identification of suspects and dangerous situations which improves agent
or officer safety as well as causing faster responses to protect life and property.

Federal and Department of Defense agencies envision greater use of commercia off-the-
shelf lap-top or notebook computersin lieu of specifically designed mobile data terminals
(MDT). Thisapproach is cost effective since it provides the greatest flexibility in meeting
ever changing mission requirements.

Border sensors/monitors, electronic agents, parolee monitoring and other remote sensing
technologies will continue to evolve and will require wireless communication paths.

PuBLIC SAFETY WIRELESS ADVISORY COMMITTEE
September 11, 1996



Appendix A - ORSC Final Report, Page 65 (139)

Currently, wireless data use within the Federal and Department of Defense Law
enforcement agenciesis minimal. In general, the data requirements are limited to such uses as
mobile data terminal applications, geographic position and automatic location data, emergency
signals, transmission of reports, €l ectronic messaging, home incarceration monitoring, and
perimeter and vehicle dlarms. Remotely controlled radio devices are routinely used for
turning off and on surveillance microphones, effecting kill switchesin vehicles, arming and
disarming alarm and monitoring systems, and aiming video cameras. This control can be a
one-time data burst or can be a continuous data stream.

Expansion of wireless data systems offers many technological assetsto law enforcement.
One of the most significant advantages is access to data repositories containing critical law
enforcement information such as image identification, fugitive information, stolen articles, and
criminal histories. Data repository systems such as the National Crime Information Center
(NCIC) 2000 system and the Integrated Automated Fingerprint Identification System (IAFIS)
are preparing to provide mission critical datato law enforcement more effectively and
efficiently. These systems, in conjunction with the National Performance Review (NPR)/
ITO4 initiative (establishment of anational law enforcement/ Public safety wireless network)
are preparing for wireless data transfer and will spur the growth of wireless data
communications for law enforcement.

Future information technology requirements for Federal and Department of Defense law
enforcement will most certainly include wireless data and voice systems utilizing encryption.
In order to maximize the effectiveness of agentsin the field, a mobile office environment
utilizing wireless data communications must be developed. This mobile office would provide
instantaneous voice, data, and video access to other agents/law enforcement personne,
various law enforcement data repositories, and commercia networks. At some point, law
enforcement may incorporate these mobile officesinto a paperless environment inclusive of
multimedia transfer.

5.2.3 Video Requirements

Generaly, video requirements within Federal and Department of Defense law enforcement
fall within these categories: incident video, aerial surveillance video, robotics video,
surveillance and monitoring, officer safety and operational video transmission, and still
photographs.

5.3 INFORMATION SYSTEM SECURITY

Voice communications for law enforcement must feature multiple levels of encryption.
Routine operational traffic will require one level of encryption. Other operations such as
executive protection, high level drug and organized crime unit operations and federal and
security needs often will warrant a higher level of transmission security. Some routine traffic
may be “unencrypted”, but devices must be able to monitor both encrypted and non-encrypted
messages simultaneoudly.
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Preservation of the confidentiality of the information passed and the integrity of a
communications system is of paramount importance to the overall federal and Department of
Defense mission. Similar requirements exist today and are rapidly expanding for the state and
local levels. Threats may exist anywhere along a communications path. Federa and
Department of Defense agencies are extremely concerned with threats to the wireless
component of the communications network, both the active threats. masquerading,
information modification, denia of service, sabotage and the passive threats:
monitoring/eavesdropping, traffic flow anaysis.

In light of these communications security requirements, federal, Department of Defense,
state and local agencies must have the technical means at their disposal to counter both
today’ s threat and that of the future. Such techniques are covered under the information
systems security umbrella

Federa and Department of Defense agencies have a requirement for cryptographically
protected wireless communications systems. State and local agency requirements for secure
communications are also rapidly emerging. Suitable cryptographic algorithms or techniques
are available to provide the necessary levels of privacy/security commensurate with the federal
and Department of Defense mission. Federa government cryptographic processes are
categorized by “type” with Type-I being the highest and Type-IV the lowest. Information that
is classified pursuant to federal statue or executive order must be protected by use of an
Nationa Security Agency (NSA) approved Type-l cryptographic algorithm and
implementation. Type-11 algorithms are used by federal and Department of Defense agencies
for the protection of defense related sensitive-but-unclassified information. Type-I11
algorithms are used by federal and Department of Defense agencies for the protection of all
other sensitive-but-unclassified information. The National Institute for Standards and
Technology provide for the endorsement of Type |11 algorithms and their implementation.

In addition, where cryptographic protection is employed, federal, Department of Defense,
state and local agencies require user friendly electronic key variable dissemination and
management. Terms such as Over-The-Air-Rekey (OTAR) are often used to describe this
process, often in conjunction with multi-key, which refers to the use of multiple cryptographic
keysto facilitate interoperability. State and local agencies aso require flexible systems for key
management and distribution, to accommodate the formation of ad-hoc forces from groups of
agencies with overlapping jurisdictions.

Extremely sensitive information may require the application of multi-dimensiona
techniques providing for low probability of detection or low probability of interception, and
are often referred to as covert communications. The accommodation of covert
communi cations Poses unique spectrum requirements.

Lastly, there must be adequate trust in the operating systems and software used in the
network components, as well as the continuous use of access control and authentications
services to prevent authorized users from being denied the use of their mission critical
communications services or networks.
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5.4 NATURAL RESOURCES, PUBLIC SERVICE AND FIRE EMERGENCY SERVICES

The Federal Government manages its natural resource programs using radio
communications to accomplish Congressionally-mandated missions. Congressionally-
mandated services include the mission of the U.S. Postal Service. Fixed stations, mobiles,
hand-held portables, and transportable repeaters and base stations make up these radio
systems. These operations are spread throughout the United States and its Possessions, in
suburban, urban and rural, sometimes remote and almost inaccessible areas. Some systems
encompass only afew buildingsin a city or asmall wildlife refuge, while others encompass
large geographic areas, such as the national forests, Indian reservations, and national parks;
multiple counties or states such as the Tennessee Valley Authority; or are nationwide in
nature. These systems provide for the safety of the public and government personnel which
includes over 300,000 postal vehicles and the security of 180 billion pieces of mail per year,
monitoring and distribution of water, management of timber growth and harvest, protection,
operation, and management of our national parks, national forests, range and grass lands,
wildlife refuges, protection of Native Americans and protection and management of their
lands; forestry and range management; and assessment of minera deposits. I1n addition,
wildlife monitoring and tracking to protect endangered and threatened species and to control
animal damage are performed with transmitters as small as dimes or as large as softballs. The
gathering of wildlife datais crucial to track and catalogue the motions of specific species
under study by multiple parties. The emphasisis on the identification of present and future
migratory patterns which will influence the environmental habitats and future survival of these
species. Thistelemetry is solely dependent on wirel ess technology.

Natural emergency situations such as fires, hurricanes, earthquakes, and volcanic eruptions
place great demands on existing communications systems and sometimes require a tenfold
expansion of communications facilities in a matter of hours. The U.S. Departments of
Agriculture and Interior are responsible for maintaining a large inventory of radio systems
available for rapid deployment in support of fighting wildfires or natural disasters. The
agencies and bureaus of both departments maintain installed communications systems
supporting the day to day administrative and tactical operations on almost 500 million acres of
public land. These systems also support numerous search and rescue situations. In the event
of fire or disaster, the installed systems are capable of being expanded through
communications resources available from the National Interagency Fire Center in Boisg, ID.
This unique shared-agency facility maintains a cache of approximately 7000 radios that are
preboxed into fully operational groupings called “systems’ or “kits’; each containing one or
more repeater stations and a number of portables. The maority of these radios operate in the
VHF, 162-174 MHz band with approximately 1500 operating in the UHF, 406-420 MHz
band. Additional equipment available from the Center includes 10 transportable INMARSAT
satellite ground stations and several transportable microwave stations. Since aircraft can taxi
directly up to the Center’ s front door for loading, this equipment can easily be shipped back
and forth between most locations in the United States, Canada, and Mexico and be distributed
to local authorities, allowing for cooperative, interoperable communications between Federal,
state, and local agencies when necessary.

PuBLIC SAFETY WIRELESS ADVISORY COMMITTEE
September 11, 1996



Appendix A - ORSC Final Report, Page 68 (142)

Federal and Department of Defense Fire-fighting services, when their missionisto serve a
specific base or installation, in general, function in the same manner as State and local
government fire fighting services. Where Federa fire management missions diverge isin the
responsibility for fire protection and fire fighting over wide-ranging federal lands such as
National Parks, federal reservations and Nationa Forests. The Nationa Interagency Fire
Center is responsible for management of this function within the Federal Government. It
includes the Bureau of Land Management, National Park Service, Bureau of Indian Affairs,
U.S. Fish and Wildlife Service, U.S. Forest Service, the National Wesather Service and
Interior’s Office of Aircraft Services. These bureaus and agencies form an interagency
partnership aimed at providing efficiency and economy in the field of fire management to
include presuppression, suppression and fire use.

The Federal Maritime Environmental protection mission, performed by the U.S. Coast
Guard, servesto minimize damage from pollutants released into the ocean, inland waterways,
and coastal zones. In addition, they help to develop national and international pollution
response plans and operate the National Strike Force. These operations frequently involve
close coordination by Federal, State, and local agencies in addition to private and commercial
organizations.

5.4.1 Voice Requirements

In general, voice requirements for Natural Resources management include coverage from
portable to portable unit, through a system, radio to radio. Personnel must be able to speak
with each other via a portable radio if within line of sight. Likewise personnel must be able to
communicate from distant locations where geographic responsibility for a natural resource
crosses dl political boundaries.

5.4.2 Data Requirements

The data requirements of Federal Natural Resources and Fire Emergency Servicesis not
unique to the Federa agencies. State and local public safety agencies have similar
requirements. In general, the data collected, analyzed, and disseminated in these services
originates and terminates among Federal, State, and local agencies alike.

Wireless data transmission is mission critical to the Postal Service. In order to provide
continued low cost mail service to over 95 million addresses, spectrum must be available.

The gathering of Hydrological datais crucia to assure the latest weather patterns, snow
and precipitation levels, temperature and water quality are monitored in order to minimize a
natural disaster due to these conditions. The emphasisis on the collection of datafrom
remote sensors and prediction of flooding conditions based on that data. The Federal
Hydrologic program involves a large number of Federal agencies as well as State and local
agencies. The network, data, and frequency assets are shared among these agencies.

PuBLIC SAFETY WIRELESS ADVISORY COMMITTEE
September 11, 1996



Appendix A - ORSC Final Report, Page 69 (143)

The gathering of seismic datais crucia to assure that earth movements and motions are
cataloged and patterns detected to reduce potential earthquake damage, and potential loss of
life and property.

For wildlife telemetry, the basic need for data is immediate, clear transfer of information
concerning the mobility of wildlife.

5.4.3 Video Requirements

Requirements encompass a wide variety of scenarios ranging from provision of full-motion
real-time video from on-site personnel or robotic sensors to remote command center, to
dow-scan images for damage assessment. These video data should be accessible by a number
of users under strict, need-to-know management procedures. Often avideo image of current
conditions is necessary to make critical decisions, like the release of water from areservoir, in
the management of natural resources.

Hydrologic management requires the ability to transmit still photographs on demand to
various locations to facilitate decisions concerning the adjustment of water releases or the
evacuation of population downstream from aflood stage river.

5.5 EMERGENCY MANAGEMENT AND DISASTER SERVICES

The Federal Government provides an array of emergency and disaster response
communications capabilities to protect the public and resources from natural and
technological hazards. Thisinvolves awide range of missions including prevention,
mitigation, preparedness, response, and recovery. These servicesinvolve virtualy every
department and agency of the government. Where safety of life and property is at risk,
communications systems that can operate reliably when normal systems are disrupted are
essential. A significant number of the Federal Government emergency and disaster response
communications systems interface (but are not necessarily interoperable) with State and local
governments as well as with national volunteer organizations such as the Red Cross, amateur
radio operators, and smilar groups.

Many speciaized emergency requirements have unigue spectrum-dependent needs that
must also be satisfied by the nationwide dedication of radio spectrum for that purpose. Asan
example, Federal and Department of Defense, State, and local government search and rescue
teams deploying to the site of a national emergency or disaster need reliable communications
to locate victims in collapsed buildings, administer medical and lifesaving treatment and
relocate them to safety or medical facilities.

The U.S. Coast Guard, in cooperation with other Federal and Department of Defense,
State, and local public safety agencies, monitors distress and safety radio channels 24
hours/day, and serves as maritime Search and Rescue (SAR) coordinator within the National
SAR Plan. The Cospas-Sarsat Search and Rescue satellite system is an example of dedicated
emergency response communications system. This multi-national safety-of-life system uses
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earth orbiting satellites and ground stations to locate emergency distress beacons. These
beacons signal that a life-threatening maritime, aviation, or land-based emergency has
occurred. Current spectral requirements include 406-406.1 MHz, 121.5 MHz, 243 MHz, and
1544-1545 MHz. Future expansion of the system may add the use of geostationary satellites
and beacons using GPS locations.

Providing the communications needed during major natural and technological emergencies
requires a significant quantity of readily deployable land mobile radio communications assets.
Magjor disasters have required the deployment of thousands of radios. These have traditionally
been Federal Government owned land mobile radios (e.g. the fire cache discussed above)
used to effectively coordinate and provide emergency management during the readiness,
response, and recovery phases of mgjor disasters.

5.5.1 Voice Requirements

Emergency Management and Disaster Services within the Federal Government have a
need for alarge number of interoperable radio assets able to be deployed anywhere in the
nation on amoment s notice. These requirements are generally the same as with State and
local government and disaster relief organizations. Primarily, they include numbers of radio
and frequency assets that far and away exceed normal operating requirements. Lack of
interoperability, in the technical and spectrum senses, represents the greatest impediment to
the effective solution of these needs.

5.5.2 Data Requirements

In general the data requirements of Federal emergency management and disaster services
are similar to those of their state and local counterparts. Often the data collected, analyzed
and disseminated in these services originates and terminates among Federal, state and local
agencies dike. A current example of Federal emergency service data usage isin the broadcast
and response to Cospas-Sarsat distress alerts.

5.5.3 Video Requirements

Like the data requirements, Federal emergency management and disaster service video
requirements are similar to those of their state and local counterparts. As an example, on-
scene video is often utilized to assist in developing appropriate level of response.

5.6 TRANSPORTATION

Federa activities in aviation, maritime, highways, and railroads have a tremendous
investment in both fixed and mobile operations. Aviation-sector land mobile applications
include maintenance, safety, and inspection using portable and mobile radios, and repeater and
base station facilities, remote maintenance monitoring equipment; airport runway light control
systems and wind shear alert systems. These systems are installed in airports and airway
facilities for management and coordination activities. The systems use both voice and data to:
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automate equipment monitoring; perform safety-of-life, anti-terrorist, and air security
functions; integrate air traffic control communications within the centers and control towers;
and conduct various airport and airfield communications.

Federa and Department of Defense surface transportation operations provide a variety of
management and oversight support to coordinate activities at various highway and rall sites.
The Intermodal Surface Transportation Efficiency Act (ISTEA) was passed by Congress and
approved by the President in December 1991. It enabled the establishment of the Intelligent
Transportation Systems (ITS) program. Several goals of the ISTEA are addressed inthe ITS
program, including: (1) the enhancement of the capacity, efficiency, and safety of the highway
system, serving as an aternative to additional physical capacity; (2) the enhancement of efforts
to attain air quality goals established by the clean air act; and (3) the reduction of societal,
economic, and environmental costs associated with traffic congestion. The relationship
between ITS and public safety encompasses several aspects concerning not only the safety of
the traveler, but the array of new technologies and services that will be available to both
personaly owned vehicles as well as vehicles owned and operated by emergency service
providers and traditional public safety agencies.

Public safety godls of the ISTEA legidation being addressed by ITS are reducing the
frequency of accidents, reducing the severity of accidents, reducing congestion due to
incidents and enhancing traveler security. Technology being deployed by ITS will enable
these goals to be met by performing the following safety-related functions described in the
ITS National Program Plan: improving on-board system monitoring, reducing the number of
impaired drivers, enhancing driver performance, enhancing vehicle control capability,
improving traffic safety law enforcement, smoothing traffic flows, improving emergency and
roadway services responsiveness, improving passenger protection, improving response to
hazardous materials (HAZMAT) incidents, improving incident management, improving
incident information to drivers, improving the availability of communications devices,
reducing vehicle theft, and increased monitoring of transportation facilities.

Maritime safety and waterway management agencies within the Federa Government
provide for the safe operation of the Nation s navigable water resources. It requires
coordination of many diverse, yet interrelated disciplines. From inspection of user vessels and
offshore facilities, to provision of icebreaking capabilities to keep shipping routes open year-
round, to ensuring port security, many tasks must be performed to ensure seamless utilization
of coastal and inland waterways. In addition, safe passage is promoted through waterway
management involving the interrelationship between vessals, waterway authorities, and
facilitiesincluding docks, bridges, and piers. Finaly, akey link in ensuring maritime safety
results from continuous monitoring of maritime radio emergency channels, and the broadcast
of maritime safety information.

5.6.1 Voice Requirements
In general, voice requirements for Federal Transportation services are smilar to other

Federa agencies. Immediate or near-immediate voice communications is an absolute
necessity, especially when dealing with safety-of-life/property response.
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Voice communications for maritime safety and waterway management must provide
connectivity for command, control, and communications of operational U.S. Coast Guard
forces; ensure connectivity, compatibility and interoperability with the maritime industry, the
boating public, and other Federal, state and local agencies. Supported services must include:
(1) Damage and degraded service/outage reports to/from mariners, (2) notification of marine
casualties, (3) dissemination of Notice to Mariners, and (4) reports of pollution incidents and
coordination of responding assets.

5.6.2 Data Requirements

Basic data requirements for Maritime Safety and Waterway management include clear,
immediate transfer of information in support of both routine and emergency operations.
Examples of required servicesinclude: (1) short range aids to navigation, (2) acquisition of
vessel position, identification, and sailing intentions, and (3) data dissemination with respect to
ice conditions and/or port status.

ITS by itsvery nature, is totally dependent on mobile communications in order to provide
most of the user services. ITS frequencies must fit several criteria, anong which are good
propagation characteristics for the function being performed, adequate bandwidth, freedom
from harmful interference, availability of low-cost components, and minimal regulatory
restrictions.

There are three basic ways to provide the connectivity that is needed for ITS: (1) through
the use of existing communications facilities (e.g. cellular radio, enhanced speciaized mobile
radio (ESMR), existing dispatch systems); (2) through new services within current spectrum
allocations (e.g. high-speed data subcarriers on broadcast FM radio); or, (3) through
dedicated facilities with new spectrum, which includes cases where current allocations are
inadequate and where new spectrum is required to meet growth demands (e.g. electronic toll
and traffic management (ETTM)).

To the maximum possible extent, the Federal Highway Administration (FHWA) has
emphasized appropriate use of the first two aternatives.

5.6.3 Video Requirements

Video requirements for Transportation management may include real-time situation
updates from on-scene units to command centers. Multiple agencies may need to have the
capability of monitoring another agency s video transmissions, however this capability must be
controlled through a need to know or incident management process.

6.0 CURRENT SHORTFALLS

The mission of the Subcommittee included identifying operational requirements that
currently are unmet or suffer from reliability, quality or coverage deficiencies.  Shortfalls of
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this nature were identified by virtually every working group, but in general they can be
categorized as indicated in the following discussion.

Foreign Frequency Interference. Public safety entities operating along United States
borders with Mexico are experiencing interference from communications devices and services
located outside the United States. For example, business communications from Mexico are
occurring on VHF and UHF public safety frequencies. Coordination with Mexico or other
decisive action is necessary to ensure that whatever frequencies are allocated for public safety
use in the United States remain free from foreign frequency interference.

Insufficient Paths or Channels. A genera observation of virtualy al participantsin the
Subcommittee’ s work was that the existing allocation scheme does not provide sufficient
paths or channels to support existing operations, et alone the future needs identified by the
various working groups. Some public safety entities already have been forced to lease voice
communications support due to channel shortages. Shortages exist in some parts of the
country in microwave channels for infrastructure support. Existing allocations do not and will
not support implementation of mobile data or NCIC 2000 terminal needs, or transmission of
video. The rapid growth of the field of corrections, for example, has placed and will continue
to place unprecedented demands on the need for communications paths or channels.

Although these shortfalls are universally understood and a major portion of the rationale
for formation of the Advisory Committee, the Subcommittee deemed it appropriate to
highlight the urgency created by the spectrum shortfalls that already exist.

Coverage Inside Buildings. Present standards in the 800 MHZ spectrum limit signal
strength to 40 dBu at service area boundaries. This strength may not be sufficient to support
building penetration near service area boundaries. Optional design changes, such as
installation of inside antennas, RF amplifiers or additiona sites with directiona antennas
should first be considered. Asafinal resort, exception to limiting standards should be
considered, consistent with protection to adjacent service areas.

Multi-Path Interference. Voice and data communication problems created by multi-path
interference in some frequencies must be resolved to provide clear voice and data
communications in areas affected by multi-path interference.

7.0 INTEROPERABILITY REQUIREMENTS

Interagency communications between federal and Department of Defense, state, county,
township and local police, fire, and EM S units is necessary. Coordination at natural and
man-made disasters requires close communication for deployment of scarce resources during
incident management by the police, fire and EM S units responding to the event.

The ability to communicate among and between the various public safety units must also
be broken out by geographic area yet respecting the ability to “look-back” or monitor the
chain of command of the several organizations. In other words, at the site of awide area
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incident various police and fire units responding should be able to monitor selected channels
or talk groups within their organizational structure, but also have the ability to speak across
organizational lines (police to fire, fireto EMS, etc.) to coordinate activities at a given
geographic location up to several miles wide.

I nteroperability must exist across organizational groups by rank or responsibility. The
officer in charge of comparable responsibility from each of the respective jurisdictions should
have the ability to speak directly with each other in a secure or uninterrupted channel or talk
group over the portable radio to deploy the necessary resources where they are most needed.

Interoperability is not just an issue for response to unique or large scale public safety
incidents. Interoperability is requisite on aroutine basis as a preventive measure. For
example, sharing information in the form of voice and data between correctiona and law
enforcement agencies can lead to the quick identification of crimina behavior patterns and
expedited apprehension. Crime prevention requires more resources, not just more laws.

8.0 CONSOLIDATION OF SERVICESAND SYSTEMS

The issue of consolidation of services and systems has been discussed in this and other
subcommittees. Considerable difference of opinion exists, as many services and agencies
vigorously defend their right to remain independent. Modern technology does make it
relatively smple to share certain systemsin away that is virtually transparent to other users.
Thisis particularly true in trunked systems and in systems which carry data only.

The only impact on these systems, provided they cover identical service aress, is channel
loading. Systems designed for data only, for example, can support a large number of users
due to the short duration of any individual transmission. Trunking can provide either discrete
or combined talk groups which result in privacy or interoperability as desired.

The stated operational requirements of many users noted in this document, particularly the
services of Police, Fire and emergency medical, are smilar if not identical. Because these
services generaly are provided under the authority of asingle political agency, such asa
county or city, sharing of acommon infrastructure is both spectrum efficient and economically
effective.

This sharing technique can be applied to data, vehicle location and trunked systems, and
should be given strong consideration when the necessary parameters are present.
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ANNEXES

A - OPERATIONAL REQUIREMENTS FOR COMMUNICATIONS QUALITY

B - OPERATIONAL REQUIREMENTSINPUTS TO QUANTITY MODELING

C - ADDITIONAL PUBLIC SERVICE OPERATIONAL REQUIREMENTS
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ANNEX A - OPERATIONAL REQUIREMENTS FOR COMMUNICATIONS
QUALITY

SECTION I: Audio and Data Transmission
Audio Quality

A method of quantifying audio quality has been developed by the Telecommunications
Industry Association (TIA) in conjunction with the Institute of Electrical and Electronics
Engineers (IEEE), and published in aTIA report entitled “A REPORT ON TECHNOLOGY
INDEPENDENT METHODOLOGY FOR THE MODELING, SIMULATION AND
EMPIRICAL VERIFICATION OF WIRELESS COMMUNICATIONS SYSTEM
PERFORMANCE IN NOISE AND INTERFERENCE LIMITED SYSTEMS OPERATING
ON FREQUENCIES BETWEEN 30 AND 1500 MHZ", April 29, 1996.

The principal metric involves recipient understanding and whether or not repetition is
required. Themetricis called Delivered Audio Quality and consists of a5 point scale. The
lowest value is one, referring to the worst case where the message in unreadable and therefore
unusable. The highest isfive, where speech is easily understood , no repetition is necessary
and noise or distortion components are not introduced in the communications channel. The
intermediate values range in the ease of understanding and the frequency of repetition required
as well as the nuisance contribution of noise and distortion components introduced along the

way.

The basis of understanding uses the equivaent intelligibility of a TIA test value for static
receiver sengitivity called SINAD. Thisrefersto aratio of signal to noise and distortion.
These values are subjective and will have variability amongst individuals as well as
configurations of equipment and distractions such as background noise. They are intended to
represent the mean opinion scores of agroup of individuals, thus providing atarget for
evaluation.

The following table from the report sets out the target equivalency between DAQ (Ddlivered
Audio Quality) and TIA SINAD measurements.

Delivered Subjective Performance SINAD Equiv.

Audio Quality Description Intelligibility
1 Unusable, Speech present <8dB

but unreadable
2 Understandable with 12 dB

considerable effort.

Frequent repetition due

to Noise/Distortion
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Delivered Subjective Performance SINAD Equiv.
Audio Quality Description Intelligibility

3 Speech understandable 17 dB
with dlight effort.
Occasional repetition
required due to
Noise/Distortion

34 Speech understandable 20dB
without repetition.
Some Noise/Distortion

4 Speech easily understood. 25 dB
Occasiond
Noise/Distortion

45 Speech easily understood. 30 dB
Infrequent
Noise/Distortion

5 Speech easily understood. >33 dB

Values less than three (3) transition quickly so no intermediate definitions exist. Vaues
greater than three (3) contain intermediate steps. The specific value of 3.4 was derived from a
specific Federal Government design criterion. Different radio bandwidths and modulations
require different ratios of signal versus the combined disruptive effect of noise and
interference. Additional details are available in the report. In paragraph 3.4.1 of the TIA
TR8.8 report referenced above, it states:

The goa of DAQ isto determine what mean C/(I+N) is required to produce a subjective
audio quality metric under Raleigh multipath fading. The referenceisto FM anadog radio
SINAD equivaent intelligibility. That is a static analog measurement so the Table 1
description (see the table above) has been provided to provide a cross reference.

... (Channd Performance Criterion) CPC requirements would normally specify either a3
or 3.4 DAC at the boundary of a protected service area.

Radio systems for public safety should be designed to provide the users with a DAQ of 3.4 so
that over the vast mgjority of the coverage area speech is easily understood.
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An equivaent to DAC can be derived for digital systems. It isrelated to the Bit Error Rate
(BER). However, the DAC - BER relationship depends on the specifics of the error
correction algorithm, vocoder and related performance of the particular digital platform.

The report aso includes methodologies to allow system design, specification, and verification
of desired audio quality levels for agiven reliability percent of the coverage area.
Procurement specifications should detail the desired DAQ and the percentage of the service
area that must achieve the required DAQ aswell asthe acceptance testing methodology to
be used.

Data Performance

Additional studies are required in this area, including video. Data performance impacts
system loading due to retries (repetition). The length of the data file and whether or not
acknowledgments are utilized effect the overall system loading. We encourage TIA to
continue its efforts to include data and video in this or asimilar report.

SECTION II: Other Quality Considerations

In addition to the quality in technical performance related to voice clarity, other areas of
quality may be considered by the public safety users and manufacturers. Anintegra part of
the design and production of public safety radio products and services is the implementation
of traditional quality control and quality assurance activities. While each public safety entity
has unigue user requirements related to quality, the following list gives examples of areas
where quality may be an operationa requirement. Thislist isin no way exhaustive, and no
effort has been made to establish or suggest numerical recommendations, but gives
suggestions of areas in which public safety entities may require a specific quality measurement
when designing their systems.

Deay:

For terrestrial systems, the maximum amount of system delay should be limited to the
following criteriaasis stated in the APCO Project 25 Statement of Requirements:

Throughput delay shall be as follows:

a Less than 250 msec in direct radio-to-radio communications.

b. L ess than 350 msec in radio-to-radio communications through asingle
conventional repesater.

C. L ess than 500 msec in radio-to-radio communications within an RF subsystem.

For satellite systems, an additiona system delay should be limited to 250 msec.
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Reliability:

System Failures:  What is the mean time between system failures?

System Repair: What is the mean time for system repair?

System Redundancy: If the system fails is there system redundancy?

System Durability: What are the durability test results? (e.g. driven rain or drop test?)

Diagnostics: What methods are in place to monitor and report on degradations prior to
faillure modes?

Ergonomics:

Legibility of Display: Is the display readily readable?

Lighting: Are displays readable in varying ambient light?

Radio Design: Is the radio comfortable to wear and user?

Keypad: Arethe buttons big enough? Can the radio be used with gloves?
After Market Services:

Repair:  Arerepair parts and service supported?

Training: Isthere training associated with maintenance, repair and use?
Software Releases:

Are software upgrades user friendly?

Field Progranmable:

Program Radio in Field: Can the radio be programmed in the field?
Throughput:

Throughput rate: How long does it take to get the communication?

Retry rate: How long does it take to get the retried communication?
Environmental

Recycling: Is there a method of recycling batteries?
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Is there a method for recycling packaging materials?
Radio Coverage:
In paragraph 3.6.2.2 of TIA TR8.8 it states:

For law enforcement and/or other public safety agencies, it is recommended that the CPC
(Channd Performance Criterion) be applied to 97% of the prescribed area of operation in the
presence of noise and interference. Law enforcement and public safety systems should be
designed to support the lowest effective radiated power subscriber set intended for primary
usage. In most instances this will necessitate systems be designed to support
handheld/portable operation.

This subcommittee accepts the recommendation of TIA TR8.8. Using Figure 1 of that
document, 97% area coverage trandlates to approximately 90% coverage at the contour
representing the fringe of coverage.

DISCUSSION

Coverage Area

When describing land mobile performance, two numbers are frequently quoted in percent.
The first is the percent area coverage at the fringe contour of the coverage area. In the
referenced TR-8.8 document, Figure 1, pp. 7 the relationship between total area coverage and
that coverage at the fringe is presented. 95 percent area coverage translates into about 82
percent coverage at the fringe. | do not believe this was the intent of the subcommittee but 95
percent fringe coverage translates to 99 percent area coverage. From TR-8.8, paragraph 5.8,
the margin in the design required for each of theseis 10.2dB and >14dB respectively. Itismy
understanding that it was the intent of ORS that the coverage at the total area coverage
should be 97 percent. Thistrandatesto afringe coverage of 90% with atotal margin of 11.5
dB required to obtain this level of coverage. These numbers are summarized below. In fact,
the recommendations of TR-8.8 for public safety in section 3.6.2.2 isfor the 97% area
coverage as shown above.

% COVERAGE MARGIN

CONTOUR AREA dB

82 95 10.2

90 97 11.5 < Recommendation
95 99 >14

Coverage Time and DAC

From TR-8.8, it says “The goa of DAC isto determine what mean C/(I+N) isrequired to
produce a subjective audio quality metric under Raleigh multipath fading ... (Channel
Performance Criterion) CPC requirements would normally specify either a3 or 3.4 DAC a
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the boundary of a protected service area” Percent time availability is usually associated with
Raleigh fading. So, by specifying the percentage time parameter and DAC, the ORS was
being redundant. Further, it appeared that the members of the subcommittee were applying
DAC over thetotal area of coverage, not at the coverage boundary.

Safety

Channel AccessTime:  How long does it take to get an open channel ?
Speaker Identification:

Ability to identify speaker:  Can you identify who is speaking?
Batteries

Battery Life. Do the batteries meet the needs of your organization? (e.g. can they last for an
entire shift without recharging?)

Value
Consistent value: What is the quality per unit dollar?

Alternatively, some public safety entities may view Quality in amore defined structure. In
general, al equipment may need to conform to industry standards to be of the highest quality
and reliability. All materials should be the best of their respective kinds, free of corrosion,
scratches, indentations, or other such defects. The design an construction of the
communications equipment should be performed in a neat and craftsman like manner and
should be consistent with good engineering practices.
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ANNEX B - SPECTRUM CALCULATION INPUT DATA BASED UPON USER
NEEDS

The purpose of this section is to describe the method used to develop the public safety input
data projections for the year 2010 to be used in the calculation of spectrum need. These
parameters are:

1) Population - the number of people in the various agencies, listed by generd
category of Police, Fire, EMS and General Government. It should be noted that in
some jurisdictions, Fire and EM S have become merged into a single agency function.
In the equation for calculating spectrum need, this parameter is abbreviated as POP.
The material describing population is found in section B-1.

2) Penetration - the percentage of the identified population that will use a particular
type of radio communication. In the equation for calculating spectrum need, this
parameter is abbreviated as PEN. The material describing penetration is found in
section B-2.

The following sections will provide information for the New Y ork and Los Angeles
Metropolitan Areas as follows:

B-1-A Population Data for state and local Governmental entities in the 31 county,
New Y ork Metropolitan Area - FCC Public Safety Region 8.

B-1-B Population Data for federal government agencies in the 31 county, New
Y ork Metropolitan Area - FCC Public Safety Region 8.

B-1-C Population Data for state and local governmental entitiesin the 5 county,
Los Angeles Metropolitan Area.

B-1-D Population Datafor federal government agencies in the 5 county, Los Angeles
Metropolitan Area.

B-2-A Penetration Data for state and local governmental entities in the 31 county,
New Y ork Metropolitan Area - FCC Public Safety Region 8.

B-2-B Penetration Data for federal government agenciesin the 31 county, New
Y ork Metropolitan Area- FCC Public Safety Region 8.

B-2-C Penetration Data for state and local governmental entities in the 5 county,
Los Angeles Metropolitan Area.

B-2-D Penetration Data for federal government agenciesin the 5 county, Los Angeles
Metropolitan Area.
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B-2-E Aggregate Penetration Data, derived for each category of communication
service offering from the sum of the preceding four spreadsheet penetrated
population sums divided by the sum of the two area total populations.
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The data from these sections are summarized as follows:
1. New York Metropolitan Area - State and Local Government:

SUMMARY PENETRATION AND POPULATION DATA:

2010

VOICE VOICE TRANSACT  FACSIMILE ~ SNAP REM FILE SLO SCN FULL MO POPULATION
DISPATCH INTERCON PROCESG SHOT ACCESS VIDEO VIDEO BY CATEGORY
AREA
POLICE 53.12% 11.58% 31.25% 6.71% 28.79% 23.34% 1.87% 12.24% 83,229
FIRE 39.62% 11.2%% 31.48% 10.53% 16.83% 28.12% 1.04% 19.54% 153,321
EMS 35.67% 11.34% 34.20% 14.13% 30.99% 30.99% 13.60% 352% 51,909
GENERAL GOV'T SERVICES 20.69% 1.29% 16.16% 0.71% 0.91% 2.54% 0.59% 251,138

TOTAL REGION 8 AREA POPULATION = 21,099,700

2. New York Metropolitan Area - Federal Government:

SUMMARY PENETRATION AND POPULATION DATA:

2010

VOICE VOICE TRANSACT  FACSIMILE ~ SNAP REM FILE SLOSCN FULL MO POPULATION
DISPATCH INTERCON PROCESG SHOT ACCESS VIDEO VIDEO BY CATEGORY
AREA
POLICE
FIRE
EMS

GENERAL GOV'T SERVICES

TOTAL REGION 8 AREA POPULATION = 21,099,700

3. LosAngeles Metropolitan Area - State and Local Government:

SUMMARY PENETRATION AND POPULATION DATA:

2010

VOICE VOICE TRANSACT  FACSIMILE ~ SNAP REM FILE SLOSCN FULL MO POPULATION
DISPATCH INTERCON PROCESG SHOT ACCESS VIDEO VIDEO BY CATEGORY
AREA
POLICE
FIRE
EMS

GENERAL GOV'T SERVICES

TOTAL LOSANGELESAREA POPULATION =

4. LosAngeles Metropolitan Area - Federal Government:

SUMMARY PENETRATION AND POPULATION DATA:

2010

VOICE VOICE TRANSACT  FACSIMILE ~ SNAP REM FILE SLOSCN FULL MO POPULATION
DISPATCH INTERCON PROCESG SHOT ACCESS VIDEO VIDEO BY CATEGORY
AREA
POLICE
FIRE
EMS

GENERAL GOV'T SERVICES

TOTAL LOSANGELESAREA POPULATION =

5. Aggregate Penetration:

VOICE VOICE TRANSACT  FACSIMILE ~ SNAP REM FILE SLOSCN FULL MO
DISPATCH INTERCON PROCESG SHOT ACCESS VIDEO VIDEO

ALL SERVICES

% USER
CATEGORY
POPULATION

OF TOTAL
REGION 8

POPULATION

0.39%
0.73%
0.25%
1.19%

% USER
CATEGORY
POPULATION

OF TOTAL
REGION 8

POPULATION

% USER
CATEGORY
POPULATION

OF TOTAL
LOSANGELES

POPULATION

% USER
CATEGORY
POPULATION

OF TOTAL
LOSANGELES

POPULATION
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PSWAC Operational Requirements - Appendix B-1-A

New York Metropolitan Area Operational Needs
Report On Population (POP)

The purpose of this section isto describe the method used to develop the state and local
public safety population projection for the year 2010. This parameter, population, isa
required input to the future needs equation being solved by the overall PSWAC process.
Population has been given the abbreviation POP.

The population determined in this section does NOT include any valuesfor the federal
gover nment needs within the boundaries of the New Y ork Metropolitan Area, or the needs
for interoperability in the region. These needs, must be added to the population determined in
this document in order to arrive at the total population for the New Y ork Metropolitan Area.

l. DEFINITION OF NEW YORK METRO AREA

The New Y ork Metropolitan Areais defined as the 31 counties of Connecticut, New Y ork,
and New Jersey which make up NPSPAC Region 8. NPSPAC Region 8isthe New Y ork
Metropolitan Area per FCC Docket PR 87-112 which alocated six MHz of spectrum, 821-
824 and 866-869 MHz, for public safety use. It is appropriate to use that same area here to
define the New Y ork Metropolitan Area. Table 1 lists the 31 counties of NPSPAC Region 8
with the 1990 population of each county.

State County Population,
1900
CT Farfield 827,645
CT Litchfield 174,092
CT Middlesex 143,196
CT New Haven 804,219
NJ Bergen 825,380
NJ Essex 778,206
NJ Hudson 553,099
NJ Hunterdon 107,776
NJ Mercer 325,824
NJ Middlesex 671,780
NJ Monmouth 553,124
NJ Morris 421,353
NJ Passaic 453,060
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State County Population,
1900
NJ Somerset 240,279
NJ Sussex 130,943
NJ Union 493,819
NJ Warren 91,607
NY Dutchess 259,462
NY Nassau 1,287,348
NY Orange 307,647
NY Putnam 83,941
NY Rockland 265,475
NY Suffolk 1,321,864
NY Sullivan 69,277
NY Ulster 165,304
NY Westchester 874,866
NYC Bronx 1,203,789
NYC Kings 2,300,664
NYC New Y ork 1,487,536
NYC Queens 1,951,598
NYC Richmond 348,977
Total = 19,523,150

TABLE 1- NPSPAC Region 8

The metro region was studied in two distinctly different ways. First, the 26 counties outside
of New Y ork City proper were studied by interviewing key people and collecting data
regarding population, population density, personnel reports and the like. New Y ork City, on
the other hand, was broken down into the various agencies within city government and their
populations. The sum of the two parts was the overall population, POP, for the New Y ork
Metropolitan Area.

. OVERALL POPULATION

The first item to be determined was a forecast of the overall population of the region in the
year 2010. A chart? was found which listed 30 of the 31 counties with population projections,
by county, every five years out to the year 2020. The missing county was Middlesex county
in Connecticut.
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The values for the year 2010 were used in the following work. A projection for Middlesex
county, CT was calculated using a growth similar to the other counties of Connecticut. The
overal population of the region was forecast at 21,099,700 for the year 2010.

The next task was to search for arelationship between the total population and the number of
public safety personnel. The following sections describe the findings.
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[11. POLICE OFFICER POPULATION

Each of the states annually publishes a crime report. Copies of the 1993 reports were

obtained for New Y ork® and New Jersey®. Contained within these reports are tables listing the
number of police employees by town, county, etc. By using the number of sworn municipal
and county police officersin each county and dividing by the population, arate of police
officers as a percent of overall population was determined.

Reference 1 contained population and land area statistics for each county. From these data
the population density was calculated in population per square mile.
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Figure 1 - Sworn Police Officer Rate vs. Population Density

Figure 1 shows that the rate of sworn police officersfor agiven areais directly proportional
to the population density. New Y ork City has 0.49% police at a population density of over
24,000 people/sg. mi, while Sullivan county has 0.1% police at a population density of 81
people/sg. mi. Vaues were then selected for the four counties of Connecticut by drawing a
line through the data. The resulting values for Connecticut were in very close agreement with
those received from the police frequency coordinator for the state.

Since the data above for New Y ork and New Jersey did not include State Police functions of
various kinds, a portion of the overall state police headcount was added, for New Jersey -
based upon the percentage of the state geography included within NPSPAC Region 8 or
50.7% of the state, and for New Y ork - based upon the distribution of personnel assigned
within those NY S counties in Region 8.

The sworn police officer population projections for NPSPAC Region 8 are shown in exhibit 2
attached in column 1. The grand total of sworn police officersis about 83,000.
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V. FIREFIGHTER POPULATION

Outside of the City of New Y ork the fire fighting community is made up largely of volunteer
fire companies. The population values for fire fighters was determined in three ways. First,
interviews were conducted in Bergen, Rockland, Westchester and Suffolk counties during
which the number of volunteers and paid personnel were estimated for the entire county.
Second, for Nassau county the county Fire and EMS Data Book® was used to sum the
personnel for the entire county. Third, for the city of New Y ork the 1994-95 Green Book®
listed the Fire Department at 12,421 personnel. 1n each of these six instances the current
headcount was calculated as a percent of the current population. Then, this percentage was
applied to the projected 2010 overall population in order to arrive at the projected population
in 2010. Figure 2isaplot of the data for these six instances.
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Figure 2 - Fire Fighter Rate vs. Population Density

Note that the slope of the line through these data is the opposite of the data for police. Thisis
because in the case of fire fighters the more rural an areais, the more volunteer fire fighters
there are (as a% of population). New Y ork City, with 24,000 people per square mile hasa
fire fighter rate of 0.17% of population, while Rockland county has 1,700 people per square
mile and 1.13% of population asfire fighters. A line was drawn through these six data points,
and fire rates were determined for the other counties in that matter. Once the fire rate was
established, it was applied to the 2010 population projection in order to determine the number
of fire fightersin the year 2010.

The number of fire fighters projected in the year 2010 is shown in exhibit 2 attached at column
K. Thetota for NPSPAC Region 8 is about 153,000.
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V. EMERGENCY MEDICAL POPULATION

Emergency medical population was determined in the same manner asfire fighters. That is,
through a process of interviews with key people in each of several counties and the City of
New York. The Nassau County Fire and EMS Data Book, reference 5, was a vauable source
of data which was used to check the sanity of the values determined through the interviews.
Figure 3 isthe plot of the datafor the six samples.
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Figure 3 - EM S Headcount vs. Overal Population Density

The number of EMS personnel projected in the year 2010 is shown in exhibit 2 attached at
column M. Thetota for NPSPAC Region 8 is about 52,000.
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VI. GOVERNMENTAL SERVICES POPULATION

The police, fire, and emergency medical services populations within this report generally are
considered the “first response” personnel within NPSPAC Region 8 and data on these services
ismore readily available than those of generd (local) government, highway maintenance,
forestry/conservation, public mass transportation, and correctional services.

These other governmental services have been combined for purposes of this report. The data
presented for these services have been combined to smplify the presentation of the region’s
requirements and not to diminish their respective importance.

The governmental service population values for 1995 for the counties within the City of
New York are taken from the 1994-1995 Green Book, reference 6. The various agencies of
city government are listed with their staffing. The listing was studied and those agencies
which are candidates for wireless communications were added to the attached exhibit 2 in
column N. These 1995 vaues were summed and a growth rate applied to project the POP for
the year 2010. The number of New Y ork City governmental service employees (less the “first
responders’) who are candidates for wireless communications is shown in attached exhibit 2
in column P at row 72. The total is about 149,000.

The governmental service population vaues for counties outside of the City of New York
are calculated based on the following regiona observations and relationships:

The wireless needs of the general governmental users represents roughly half of the full-
time employed “first response”’ personnel.

Greater than 90% of the fire and emergency medical services are community based
volunteer services.

Regiona Fire/lEM S coordinators estimate that four volunteers in each of the respective
services are equivaent to one full-time employee in that service.

Based on the above, the governmental services population rate for areas outside of the City of
New Y ork can be expressed as.

government population rate = 0.5 [police rate + 0.25(fire rate + EM S rate)]

Thisempirical formulais applied for al counties within NPSPAC Region 8 outside of the City
of New York. The margin of error of this formula may not be significant when compared to
the number of employees of the City of New Y ork.

The staffing levels for severa of the other large government run agencies such as, NYC
Transit Authority’, Metro North RR, Long Island RR, New Jersey Transit, and the Port
Authority of NY and NJ, were added to exhibit 2 at rows 75 through 79.

The number of local government employees who are candidates for wireless communications
are shown in attached exhibit 2 in column P. The grand total for Governmental Servicesis
about 251,000.
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VIl. GRAND TOTAL

The grand total state and local public safety population for the New Y ork Metropolitan Area
was determined to be forecast in the year 2010 at 539,222.

For comparison purposes, the following attributes identify the New Y ork Metropolitan Area.
- Includes portions of three (3) states
- Estimated area population in the year 2010 = 21,099,700

Total land area = 12,369 square miles

- Average population density of the total area= 1,706 persons/ square mile.
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EXHIBIT 1 - POPULATION PROJECTIONSBY COUNTY (000)

NEW YORK METROPOLITAN TRANSPORTATION COUNCIL - 9/20/95
(PREPARED BY URBANOMICS-  LASTREVISON 918% )

1970 1980 1990 1994 1995 2000 2005 2010 2015 2020
BRONX 1,471.7 1,169.0 1,203.8 1,191.3 1,192.6 1,203.8 1,223.4 1,240.3 1,260.0 1,289.8
KINGS 2,602.0 2,231.0 2,300.7 2,271.0 2,275.7 2,285.5 2,300.8 2,333.7 2,370.0 2,412.4
NEW YORK 1,539.2 1,428.3 1,487.5 1,506.4 1,510.0 1,520.4 1,540.8 1,556.7 1,565.2 1,575.0
QUEENS 1,986.5 1,891.3 1,951.6 1,964.3 1,970.3 1,999.0 2,029.4 2,062.4 2,124.0 2,189.2
RICHMOND 295.4 352.0 379.0 397.7 400.0 413.7 428.4 441.5 455.0 475.0
NEW YORK CITY 7,894.8 7,071.6 7,322.6 7,330.7 7,348.6 7,422.4 7,522.8 7,634.6 7,774.2 7,941.4
NASSAU 1,428.1 1,321.6 1,287.3 1,302.3 1,302.3 1,318.8 1,329.6 1,349.8 1,379.9 1,433.6
SUFFOLK 1,125.0 1,284.2 1,321.9 1,349.2 1,347.1 1,367.3 1,423.3 1,495.2 1,571.0 1,658.1
LONG ISLAND 2,553.0 2,605.8 2,609.2 2,651.5 2,549.4 2,686.1 2,752.9 2,845.0 2,950.9 3,091.7
DUTCHESS 222.3 245.1 259.5 261.5 259.8 263.6 278.4 289.9 301.1 315.6
ORANGE 221.7 259.6 307.6 320.5 319.5 336.9 361.5 384.7 407.1 431.5
PUTNAM 56.7 77.2 83.9 89.2 89.2 91.8 95.2 98.8 102.3 106.3
ROCKLAND 229.9 259.5 265.5 274.8 274.8 280.0 286.9 295.5 305.3 315.0
SULLIVAN 52.6 65.2 69.3 70.6 70.0 71.0 74.9 79.0 83.2 87.7
ULSTER 141.2 158.2 165.3 168.9 165.9 169.2 173.1 177.1 186.6 200.1
WESTCHESTER 894.1 866.6 874.9 888,8 885,6 891.0 892.9 897.7 900.0 905.0
MID-HUDSON 1,818.5 1,931.3 2,026.0 2,074.3 2,064.6 2,103.5 2,162.9 2,222.7 2,285.6 2,361.2
NEW YORK SUBURBS 4,371.5 4,537.1 4,635.2 4,725.8 4,714.2 4,789.6 4,915.8 5,067.7 5,236.5 5,452.9
NEW YORK METRO 12,266.3 11,608.7 11,957.8  12,056.5 12,062.8 12,212.0 12,438.6 12,702.3 13,010.7 13,394.3
BERGEN 898.0 845.4 825.4 842.4 846.9 847.6 851.2 857.3 858.9 859.2
ESSEX 930.0 851.3 778.2 765.4 770.1 777.8 782.2 782.4 779.9 779.7
HUDSON 609.3 557.0 553.1 552.4 556.0 567.9 588.1 612.5 638.4 652.1
HUNTERDON 69.7 87.4 107.8 115.2 117.9 127.3 136.8 146.4 158.0 165.6
MERCER 304.0 307.9 325.8 329.4 330.8 343.5 361.3 383.1 400.4 411.7
MIDDLESEX 583.3 595.9 671.8 692.9 701.5 729.6 763.9 797.5 838.8 889.6
MONMOUTH 459.4 503.2 553.1 578.5 586.6 601.6 633.1 656.6 680.1 703.6
MORRIS 383.5 407.6 421.4 438.5 445.5 460.4 460.4 460.5 465.2 475.2
OCEAN 208.5 346.0 433.2 456.5 466.5 508.5 559.9 606.9 653.9 703.5
PASSAIC 460.8 447.6 453.1 461.8 463.8 463.6 463.5 463.4 463.3 453.2
SOMERSET 198.4 203.1 240.3 260.7 267.7 288.7 292.0 312.3 348.6 371.1
SUSSEX 775 116.1 130.9 138.3 140.6 149.7 157.6 167.2 178.1 185.2
UNION 543.1 504.1 493.8 496.2 499.0 502.0 502.5 503.8 515.5 523.1
WARREN 73.9 84.4 91.6 95.4 96.7 106.3 115.0 122.9 131.2 140.8
NEW JERSEY 5,799.7 5,857.0 6,079.5 6,223.6 6,289.6 6,474.5 6,667.5 6,872.8 7,108.3 7,323.6
FAIRFIELD 792.8 807.1 827.6 829.8 838.4 846.6 877.8 906.3 945.5 978.1
LITCHFIELD 144.1 156.8 174.1 178.5 181.0 190.6 200.4 211.6 223.2 241.0
NEW HAVEN 744.9 761.3 804.2 796.5 807.6 823.3 839.2 857.5 876.3 903.7
CONNECTICUT 1,681.9 1,725.2 1,806.0 1,804.8 1,827.0 1,860.5 1,917.4 1,975.4 2,045.0 2,122.8
REGION 19,747.9 19,190.9 19,843.2 20,084.9 20,179.4 20,547.0 21,023.5 21,550.5 22,164.0 22,840.7
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. EXI—!IBIT ZG [REM OGRAIPHIJC DATA

C M N O P

County 1990 POP 2010 POP  Area, sm. 2010 p/sm Police Rate 2010 POL Fire Rate 2010FIRE  EMSRae 2010EMS 1995NYC Rae 2010 GOV

Farfidd 827,645 906,300 626 1,448 0.30% 2,719 1.00% 9,063 0.35% 3172 0.32% 2,889

Litchfield 174,092 211,600 920 230
0.17% 360 330% 6983 1.50%
3174 069% 1449

Middlesex 143,196 156,100 369 423 0.20% 312 2.20% 3434  0.90% 1,405 0.49% 761

New Haven 804,219 857,500 606 1415 0.30% 2573 1.00% 8575 0.32% 2,744 0.32% 2,701

Bergen 825,380 857,300 234 3,664 0.32% 2,743 0.58% 4972  0.18% 1543 0.26% 2,186

Essex 778,206 782,400 126 6,210 0.43% 3,364 0.40% 3130 0.11% 861 0.28% 2181

Hudson 553,099 612,500 47 13,032 0.39% 2,389 0.23% 1409 0.06% 367 0.23% 1416

Hunterdon 107,776 146,400 430 340 0.17% 249 2.50% 3660 1.10% 1,610 0.54% 783

Mercer 325,824 383,100 226 1,695 0.32% 1,226 0.90% 3448 0.30% 1,149 0.31% 1,188

Middlesex 671,780 797,500 311 2,564 0.27% 2,153 0.70% 5583 0.23% 1834 0.25% 2,004

Monmouth 553,124 656,600 472 1,391 0.29% 1,904 1.00% 6566 0.25% 1,642 0.30% 1,978

Morris 421,353 460,500 469 982 0.31% 1428 1.30% 5987 0.48% 2,210 0.38% 1,738

Passaic 453,060 463,400 185 2,505 0.33% 1,529 0.70% 3244  0.22% 1,019 0.28% 1,298

Somerset 240,279 312,300 305 1,024 0.29% 906 1.30% 4060 0.45% 1,405 0.36% 1,136

Sussex 130,943 167,200 521 321 0.22% 368 2.70% 4514  110% 1,839 0.59% 978

Union 493,819 503,800 103 4,891 0.39% 1,965 0.47% 2368 0.13% 655 0.27% 1,360

Warren 91,607 122,900 358 343 0.18% 221 2.50% 3073 1.00% 1,229 0.53% 648

New Jersey State Police (50.7%) 1,467

Dept of Corrections (50.7%) 3147

Other Police (50.7%) 363

Dutchess 259,462 289,900 802 361 0.13% 377 2.50% 7248 1.00% 2,899 0.50% 1457

Nassau 1,287,348 1,349,800 287 4,703 0.28% 3,779 0.50% 6,749 0.13% 1,755 0.22% 2,953

Orange 307,647 384,700 816 471 0.20% 769 2.10% 8079 0.85% 3270 0.47% 1,803

Putnam 83,941 98,800 232 426 0.10% 99 2.20% 2174 0.90% 889 0.44% 432

Rockland 265475 295,500 174 1,698 0.20% 594 0.90% 2660 0.30% 887 0.25% 740

Suffolk 1,321,864 1,495,200 911 1641 0.22% 3,289 0.95% 14204  0.30% 4,486 0.27% 3981

Sullivan 69,277 79,000 970 81 0.10% 79 6.00% 4,740  3.00% 2,370 1.18% 928

Ulster 165,304 177,100 1,127 157 0.20% 354 4.00% 7084  2.00% 3542 0.85% 1,505

Westchester 874,866 897,700 433 2,073 0.28% 2514 0.80% 7182 0.10% 898 0.25% 2,267

NY State Police 877

Other PD’s (Campus, Parks, etc) 250

Bronx 1,203,789 1,240,300 42 29,531

Kings 2,300,664 2,333,700 71 32,869

New York 1,487,536 1,556,700 28 55,596

Queens 1,951,598 2,062,400 109 18,921

Richmond 348,977 441,500 59 7,483

AGENCY

Aging, Dept for the 288

Borough President (5 boros) 506

Buildings, Dept of 605

City Sheriff 452

City University 3587

Consumer Affairs, Dept of 252

Dept. of Corrections 12,342

Bronx District Attorney 706

Kings District Attorney 1,106

New York DA 1,140

Queens DA 561

Richmond DA %

Board of Education 87,346

DEP 6,029

Dept of Health 2,600

Housing, Pres& Dev, Dept of 3,557

DOITT 318

Investigation, Dept of 345

Mayoralty 1,182

Mental Hedth Svcs 268

Prosecution-Specal Narcotics 233

Parks & Recreation 2,548

Office of Probation 1,636

Dept of Sanitation 8,832

Taxi & Limousine Commission 463

Dept of Transportation 6,125

Y outh Services, Dept of 145

Total City 7,292,564 7,634,600 309 24,707 0.49% 37,562 0.17% 13132  0.04% 3,054 141,869 1.95% 148,523

NY CTransit Authority 46,000 0.64% 48,861

Metro North 200 5300 0.07% 5344

Port Authority of NY & NJ 700

Long Island Railroad 250 1950 2 1,950

New Jersey Transit 150 3700 ? 3,700

TOTAL 19,523,150 21,099,700 12,369 1,706 83,229 153,317 51,909 251,140

GRAND TOTAL P.S. POP. IN Z889)595
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PSWAC Operational Requirements - Appendix B-2-A
New York Metro Region Operational Needs
Report On Penetration (PEN)

This section is a companion to the section, Appendix B-1-A, state and local public safety
population (POP) for the 31 county, New Y ork Metropolitan Area - FCC Public Safety
Region 8. In that section on population, the New Y ork Metro Region was defined and
population values were determined for each county in the region, the various agencies of New
York City and certain state agencies.

Certain key agencies were interviewed to determine the percentage of the user category
population (penetration) that would require a particular category of communication service
offering. In order to complete thistask in the time available, the other governmental entities
in the study area were compared to the interviewed agencies for smilar operational attributes
and penetration data assigned accordingly.

This section on penetration, Appendix B-2-A, uses the population data projected for the year
2010 from Appendix B-1-A. Eight spreadsheet pages each list the data for one of the eight
categories of communication service offerings. For each row in aworksheet, the four user
categories of Police, Fire, EMS and Genera Government are listed. For each user category,
the population is listed aong with its penetration. The penetrated population (population x
penetration) is then summed for each user category. This sum, divided by total population,
yields the weighted penetration for that user category and communication service offering.

The eight categories of communication service offerings are:

Voice Digpatch

Voice Interconnect

Transaction Processing

Facamile

Snapshot (visua image)

Remote File Access/Decision Processing
Slow Scan Video

Full Motion Video

N~ WNE

These eight categories of communication service offerings agree with those defined in the
PSWAC model for prediction of spectrum need.

The four categories of users are:
Police
Fire

Emergency Medical Service
. Generd Government

The results are shown on the attached spreadsheets.

pwWDd PR
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PENETRATION DATA - VOICE DISPATCH

County/ [[POLICE [vXDISP [PERSNL | FIRE [vXDISP |PERSNL | EMS |VXDISP | PERSNL GOV. |VXDISP | PERSNL
Agency 2010 PEN % PEN 2010 | PEN% PEN 2010 PEN % PEN svCsS | PEN% | PEN%
2010

CT__|FAIRFIELD 2719 | 50.00% 1,360 | 9063 | 15.00% 1,359 3,172 20.00% 634 2,889 0
CT_|LiTcHRIELD 360 | 50.00% 180 | 6983 | 50.00% 3,492 3,174 40.00% 1,270 1,449 0
CT _|MIDDLESEX 312 | 50.00% 156 | 3434 | 50.00% 1,717 1,405 40.00% 562 761 0
CT _|[NEW HAVEN 2573 | 50.00% 1287 | 8575 | 15.00% 1,286 2,744 20.00% 549 2,701 0
g [BERGEN 2,743 | 40.00% 1,007 | 4972 | 50.00% 2,486 1,543 40.00% 617 2186 | 50.00% 1,093
INg [Essex 3364 | 50.00% 1682 | 3130 | 50.00% 1,565 861 50.00% 431 2,181 0
INg [HuDsON 2,389 | 50.00% 1,195 | 1,400 | 50.00% 705 368 50.00% 184 1,416 0
INg [HUNTERDON 249 | 50.00% 125 | 3660 | 50.00% 1,830 1,610 40.00% 644 783 0
INg [MERCER 1,226 |  50.00% 613 | 3448 | 15.00% 517 1,149 20.00% 230 1,188 0
INg [viDDLESEX 2153 |  40.00% s61 | 5583 | 50.00% 2,792 1,834 40.00% 734 2,004 | 50.00% 1,002
g [monmouTH 1,004 | 40.00% 762 | 6566 | 50.00% 3,283 1,642 40.00% 657 1,978 | 50.00% 989
INg [voRrRiS 1,428 | 40.00% 571 | 5987 | 50.00% 2,994 2,210 40.00% 884 1,738 | 50.00% 869
INg [Passaic 1,529 | 50.00% 765 | 3244 | 50.00% 1,622 1,019 50.00% 510 1,208 0
INg [somERSET 906 | 50.00% 453 | 4060 | 50.00% 2,030 1,405 40.00% 562 1,136 0
N [sussex 368 | 50.00% 184 | 4514 | 50.00% 2,257 1,839 40.00% 736 978 0
g [union 1,965 |  50.00% 983 | 2368 | 50.00% 1,184 655 50.00% 328 1,360 0
g [wARREN 221 | 50.00% 111 | 3073 | 50.00% 1,537 1,229 40.00% 492 648 0
INg [NosTaTEPOLICH 1467 | 50.00% 734
NJ  [NJDEPT. 3147 | 50.00% 1,574

CORRECT.
N [NooTHER 363 | 50.00% 182

POLICE
INy  [puTcHESS 377 | 50.00% 189 | 7248 | 50.00% 3,624 2,899 40.00% 1,160 1,457 0
INY  [NAsSsau 3,779 |  50.00% 189 | 6749 | 15.00% 1,012 1,755 20.00% 351 2,953 0
INY  [oraNGE 769 | 50.00% 385 | 8079 | 50.00% 4,040 3,270 40.00% 1,308 1,803 0
Iy [PuTNAM 99 | 50.00% 50 | 2174 | 50.00% 1,087 889 40.00% 356 432 0
Iy [rockLAND 504 |  50.00% 207 | 2660 | 50.00% 1,330 887 40.00% 355 740 0
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County/ POLICE |VXDISP |PERSNL | FIRE |VXDISP [PERSNL | EMS |[VXDISP | PERSNL GOV. VX DISP | PERSNL
Agency 2010 PEN % PEN 2010 PEN % PEN 2010 PEN % PEN SVCS PEN% | PEN %
2010
INy |suFFoLk 3,289 36.00% 1,184 | 14,204 15.00% 2,131 4,486 20.00% 897 3,081 0
INy [suLLivaN 79 50.00% 40 4,740 50.00% 2,370 2,370 40.00% 948 928 0
INy JuLsTER 354 50.00% 177 7,084 50.00% 3,542 3,542 40.00% 1,417 1,505 0
INy  |wEsTCHESTER 2,514 50.00% 1,257 7,182 15.00% 1,077 898 20.00% 180 2,267 0
NY [NY STATE 877 40.00% 351
POLICE
INy [Ny OTHER 250 50.00% 125
POLICE
Iny  [NEW YORK CITY 37,562 60.00% 22537 | 13132 60.00% 7,879 3,054 50.00% 1,527 148,523 15.00% 22,278
BRONX
KINGS
NEW YORK
QUEENS
RICHMOND
INY  [METRO TRANSIT 48,861 43.00% 21,010
AUTH
METRO NORTH 200 50.00% 100 5,344 43.00% 2,208
RR
PORT AUTH NY 700 80.00% 560
NJ
LONG ISLAND RR 250 50.00% 125 1,950 43.00% 839
NJTRANSIT 150 50.00% 75 3,700 43.00% 1,501
TOTALS 83,229 44,210 | 153321 60,746 | 51,909 18,519 251,138 51,969
PENETR.BY 53.12% 30.62% 35.67% 20.69%
CATEGORY
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PENETRATION DATE - VOICE INTERCONNECT

County / POLICE | vx |PERSNL | FIRE vX |PERSNL | EMS VX PERSNL | GOV VX PERSNL
Agency 2010 [INTRC | PEN 2010 [INTRC | PEN 2010 INTRC PEN svCS | INTRC PEN
PEN % PEN % PEN % 2010 PEN %

CT _|FAIRFIELD 2,719 | 20.00% 544 | 9063 | 7.00% 63 | 3172 20.00% 634 2,889 0
cT__|LiTcHRIELD 360 | 20.00% 72| 6983 | 20.00% 1,397 | 3174 10.00% 317 1,449 0
CT _|MIDDLESEX 312 | 20.00% 62 | 3434 | 20.00% 687 | 1405 10.00% 141 761 0
CT__|[NEW HAVEN 2,573 | 20.00% 515 | 8575 | 7.00% 600 | 2744 20.00% 549 2,701 0
g [BERGEN 2,743 | 0.00% o] 4972 | oo o] 154 0.00% 0 2,186 0
INg [Essex 3,364 | 10.00% 336 | 3130 | 10.00% 313 861 10.00% 86 2,181 0
INg [HuDsON 2,389 | 10.00% 239 | 1409 | 10.00% 141 368 10.00% 37 1,416 0
INg [HUNTERDON 249 | 20.00% 50 | 3660 | 20.00% 732 | 1610 10.00% 161 783 0
INg [MERCER 1,226 | 20.00% 245 | 3448 | 7.00% 241 | 1,149 20.00% 230 1,188 0
INg [viDDLESEX 2153 | 0.00% o] 5583 | 000w o] 183 0.00% 0 2,004 0
N [MonmouTH 1,004 | 0.00% o] es66 | 000% o] 164 0.00% 0 1,078 0
[N [voRrRIS 1,428 | 0.00% o] 5987 | oo o] 2210 0.00% 0 1,738 0
INg [Passaic 1,529 | 10.00% 153 | 3244 | 1000% 324 | 1,019 10.00% 102 1,208 0
INg  [somERSET 906 | 20.00% 181 | 4060 | 20.00% 812 | 1405 10.00% 141 1,136 0
g [sussex 368 | 20.00% 7a | 4514 | 20.00% 903 | 1839 10.00% 184 978 0
g funion 1,965 | 10.00% 107 | 2368 | 10.00% 237 655 10.00% 66 1,360 0
N [wARREN 221 | 20.00% 44 | 3073 | 20.00% 615 | 1,220 10.00% 123 648 0
INg [NosTATEPOLICE 1,467 | 20.00% 293 0 0 0
NJ  |NJDEPT. 3147 | 20.00% 629 0 0 0

CORRECT.
[N [NJOTHER POLICE 363 | 20.00% 73 0 0 0
INY  [puTcHESS 377 | 20.00% 75 | 7248 | 20.00% 1,450 | 2899 10.00% 290 1,457 0
INY  [NAsSsau 3,779 | 20.00% 756 | 6749 | 7.00% 472 | 1,755 20.00% 351 2,953 0
INY  [oranGE 769 | 20.00% 154 | 8079 | 20.00% 1616 | 3,270 10.00% 327 1,803 0
INY  [PuTNAM 99 | 20.00% 20 | 2174 | 20.00% 435 889 10.00% 89 432 0
[Ny [rockLAND 504 | 20.00% 119 | 2660 | 20.00% 532 887 10.00% 89 740 0
Iy [suFFoik 3289 | 5.00% 164 | 14204 |  7.00% 994 | 4486 20.00% 897 3,981 0
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County / POLICE VX PERSNL FIRE VX PERSNL EMS VX PERSNL GOV VX PERSNL
Agency 2010 INTRC PEN 2010 INTRC PEN 2010 INTRC PEN SVCS INTRC PEN
PEN % PEN % PEN % 2010 PEN %
INY JSULLIVAN 79 20.00% 16 4,740 20.00% 948 2,370 10.00% 237 928 0
INY ULSTER 354 20.00% 71 7,084 20.00% 1,417 3,542 10.00% 354 1,505 0
INY WEST-CHESTER 2,514 20.00% 503 7,182 7.00% 503 898 20.00% 180 2,267 0
INY NY STATE POLICE 877 20.00% 175 0 0 0
INy  |NY OTHER 250 20.00% 50 0 0 0
POLICE
INY  INEW YORK CITY 37,562 10.00% 3,756 13,132 10.00% 1,313 3,054 10.00% 305 148,523 2.00% 2,970
BRONX 0 0 0 0
KINGS 0 0 0 0
NEW YORK 0 0 0 0
QUEENS 0 0 0 0
RICHMOND 0 0 0 0
INY |METRO TRANSIT 0 0 0 48,861 0.43% 210
AUTH
METRO NORTH 200 0.43% 1 0 0 5,344 0.43% 23
RR
PORT AUTH NY NJ 700 10.00% 70 0 0 0
LONG ISLAND RR 250 0.43% 1 0 0 1,950 0.43% 8
NJTRANSIT 150 0.43% 1 0 0 3,700 0.43% 16
TOTALS 83,229 9,639 | 153,321 17,316 | 51,909 5,888 251,138 3,228
PENETR. BY 11.58% 11.29% 11.34% 1.29%
CATEGORY
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PENETRATION DATA - TRANSACTION PROCESSING

County / POLICE | TRNS [PERSNL | FIRE [ TRNS |PERSNL | EMS | TRNS  [PERSNL | Gov TRNS | PERSNL
Agency 2010 PRC PEN 2010 PRC PEN 2010 PRC PEN svcs PRC PEN
PEN % PEN % PEN % 2010 PEN %
CT _|FAIRFIELD 2,719 | 50.00% 1,360 | 9,063 7.00% 634 | 3172 | 20.00% 634 2,889 0
CT_|LiTcHRIELD 360 | 50.00% 180 | 6983 | 50.00% 3492 | 3174 |  40.00% 1,270 1,449 0
CT _|MIDDLESEX 312 | 50.00% 156 | 3434 | 50.00% 1,717 | 1405 | 40.00% 562 761 0
CT _|NEW HAVEN 2573 | 50.00% 1,287 | 8575 7.00% 600 | 2744 | 20.00% 549 2,701 0
g [BERGEN 2,743 | 40.00% 1,007 | 4972 | 4000% 1,989 | 1543 |  40.00% 617 2,186 low 0
INg [Essex 3364 | 50.00% 1682 | 3130 | 50.00% 1,565 861 |  50.00% 431 2,181 0
INg [HuDsON 2,389 | 50.00% 1,195 | 1409 | 50.00% 705 368 | 50.00% 184 1,416 0
INg [HUNTERDON 249 | 50.00% 125 | 3660 | 50.00% 1,83 | 1610 |  40.00% 644 783 0
INg [MERCER 1,226 | 50.00% 613 | 3448 7.00% 21 | 1149 | 20.00% 230 1,188 0
INg [viDDLESEX 2153 | 40.00% s61 | 5583 | 40.00% 2233 | 1834 | 40.00% 734 2,004 low 0
g [monmouTH 1,004 | 40.00% 762 | 6566 | 40.00% 2626 | 1642 |  40.00% 657 1,978 low 0
INg [voRrRIS 1,428 | 40.00% 571 | 5987 [ 40.00% 2395 | 2210 |  40.00% 884 1,738 low 0
INg [Passaic 1,529 | 50.00% 765 | 3244 | 50.00% 1622 | 1,019 |  50.00% 510 1,208 0
INg [somERSET 906 | 50.00% 453 | 4060 | 50.00% 2030 | 1,405 |  40.00% 562 1,136 0
N [sussex 368 | 50.00% 184 | 4514 | 50.00% 2257 | 1,839 |  40.00% 736 978 0
INg [union 1,965 | 50.00% 983 | 2368 | 50.00% 1,184 655 |  50.00% 328 1,360 0
g [wARREN 221 | 50.00% 111 | 3073 | 50.00% 1,537 | 1229 | 40.00% 492 648 0
INg [NosTATEPOLICE 1,467 | 50.00% 734 0 0 0
NJ  [NJDEPT. 3147 | 50.00% 1,574 0 0 0
CORRECT.
INg [NJOTHER POLICE 363 | 50.00% 182 0 0 0
INy  [puTcHESS 377 | 50.00% 189 | 7248 | 50.00% 3624 | 2899 | 40.00% 1,160 1,457 0
INY  [NAsSsau 3,779 | 50.00% 1,89 | 6,749 7.00% 472 | 1755 | 20.00% 351 2,953 0
INY  [oraNGE 769 | 50.00% 385 | 8079 [ 50.00% 4040 | 3270 | 40.00% 1,308 1,803 0
INY  [PuTNAM 99 | 50.00% 50 | 2174 | 50.00% 1,087 889 |  40.00% 356 432 0
[Ny [RockLAND 504 | 50.00% 207 | 2660 | 50.00% 1,330 887 |  40.00% 355 740 0
Iy [suFFoLk 3289 | 30.00% 987 | 14,204 7.00% 994 | 4486 | 20.00% 897 3,981 0
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County / POLICE | TRNS [PERSNL | FIRE [ TRNS |PERSNL | EMS | TRNS  [PERSNL | Gov TRNS | PERSNL
Agency 2010 PRC PEN 2010 PRC PEN 2010 PRC PEN svcs PRC PEN
PEN % PEN % PEN % 2010 PEN %
INY  [suLLivan 79 | 50.00% 40 | 4740 | 50.00% 2370 | 2370 |  40.00% 948 928 0
Iy [uLsTER 354 | 50.00% 177 | 7084 | 50.00% 3542 | 3542 |  40.00% 1,417 1,505 0
INY  [wESTCHESTER 2514 | 50.00% 1,257 | 7182 7.00% 503 898 |  20.00% 180 2,267 0
INY  [NY sTATE POLICE 877 | 50.00% 439 0 0 0
INY [Ny oTHER POLICE 250 | 50.00% 125 0 0 0
INY  [NEW YORK CITY 37,562 | 12.50% 4695 | 13132 |  1250% 1642 | 3054 | 25.00% 764 | 148523 10.00% 14,852
BRONX 0 0 0 0
KINGS 0 0 0 0
NEW YORK 0 0 0 0
QUEENS 0 0 0 0
RICHMOND 0 0 0 0
INY  [METROTRANSIT 0 0 0 48,861 43.00% 21,010
AUTH
METRO NORTH RR 200 | 43.00% 86 0 0 5,344 43.00% 2,298
PORT AUTH NY NJ 700 | 50.00% 350 0 0 0
LONG ISLAND RR 250 | 43.00% 108 0 0 1,950 43.00% 839
NJTRANSIT 150 | 43.00% 65 0 0 3,700 43.00% 1,501
TOTALS 83,229 26,006 ]| 153,321 48,260 ] 51,909 17,755 | 251,138 40,590
PENETR. BY 31.25% 31.48% 34.20 16.16%
CATEGORY %
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PENETRATION DATA - FACSIMILE

County / POLICE FAX PERSNL FIRE FAX PERSNL EMS FAX PERSNL GOov FAX PERSNL
Agency 2010 PEN % PEN 2010 PEN % PEN 2010 PEN % PEN SVCS PEN % PEN
2010
CT |FAIRFIELD 2,719 10.00% 272 9,063 7.00% 634 3,172 20.00% 634 2,889 0
CT |LITCHFIELD 360 1.00% 4 6,983 20.00% 1,397 3,174 10.00% 317 1,449 0
CT |MIDDLESEX 312 1.00% 3 3,434 | 20.00% 687 1,405 10.00% 141 761 0
CT |NEW HAVEN 2,573 10.00% 257 8,575 7.00% 600 2,744 | 20.00% 549 2,701 0
INJ  |BERGEN 2,743 20.00% 549 4,972 |low 0 1,543 20.00% 309 2,186 low 0
INJ ESSEX 3,364 5.00% 168 3,130 5.00% 157 861 10.00% 86 2,181 0
INJ HUDSON 2,389 5.00% 119 1,409 5.00% 70 368 10.00% 37 1,416 0
INJ HUNTERDON 249 1.00% 2 3,660 20.00% 732 1,610 10.00% 161 783 0
INJ MERCER 1,226 10.00% 123 3,448 7.00% 241 1,149 20.00% 230 1,188 0
INJ MIDDLESEX 2,153 20.00% 431 5,583 |Jlow 0 1,834 | 20.00% 367 2,004 low 0
INJ MONMOUTH 1,904 | 20.00% 381 6,566 |low 0 1,642 20.00% 328 1,978 low 0
INJ MORRIS 1,428 20.00% 286 5,987 |low 0 2,210 20.00% 442 1,738 low 0
INJ PASSAIC 1,529 5.00% 76 3,244 5.00% 162 1,019 10.00% 102 1,298 0
INJ SOMERSET 906 1.00% 9 4,060 20.00% 812 1,405 10.00% 141 1,136 0
INJ SUSSEX 368 1.00% 4 4,514 | 20.00% 903 1,839 10.00% 184 978 0
INJ UNION 1,965 5.00% 98 2,368 5.00% 118 655 10.00% 66 1,360 0
INJ WARREN 221 1.00% 2 3,073 20.00% 615 1,229 10.00% 123 648 0
|NJ NJSTATE 1,467 1.00% 15 0 0 0
POLICE
|NJ NJDEPT. 3,147 1.00% 31 0 0 0
CORRECT.
INg  |NJOTHER 363 1.00% 4 0 0 0
POLICE
INY |DUTCHESS 377 1.00% 4 7,248 20.00% 1,450 2,899 10.00% 290 1,457 0
INY NASSAU 3,779 10.00% 378 6,749 7.00% 472 1,755 20.00% 351 2,953 0
INY ORANGE 769 1.00% 8 8,079 20.00% 1,616 3,270 10.00% 327 1,803 0
INY PUTNAM 99 1.00% 1 2,174 | 20.00% 435 889 10.00% 89 432 0
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County/ [[POLICE [ FAX |PERSNL | FIRE | FAX | PERSNL | EMS | FAX | PERSNL GOV FAX | PERSNL
Agency 2010  [PEN % PEN 2010  [PEN % PEN 2010 |PEN % PEN svcs  [PEN% PEN
2010
INY  |RockLAND 504 | 1.00% 6 2,660 | 20.00% 532 887 | 10.00% 89 740 0
INY  [suFroLk 3289 | 5.00% 164 | 14204 [ 7.00% 994 | 4486 | 20.00% 897 3,981 0
INY  [suLLivan 79 | 1.00% 1 4,740 | 20.00% 948 | 2370 | 10.00% 237 928 0
INY  JuLsTER 354 | 1.00% 4 7,084 | 20.00% 1,417 | 3542 | 10.00% 354 1,505 0
INY  |WEST-CHESTER 2,514 | 10.00% 251 7182 | 7.00% 503 898 | 20.00% 180 2,267 0
NY |NY STATE 877 | 1.00% 9 0 0 0
POLICE
INY [Ny OTHER 250 | 1.00% 3 0 0 0
POLICE
INY  [NEw YORK 37562 | 5.00% 1878 | 13132 | 5.00% 657 | 3054 | 10.00% 305 | 148523 low 0
CITY
BRONX 0 0 0 0
KINGS 0 0 0 0
NEW YORK 0 0 0 0
QUEENS 0 0 0 0
RICHMOND 0 0 0 0
INy  [METRO 0 0 0 48,861 low 0
TRANSIT AUTH
METRO NORTH 200 | 1.00% 2 0 0 5,344 low 0
RR
PORT AUTH NY 700 | 5.00% 35 0 0 0
NJ
LONG ISLAND 250 | 1.00% 3 0 0 1,950 low 0
RR
NJTRANSIT 150 | 1.00% 2 0 0 3,700 low 0
TOTALS 83,229 5581 | 153,321 16,151 | 51,909 7334 | 251,138 0
PENETR. BY 6.71% 10.53% 14.13% 0.00%
CATEGORY
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PENETRATION DATA - SNAP SHOT (VISUAL IMAGE)

County/ [[POLICE | SNP  |PERSNL | FIRE SNP [PERSNL | EMS SNP PERSNL GOV SNP PERSNL
Agency 2010 | SHOT PEN 2010 | SHOT PEN 2010 SHOT PEN svcs | sHoT PEN
PEN % PEN % PEN % 2010 PEN %
CT |FAIRFIELD 2,719 25.00% 680 9,063 3.00% 272 3,172 10.00% 317 2,889 0
CT |LITCHFIELD 360 50.00% 180 6,983 10.00% 698 3,174 40.00% 1,270 1,449 0
CT |MIDDLESEX 312 50.00% 156 3,434 10.00% 343 1,405 40.00% 562 761 0
CT |NEW HAVEN 2,573 25.00% 643 8,575 3.00% 257 2,744 10.00% 274 2,701 0
INJ |BERGEN 2,743 40.00% 1,097 4,972 40.00% 1,989 1,543 40.00% 617 2,186 |very low 0
INJ ESSEX 3,364 25.00% 841 3,130 40.00% 1,252 861 33.00% 284 2,181 0
INJ HUDSON 2,389 25.00% 597 1,409 40.00% 564 368 33.00% 121 1,416 0
INJ HUNTERDON 249 50.00% 125 3,660 10.00% 366 1,610 40.00% 644 783 0
INJ MERCER 1,226 25.00% 307 3,448 3.00% 103 1,149 10.00% 115 1,188 0
INJ MIDDLESEX 2,153 40.00% 861 5,583 40.00% 2,233 1,834 40.00% 734 2,004 |very low 0
INJ MONMOUTH 1,904 40.00% 762 6,566 40.00% 2,626 1,642 40.00% 657 1,978 |very low 0
INJ MORRIS 1,428 40.00% 571 5,987 40.00% 2,395 2,210 40.00% 884 1,738 0
INJ PASSAIC 1,529 25.00% 382 3,244 40.00% 1,298 1,019 33.00% 336 1,298 0
INJ SOMERSET 906 50.00% 453 4,060 10.00% 406 1,405 40.00% 562 1,136 0
INJ SUSSEX 368 50.00% 184 4514 10.00% 451 1,839 40.00% 736 978 0
INJ UNION 1,965 25.00% 491 2,368 40.00% 947 655 33.00% 216 1,360 0
INJ WARREN 221 50.00% 111 3,073 10.00% 307 1,229 40.00% 492 648 0
|NJ NJSTATE 1,467 50.00% 734 0 0 0
POLICE
|NJ NJDEPT. 3,147 50.00% 1,574 0 0 0
CORRECT.
INJ NJOTHER 363 50.00% 182 0 0 0
POLICE
INY |DUTCHESS 377 50.00% 189 7,248 10.00% 725 2,899 40.00% 1,160 1,457 0
INY NASSAU 3,779 25.00% 945 6,749 3.00% 202 1,755 10.00% 176 2,953 0
INY ORANGE 769 50.00% 385 8,079 10.00% 808 3,270 40.00% 1,308 1,803 0
INY PUTNAM 99 50.00% 50 2,174 10.00% 217 889 40.00% 356 432 0
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County / POLICE SNP PERSNL FIRE SNP PERSNL EMS SNP PERSNL GOov SNP PERSNL
Agency 2010 SHOT PEN 2010 SHOT PEN 2010 SHOT PEN SVCS SHOT PEN
PEN % PEN % PEN % 2010 PEN %
INY JROCKLAND 594 50.00% 297 2,660 | 10.00% 266 887 40.00% 355 740 0
INY SUFFOLK 3,289 5.00% 164 14,204 3.00% 426 4,486 10.00% 449 3,981 0
INY SULLIVAN 79 50.00% 40 4,740 | 10.00% 474 2,370 40.00% 948 928 0
INY ULSTER 354 50.00% 177 7,084 | 10.00% 708 3,542 40.00% 1,417 1,505 0
INY WEST-CHESTER 2,514 25.00% 629 7,182 3.00% 215 898 10.00% 90 2,267 0
NY |NY STATE 877 50.00% 439 0 0 0
POLICE
INY [NY OTHER 250 50.00% 125 0 0 0
POLICE
INY |[NEW YORK 37,562 25.00% 9,391 13,132 | 40.00% 5,253 3,054 33.00% 1,008 148,523 0.50% 743
CITY
BRONX 0 0 0 0
KINGS 0 0 0 0
NEW YORK 0 0 0 0
QUEENS 0 0 0 0
RICHMOND 0 0 0 0
INY |[METRO 0 0 0 48,861 2.00% 977
TRANSIT AUTH
METRO NORTH 200 5.00% 10 0 0 5,344 0.50% 27
RR
PORT AUTH NY 700 25.00% 175 0 0 0
NJ
LONG ISLAND 250 5.00% 13 0 0 1,950 0.50% 10
RR
NJTRANSIT 150 5.00% 8 0 0 3,700 0.50% 19
TOTALS 83,229 23,962 153,321 25,804 51,909 16,085 251,138 1,775
PENETR. BY 28.79% 16.83% 30.99% 0.71%
CATEGORY
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PENETRATION DATA - REMOTE FILE ACCESS/DECISION PROCESSING

County/ || POLICE RFA/  |PERSNL | FIRE | RFA/ [PERSNL | EMS RFA/ | PERSNL GOV RFA/ | PERSNL
Agency 2010 DECP PEN 2010 | DECP PEN 2010 DECP PEN svcs | DbeEcp PEN
PEN % PEN % PEN % 2010 PEN %
CT__|FAIRAIELD 2719 | 25.00% 680 | 9063 | 3.00% 212 | sar2 | 10.00% 317 2,889 0
CT_|LiITcHRIELD 360 |  40.00% 144 | 6983 | 40.00% 2793 | 3174 | 40.00% 1,270 1,449 0
CT _|vIDDLESEX 312 | 40.00% 125 | 3434 | 40.00% 1,374 | 1405 | 40.00% 562 761 0
CT _ [NEw HAVEN 2573 | 25.00% 643 | 8575 | 3.00% 257 | 2744 | 10.00% 274 2,701 0
INg |BERGEN 2,743 |very low o | 4972 | 40.00% 1,98 | 1543 | 40.00% 617 2,186 _|very low 0
INg |EssEx 3364 |  25.00% sa1 | 3130 | 40.00% 1,252 861 | 33.00% 284 2,181 0
INg JHuDsoN 2389 |  25.00% 597 | 1,409 | 40.00% 564 368 | 33.00% 121 1,416 0
INg [HUNTERDON 249 | 40.00% 100 | 3660 | 40.00% 1464 | 1610 | 40.00% 644 783 0
INg IMERCER 1,226 | 25.00% 307 | 3448 | 3.00% 103 | 1149 | 10.00% 115 1,188 0
INg |MIDDLESEX 2,153 |very low 0| 5583 | 40.00% 2233 | 1834 | 40.00% 734 2,004 |very low 0
INg [MoNMoUTH 1,004 _|very low o | 6566 | 40.00% 2626 | 1642 | 40.00% 657 1,978 |very low 0
INg |MORRIS 1,428 |very low o | 5987 | 40.00% 2395 | 2210 | 40.00% 884 1,738 _|very low 0
g |Passaic 1,529 | 25.00% 382 | 3244 | 40.00% 1,208 | 1019 | 33.00% 336 1,208 0
INJ |sOMERSET 906 |  40.00% 362 | 4060 | 40.00% 1624 | 1405 | 40.00% 562 1,136 0
INg |sussex 368 | 40.00% 147 | 4514 | 40.00% 1806 | 1839 | 40.00% 736 978 0
INg Junion 1,965 |  25.00% 491 | 2368 | 40.00% 947 655 | 33.00% 216 1,360 0
g [WARREN 221 | 40.00% 88 | 3073 | 40.00% 1,220 | 1229 | 40.00% 492 648 0
|NJ NJSTATE 1467 |  40.00% 587 0 0 0
POLICE
|NJ NJ DEPT. 3147 | 40.00% 1,259 0 0 0
CORRECT.
INg [NJOTHER 363 | 40.00% 145 0 0 0
POLICE
[Ny |putcHEss 377 | 40.00% 151 | 7248 | 40.00% 289 | 2899 | 40.00% 1,160 1,457 0
Iy |NAssau 3,779 | 25.00% 945 | 6749 | 3.00% 202 | 1,755 | 10.00% 176 2,953 0
INY  JoraNGE 769 | 40.00% 308 | 8079 | 40.00% 3232 | 3270 | 40.00% 1,308 1,803 0
INY_JPuTNAM 99 | 40.00% 40 | 2174 | 40.00% 870 889 | 40.00% 356 432 0
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County / POLICE RFA/ PERSNL FIRE RFA/ PERSNL EMS RFA/ PERSNL GOV RFA/ PERSNL
Agency 2010 DECP PEN 2010 DECP PEN 2010 DECP PEN SVCS DECP PEN
PEN % PEN % PEN % 2010 PEN %
INY JROCKLAND 594 40.00% 238 2,660 | 40.00% 1,064 887 40.00% 355 740 0
INY SUFFOLK 3,289 1.00% 33 14,204 3.00% 426 4,486 10.00% 449 3,981 0
INY SULLIVAN 79 40.00% 32 4,740 | 40.00% 1,896 2,370 40.00% 948 928 0
INY ULSTER 354 40.00% 142 7,084 | 40.00% 2,834 3,542 40.00% 1,417 1,505 0
INY WEST-CHESTER 2,514 25.00% 629 7,182 3.00% 215 898 10.00% 90 2,267 0
NY |NY STATE 877 40.00% 351 0 0 0
POLICE
INy [Ny OTHER 250 40.00% 100 0 0 0
POLICE
INY [NEW YORK 37,562 25.00% 9,391 13,132 | 40.00% 5,253 3,054 33.00% 1,008 148,523 1.50% 2,228
CITY
BRONX 0 0 0 0
KINGS 0 0 0 0
NEW YORK 0 0 0 0
QUEENS 0 0 0 0
RICHMOND 0 0 0 0
INY |[METRO 0 0 0 48,861 0.05% 24
TRANSIT AUTH
METRO NORTH 200 |very low 0 0 0 5,344 0.30% 16
RR
PORT AUTH NY 700 25.00% 175 0 0 0
NJ
LONG ISLAND 250 |very low 0 0 0 1,950 0.30% 6
RR
NJTRANSIT 150 |very low 0 0 0 3,700 0.05% 2
TOTALS 83,229 19,430 J 153,321 43,117 51,909 16,085 251,138 2,276
PENETR. BY 23.34% 28.12% 30.99% 0.91%
CATEGORY
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PENETRATION DATA - SLOW SCAN VIDEO

County/ [[PoLICE [viDEO- |PERSNL | FIRE |viDEO- [PERSNL | EMS |VIDEO- | PERSNL GOV VIDEO- PERSNL
Agency 2010 ss PEN 2010 ss PEN 2010 ss PEN svcs ss PEN
PEN % PEN % PEN % 2010 PEN %

CT |FAIRFIELD 2,719 10.00% 272 9,063 3.00% 272 3,172 10.00% 317 2,889 0
CT |LITCHFIELD 360 0 6,983 0 3,174 10.00% 317 1,449 0
CT |MIDDLESEX 312 0 3,434 0 1,405 10.00% 141 761 0
CT |NEW HAVEN 2,573 10.00% 257 8,575 3.00% 257 2,744 10.00% 274 2,701 0
INJ |BERGEN 2,743 |low 0 4972 |low 0 1,543 40.00% 617 2,186 0.00% 0
INJ ESSEX 3,364 0.50% 17 3,130 0.50% 16 861 5.00% 43 2,181 0
INJ HUDSON 2,389 0.50% 12 1,409 0.50% 7 368 5.00% 18 1,416 0
INJ HUNTERDON 249 0 3,660 0 1,610 10.00% 161 783 0
INJ MERCER 1,226 10.00% 123 3,448 3.00% 103 1,149 10.00% 115 1,188 0.00% 0
INJ MIDDLESEX 2,153 |low 0 5,583 |low 0 1,834 40.00% 734 2,004 0.00% 0
INJ MONMOUTH 1,904 |low 0 6,566 [low 0 1,642 40.00% 657 1,978 0.00% 0
INJ MORRIS 1,428 |low 0 5,987 |low 0 2,210 40.00% 884 1,738 0
INJ PASSAIC 1,529 0.50% 8 3,244 0.50% 16 1,019 5.00% 51 1,298 0
INJ SOMERSET 906 0 4,060 0 1,405 10.00% 141 1,136 0
INJ SUSSEX 368 0 4514 0 1,839 10.00% 184 978 0
INJ UNION 1,965 0.50% 10 2,368 0.50% 12 655 5.00% 33 1,360 0
INJ WARREN 221 0 3,073 0 1,229 10.00% 123 648 0
|NJ NJSTATE 1,467 0 0 0 0

POLICE
|NJ NJDEPT. 3,147 0 0 0 0

CORRECT.
INJ NJOTHER 363 0 0 0 0

POLICE
INY |DUTCHESS 377 0 7,248 0 2,899 10.00% 290 1,457 0
INY NASSAU 3,779 10.00% 378 6,749 3.00% 202 1,755 10.00% 176 2,953 0
INY ORANGE 769 0 8,079 0 3,270 10.00% 327 1,803 0
INY PUTNAM 99 0 2,174 0 889 10.00% 89 432 0
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County/ [[POLICE [viDEO- |PERSNL | FIRE |VIDEO- |PERSNL | EMS |VIDEO- | PERSNL Gov VIDEO- PERSNL
Agency 2010 SS PEN 2010 SS PEN 2010 SS PEN svcs SS PEN
PEN % PEN % PEN % 2010 PEN %
INY [ROCKLAND 594 o] 2660 0 887 | 10.00% 89 740 0
INY [surroLk 3,289 1.00% 33 | 14,204 3.00% 426 | 4486 | 10.00% 449 3,981 0
INY [suLLivan 79 ol 4740 ol 2370 | 1000% 237 928 0
Iy [uLsTER 354 ol 7084 o| 3542 | 1000% 354 1,505 0
NY |WEST- 2514 | 10.00% 251 | 7182 3.00% 215 898 | 10.00% 90 2,267 0
CHESTER
NY [NY STATE 877 0 0 0 0
POLICE
INY [NY OTHER 250 0 0 0 0
POLICE
INY [NEW YORK 37,562 0.50% 188 | 13132 0.50% 66 | 3054 5.00% 153 148,523 4.00% 5,941
CITY
BRONX 0 0 0 0
KINGS 0 0 0 0
NEW YORK 0 0 0 0
QUEENS 0 0 0 0
RICHMOND 0 0 0 0
INY [METRO 0 0 0 48,861 0.75% 366
TRANSITAUTH
METRO NORTH 200 0.75% 2 0 0 5,344 0.75% 40
RR
PORT AUTH NY, 700 0.50% 4 0 0 0
NJ
LONG ISLAND 250 0.75% 2 0 0 1,950 0.75% 15
RR
NJTRANSIT 150 0.75% 1 0 0 3,700 0.75% 28
TOTALS 83,229 1,556 | 153,321 1,593 | 51,909 7,062 251,138 6,390
PENETR. BY 1.87% 1.04% 13.60% 2.54%
CATEGORY
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PENETRATION DATA - FULL MOTION VIDEO

County/ [[PoLiCE |viDO- |PERSNL | FIRE [viDO- |PERSNL |EMS | viDO-  |PERSNL GOV VIDO- PERSNL
Agency 2010 FLM PEN 2010 | FLM PEN 2010 FLM PEN svcs FLM PEN
PEN % PEN % PEN % 2010 PEN %

CT_|FAIRFIELD 2,719 | 12.50% 340 | 0063 | 1.00% 91 | 3172 0.05% 2 2,889 0
CT_|LITCHFIELD 360 | 5.00% 18 | 6983 | 30.00% 2,095 | 3174 5.00% 159 1,449 0
CT_|MIDDLESEX 312 | 5.00% 16 | 3434 | 30.00% 1,030 | 1,405 5.00% 70 761 0
CT_|NEW HAVEN 2,573 | 12.50% 322 | 8575 | 1.00% 86 | 2,744 0.05% 1 2,701 0
Ny [BERGEN 2,743 | 25.00% 686 | 4972 | 40.00% 1,989 | 1,543 [iow 0 2,186 0.00% 0
INg [Essex 3,364 | 12.50% 421 | 3130 | 1250% 391 | 861 10.00% 86 2,181 0
Ny [HuDson 2,389 | 12.50% 209 | 1400 | 1250% 176 | 368 10.00% 37 1,416 0
INg [HUNTERDON 249 | 5.00% 12 | 3660 | 30.00% 1,008 | 1,610 5.00% 81 783 0
INg_ [MERCER 1,226 | 12.50% 153 | 3448 | 1.00% 34 | 1,149 0.05% 1 1,188 0
INg [MIDDLESEX 2153 | 25.00% 538 | 5583 | 40.00% 2233 | 1834 [iow 0 2,004 0
INg [MoNmouTH 1,004 | 25.00% 476 | 6566 | 40.00% 2626 | 1,642 [low 0 1,978 0.00% 0
INg_[MORRIS 1,428 | 25.00% 357 | 5987 | 40.00% 2,395 | 2210 [iow 0 1,738 0.00% 0
Ny [Passaic 1,529 | 12.50% 101 | 3244 | 1250% 406 | 1,019 10.00% 102 1,208 0.00% 0
INg [somERsET 906 | 5.00% 45 | 4060 [ 30.00% 1,218 | 1,405 5.00% 70 1,136 0
INg [sussex 368 | 5.00% 18 | 4514 | 30.00% 1,354 | 1,839 5.00% 92 978 0
INg Junion 1,965 | 12.50% 246 | 2368 | 1250% 206 | 655 10.00% 66 1,360 0
INg [wARREN 221 | 5.00% 11 | 3073 | 30.00% 922 | 1,220 5.00% 61 648 0
INg_ [NJSTATE POLICE 1,467 | 5.00% 73 0 0 0
NJ |NJDEPT. 3147 | 5.00% 157 0 0 0

CORRECT.
INg [NJOTHER POLICE 363 | 5.00% 18 0 0 0
INY [puTcHESS 377 | 5.00% 19 | 7248 | 30.00% 2174 | 2899 5.00% 145 1,457 0
INY [NAssau 3,779 | 12.50% a2 | 6749 | 1.00% 67 | 1755 0.05% 1 2,953 0
INY |oraNGE 769 | 5.00% 38 | 8079 [ 30.00% 2424 | 3270 5.00% 164 1,803 0
INY [PuTnAM 99 [ 5.00% 5 | 2174 | 30.00% 652 | 889 5.00% 44 432 0
INY [RockLAND 504 | 5.00% 30 | 2660 [ 30.00% 798 | 887 5.00% 44 740 0
INY_|suFFoLk 3289 | 1.00% 33 | 14204 [ 1.00% 142 | 4486 0.05% 2 3,981 0
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County / POLICE |VIDO- |PERSNL FIRE VIDO- |PERSNL EMS VIDO- PERSNL GOV VIDO- PERSNL
Agency 2010 FLM PEN 2010 FLM PEN 2010 FLM PEN SVCS FLM PEN
PEN % PEN % PEN % 2010 PEN %
INY |JSULLIVAN 79 5.00% 4 4,740 30.00% 1,422 2,370 5.00% 119 928 0
INY ULSTER 354 5.00% 18 7,084 30.00% 2,125 3,542 5.00% 177 1,505 0
INY WEST-CHESTER 2,514 12.50% 314 7,182 1.00% 72 898 0.05% 0 2,267 0
INY NY STATE POLICE 877 5.00% 44 0 0 0
INy [NY OTHER 250 5.00% 13 0 0 0
POLICE
INY |NEW YORK 37,562 12.50% 4,695 13,132 12.50% 1,642 3,054 10.00% 305 148,523 0.60% 891
CITY
BRONX 0 0 0 0
KINGS 0 0 0 0
NEW YORK 0 0 0 0
QUEENS 0 0 0 0
RICHMOND 0 0 0 0
INY |METRO 0 0 0 48,861 1.00% 489
TRANSIT AUTH
METRO 200 5.00% 10 0 0 5,344 1.00% 53
NORTH RR
PORT AUTH 700 12.50% 88 0 0 0
NY NJ
LONG ISLAND RR 250 4.00% 10 0 0 1,950 1.00% 20
NJTRANSIT 150 1.00% 2 0 0 3,700 1.00% 37
TOTALS 83,229 10,191 | 153,321 29,958 |J 51,909 1,829 251,138 1,490
PENETR. BY 12.24% 19.54% 3.52% 0.59%
CATEGORY
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1

U.S. Bureau of the Census. County and City Data Book: 1994.

Prepared by Urbanomics, a consulting firm, for the New Y ork Metropolitan
Trangportation Council, a planning organization of New Y ork State government. The
chart was last revised on 9/18/95.

New York State, Division of Criminal Justice Services, 1993 Crime and Justice
Annual Report.

State of New Jersey, Division of State Police, Uniform Crime Reports, State of New
Jersey, 1993.

Fire and EMS Data Book is a compilation of detailed information on the resources
available in the county of Nassau. The dataincluded information on the number of
personnel in each category.

The 1994-95 Green Book is an official directory of the City of New Y ork.

Taken from New York City Transit’s Facts & Figures: 1995 booklet. Commaodity
Number 22-30-0202, Log Number 1095038, Printed 5/95.
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ANNEX C - ADDITIONAL PUBLIC SERVICE OPERATIONAL REQUIREMENTS

1.0 Voice Requirements.

1.1 Dispatcher to Crews. Thisisatypical communications path between dispatchers and
field personnel. The call types are typically business oriented with emphasis on operating the
business in a safe and efficient manner.

1.2 Crew to Crew. Thisfunction relates to the typical communications between field
users. These communications are used for the coordination of daily activities to maximize the
safety and efficiency of operations.

1.3 Emergency Call. Thisfunction istypically initiated from afield user to a dispatcher.
Asthe name implies, the call type isthat of an emergency where loss of life or property is
imminent or has already taken place.

1.4 “Talk Around”. In many operations between field users, routing a call through the
network or arepeater is not feasible for reasons such as access delay or being out of range of
the system. A talk around mode is necessary so that the field users can communicate with
each other, within the range of their mobiles and portables, without the assistance of a
network or repeater.

1.5 Interconnect. In nearly al field activities, users have a need to communicate with
people by way of land line telephones. Telephone interconnect is a necessary option for many
of the present day radio systems.

2.0 Data Requirements.

2.1 End of Train Control. Thisisasystem which provides a data communications link
between the end of the train and the train crew. With thislink, the engineer of the train can
determineif the end of the train isin motion, what the brake line pressure is and whether the
end of train flashing marker isilluminated. The engineer can aso apply the brakes from the
end of the train by remotely releasing the brake pipe pressure. All functions associated with
this device relate to safer handling of the train.

2.2 Positive Train Control. Thisis a data system which utilizes a computer on board the
locomotive to minimize collisions between trains. The locomotive computer obtains
movement authorities from a host computer and cal culates when it needs to stop the train
based on the speed and weight of the train. If the limits of authority are going to be violated,
the computer will stop the train automatically.

2.3 Track Warrants. Track warrants are the movement authorities which are used by the
train engineer. Track warrants are typically read to the engineer over the radio system by the
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dispatcher. There are plans in place to provide a data link between the dispatcher and the
train engineer to reduce errors in copying the track warrant.

2.4 Crossing Safety.  Crossing accidents are of great concern to the railroad industry.
Systems are being investigated which will provide a notification to public safety vehicles and
school busses that atrain is approaching a specific crossing which may affect them. This will
provide added warning of approaching trains.

In addition to the warning systems, data links are being investigated which will be used to
report any malfunctions with the railroad crossing. Defects such as inoperative or broken
crossing arms, vandalism, as well as power failures can be reported to maintenance personnel.

2.5 Cab Signals. Cab signals provide a visua warning to the train crew as to the status
of the track immediately ahead of them. Asan example, if the track is occupied, the signalsto
the train crew will show red. If thetrack isclear, the signals will show green. Thisform of
alerting the crew is very helpful in train control and collision avoidance.

2.6 Train Line. The current form of braking for trainsis through a pressurized brake line.
If the air pressure is reduced, the brakes of the cars as well as the locomotives are applied.
Often the air pressure does not respond as quickly or as fully as needed by the train engineer,
creating a problem with train handling.

A train lineis being developed which will provide a communications path thorough the
train. One of the functions of the train line will be to provide eectronic breaking information
to each car, eliminating the need for the air line.

2.7 Consst Telemetry. An extension of the train line function listed aboveisa
communications system which handles information for al items being transported. Typical
information includes the condition of the cargo in terms of over temperature or rough riding
which would be helpful when transporting hazardous materials. Other uses would be to
provide additional aarming to the train crew for purposes of theft and vandalism control.

2.8 Facilities and System Protection Telemetry. The power utilities rely on
communication links to assist in monitoring and control of power distribution systems. Very
large and fast acting circuit breakers obtain information about short circuits and disconnect the
power source in order to minimize risk of life and damage to property. These communication
links are also utilized in the substations which are used to reduce the voltage of the
transmission systems for distribution to households.

Pipe line companies transport a variety of materials which include water, oil , gas, and
steam. Electronic monitoring and control systems are designed to assist the operators of these
transport networks. 1f a malfunction occurs, the materials can be rerouted or their flow can be
inhibited to minimize the impact to life, property, and the environment.

2.9 Load Shed Telemetry. On asmaller scale from system protection as described
above, load shed telemetry is used to control the amount of power used by consumers. A data
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communication system is used to remotely control air conditioners and electric water heaters
in an attempt to minimize overloading of the transmission and distribution systems.

2.10 Defect Detector Communication Link. Defect detector communication istypically
one way and is composed of alow power transmitter located at the detector sites. If a defect
is detected, a synthesized voice radio transmission is sent. Thiswill aert the crew of thetrain
in the area of the detector before injury and/or damage occurs.

Thefollowing isalist of typica defect detectors:
Hot box/journal.

Dragging equipment.

High and wide equipment.

Rock dide/mud dide.

Flood.

aghrwdNPE

2.11 Security System Monitoring. Property and equipment need to be monitored via
security systems. Most of the applications require some form of wireless communications to
establish the link.

2.12 Location Systems. For train control, location systems such as GPS are needed to
obtain the location of the train in relation to limits of movement authority as well as other
trains. Unfortunately, standard GPS does not have the required accuracy which can be
accomplished by Differential Globa Positioning Systems (DGPS). One of the requirements
for the DGPS system is that the users must have a secondary data link which is independent of
the satdllite link.

2.13 Inventory Access. Both railroad and utility industries have situations where access
to a store department record would facilitate derailment clean up or storm restoration
respectively. To accomplish this, adata link between the field user and a host computer is
necessary in order to determine and acquire needed materials.

3.0 Video Requirements.

Video Surveillance. Asan extension of the security system monitoring item above, video
surveillance provides much more information in specific Situations than typical alarms can
provide. In may cases, the video surveillance would be most effective if it was available
through a wireless means.

4.0 Special Agents

Another application for communications in Public Services are those communications
which occur between railroad police, also known as Special Agents, and local, state, as well
asfedera agents. The Special Agents have arrest authority if a crime occurs on the railroad
right of way. They are often the first responders when dealing with murder, rape, robbery,
drug enforcement, and vandalism just to name afew. These incidents require communications
with other law enforcement agencies in order to coordinate operations.
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Many of the railroads have aK-9 unit. The railroad police dogs are trained to assist the
Specia Agents in the same ways that Public Safety Police dogs are utilized. Asan example,
they are used to locate illega drugs on railroad property. Once the suspected illegal materias
are found, the Special Agents work with the local and federal and Department of Defense law
enforcement agencies for further investigation and handling.

During derailments, the Specia agents work with a variety of Public Safety entities to
coordinate activities with the railroads in an effort to contain the disaster as quickly as
possible. Most of the communications are voice, however, there is a significant need for data
communications for the purposes of having access to the same information which is shared
between the Police, Fire, and Rescue entities.
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6.2 APPENDIX B - Technology Subcommittee Report

FINAL REPORT
of the
TECHNOLOGY SUBCOMMITTEE

PUBLIC SAFETY WIRELESS ADVISORY
COMMITTEE

Sponsored by

FEDERAL COMMUNICATIONSCOMMISSION
and
NATIONAL TELECOMMUNICATIONSAND INFORMATION
ADMINISTRATION

July 12, 1996
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Technology Subcommittee Chairman: Alfred Mello
Alternate Chairman: Richard DeMello

Chair of TEC WG-1 (Matrix Preparation): Jeff Pegram
Chair of TEC WG-2 (Report Preparation): Seven Crowley
Technology Inventory: David Buchanan
Report Coordinator: Kathryn Hosford

Drafting Committee: Dave Buchanan, Thomas Christ, Richard Comroe,
Steven Crowley, Al Davidson, Joe Gallelli, Ed Gilbert, Chuck Jackson,
Art McDole, Susan Moore, Jeff Pegram, John Powell, Gregory Stone

THIS REPORT IS FOR DISCUSSION PURPOSES ONLY .

IT REPRESENTS THE VIEWS OF THE TECHNOLOGY SUBCOMMITTEE ONLY.

THE CONCLUSIONS AND RECOMMENDATIONS CONTAINED HEREWITHIN
SHALL NOT BE USED IN WHOLE OR IN PART UNTIL FINAL ADOPTION BY THE
FULL COMMITTEE OF THE PUBLIC SAFETY WIRELESS ADVISORY COMMITTEE.

THE FINAL REPORT OF THE TECHNOLOGY SUBCOMMITTEE
MAY BE CHANGED BASED ON FURTHER DISCUSSIONS OF THE
PUBLIC SAFETY WIRELESS ADVISORY COMMITTEE.

Comments regarding this Report may be submitted to:

Mr. Alfred Mdlo
Public Safety Communications Council
200 Metro Center Blvd. - Suite 6
Warwick, Rhode Idand 02901
Phone: 401-738-2220
Fax: 401-738-7336
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EXECUTIVE SUMMARY
Background

Wireless communications, mobile and portable, provide an essentia resource for
public safety operations. This paper describes the technology used today in public
safety radio and the technology reasonably expected to be available by the year
2010 to support public safety mobile communications. This information isto be
used to support forecasts of spectrum demand.

The revolution in microelectronics and computers has brought and will continue to
bring enormous improvements in the performance of these systems. Improved
electronic systems also change the ways public safety agencies can use wireless
communications systems. There was no need for wireless access to digital
messaging systems until digital messaging systems came into being. While voice
communications has been, and remains today, by far the most important public
safety application of wireless technology, it appears highly likely that non-voice
communications, most importantly data and image communications, will become
increasingly important and will account for amajor fraction of al public safety
wireless communications by the year 2010.

The Technology Subcommittee is tasked with the responsibility of reviewing
present technologies used by public safety. It isaso to identify spectrally-efficient
existing and emerging technologies that will impact spectrum requirements. As part
of the technology deliberations, 19 organizations made presentations highlighting
wireless technol ogies pertinent to public safety activities. The Subcommittee also
undertook to compile an inventory of current, under development and future
technologies.

This report provides a self-contained description of wireless technology and trends
in wireless technology that appear to be most important for public safety
communications. This report also gives the reader with an up-to-date (mid-1996)
view of the evolving technologies that support wireless communications and with
forecasts of the evolution of those technologies. The report provides the technical
information necessary for predicting, in conjunction with usage forecasts, the future
spectrum requirements of public safety land mobile radio.

The following table provides a smplified snapshot of the state of public safety
communications technology relative to voice, data, image, and video.
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DESCRIPTION

Voice Public safety systems are designed to maximize availability and
minimize delay. Current systemsare 25 kHz analog. Futureis
digitd. Digital systems are being introduced. Digital improves
security and supports data.

Data Datatoday istypically sent over the voice channel or by a separate
radio. Datarates range from 0.3 to 19.2 kbpsin a 25 kHz channel.
Mobile dataterminals (MDTSs) are growing rapidly.

Image | Current systems can support still images but are little used today.
Outlines existing standards for facsmile and snapshots.
Medica services will need high resolution imaging.

Video Today’ s systems are wideband, analog and are not widely deployed
due to lack of allocated spectrum (one channel, shared with
television services). Digital video cameras are being introduced.

Public Safety Communications Applications

Increasingly, voiceis trangitioning to digita transmission. High quality digital
speech in land mobile channel bandwidths could not be implemented in affordable
technology until recently. Digital transmission provides mechanisms to combat the
familiar static and pop effects that radio reception impairments traditionally caused
to analog transmission. Digital signals can be encrypted to prevent interception far
more easly, reliably and effectively than can analog signals. Among the attributes
of voice communications systems are availability and delay.

With the growth in the use of computers and associated reductions in the cost of
computing equipment has come an increased demand for data communications
capabilities. Many of the early public safety data communications systems used
circuitry much like telephone modems to create a voice-like signal which could both
carry the data and travel over the analog voice paths of the public safety radio
communication systems. Such hybrid systems are still widely used today.

More recently, manufacturers have begun to provide radio systems that are fully
digital and that can carry data directly on the radio channel. Transmitting high
speed data reliably on mobile radio channels is an enormous engineering challenge
as compared to transmitting via wire, cable, microwave, fiber optics or other similar
carriers. Key attributes of data communications systems are message/file size,
reliability, error control, and encryption.

Images represent a special category of datathat is a numeric representation of a
picture. Therapid increasein use of “wire-lineg’ based facsimile transmission and
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similar image technologies within the public safety services has paralleled that
within the broader economy.

There are several public safety imaging applications. Emergency medical providers
desire the ability to transmit images of the injured from paramedic units back to
trauma centers or hospitals to aid in diagnosis and pre-arrival treatment. Fire
agencies desire the ability to transmit building plans and copies of permit and other
datafor fire prevention and protection. Law enforcement agencies need to quickly
transmit fingerprints from field units back to local, state and federal databases; units
need the capability to receive mugshots and drivers license photographs to aid in
identifying people in the field. Key attributes of image communications systems
include resolution, B/W vs color, compression, and error control.

Wireless video systems have seen limited use in state/local public safety servicesto
date primarily due to alack of available public safety spectrum over which to
implement these systems. Key attributes of video communications systems include
frame rate, resolution and color level, error control, and compression.

The fire service uses full motion video extensively in some areas, primarily to
monitor wildland fire scenes from airborne platforms, providing real-time video
back to emergency command centers. Law enforcement agencies, particularly at
the federal level and which have spectrum available for video, have long used video
for surveillance purposes. State/local agencies have only recently begun to
implement similar systems for monitoring areas of high crime and drug use.
State/local transportation agencies have implemented wireless video systemsto
monitor traffic flow and detect collisions and hazards on roadways in congested
metropolitan areas.

There isagrowing need for full motion video for use with robotic devices in bomb,
hostage, hazard avoidance and hazardous materials Situations.

Public safety agencies have struggled with the problem of identifying the location of
vehicles and personnel. Today there are severa ways to obtain such location
information. Each alternative has its strengths and weaknesses.

Existing Public Safety Communications Capabilities

Most public safety communications systems use analog FM technology operating in
25 or 30 kHz channels to carry their voice signals. Public safety communications
systems normally operate using a variant of one of two basic methods:. repeater and
trunked.

While digital voiceis atechnological possibility, itislittle used today in public
safety communications. It is expected that digital voice systemswill be offered by
several manufacturers in the public safety market in the next few years.
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Today data communications capabilities are used in public safety for such purposes
as digital dispatch and checking computer data bases for information associated
with wanted persong/property and vehicle registration license plates.

Still images include snapshots such as accidents, and crime scenes, mug shots,
fingerprints, and awide variety of other images. Today, there isrelatively little use
of still image transmission to and from the field in public safety. It is expected that
such systems will be deployed in increasing numbers over the next decade and a
half.

Video isused in public safety today primarily for surveillance of crime scenes and of
highways. Transmission of such images back to central locations could be quite
helpful in the management of major incidents. Today, video images are normally
transmitted using analog modulation. Wideband channels (severa megahertz) are
normally used to carry full-motion, high-quality video. However, only very limited
spectrum is available to state and local. In the future, we expect that most public
safety video communications will be digital. Currently, though, compression
equipment is still expensive and standards are changing rapidly. The coming of
affordable digital video cameras and affordable digital compression can be expected
to lead to substantial growth in the requirements for public safety video
communications.

System Building Blocks and Tool: Fundamental Constraintsand Likely
Evolution

The fundamental technology thrust through the year 2010 will be, asit has been in
the recent past, that of semiconductor technology. The improvementsin
semiconductor processing and materias have resulted in roughly an order of
magnitude advance every five years. Rapid advancement is also observed in the
progress of microprocessor technology over the last two decades.

The batteries required to operate portable communicatio